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#### Contention 1 is BLOCKCHAIN.

#### Blockchain development is inevitable, but beyond the scope of antitrust---the narrow focus on the ‘firm’ is fundamentally inapplicable, that creates an anticompetitive environment that’ll centralize applications and limit uptake.
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5 A WIN-WIN THEORY

The creation of a legal fiction around blockchain nuclei will benefit both antitrust and blockchain communities. By facilitating the enforcement of the rule of law, blockchain participants will indeed be able to enforce antitrust laws or be sanctioned when infringing them.

5.1 A Win for Antitrust

The theory of granularity helps create a legal fiction for public permissionless blockchains and private ones (whose governance is not vertical). Surely, other legal fictions will be proposed in the coming years. Regardless of its name, creating a legal fiction is a prerequisite for applying the rule of law to blockchain layer 1. The ability to do so is crucial.

First, the creation of a legal fiction ensures that blockchains do not escape antitrust enforcement for theoretical reasons. This is a prerequisite before discussing the technical barriers to enforce antitrust against illegal practices (see the following chapters). Second, assigning liability to the right entity ensures that whoever controls blockchains will have a strong(er) incentive to comply with legal requirements. The urge to play by the rules is always stronger when one knows that the rules could actually be enforced. As such, antitrust will not only protect actors that lie outside of blockchain ecosystems; it will also protect those inside the blockchain who cannot stop the anticompetitive practices. Antitrust will free blockchain layer 1 from these practices.

5.2 A Win for Blockchain

Creating a distinct legal fiction centered on blockchains’ nucleus will present an important step forward for related ecosystems. First, the creation of such fiction will attribute rights to blockchains’ nuclei. This will legitimize collaboration between blockchain participants in the nucleus that would otherwise have been prohibited. Indeed, I have explained that antitrust law defines a legal fiction (e.g., the firm) and then applies only to the effects that occur outside of it. Decisions that produce an effect outside of the blockchain nucleus will be submitted to antitrust law. In contrast, decisions taken by the nucleus whose effects are purely internal to that entity will be exempt from antitrust scrutiny.98

Second, creating a legal fiction will increase legal certainty pertaining to the application of antitrust law and regulation. Decades of research suggest that doing so will encourage investments,99 and will make entrepreneurs want to “embark” on the creation of innovative products and services.100 Blockchain communities say so themselves: regulatory issues and accompanying legal uncertainty are the most important reasons preventing greater investment and adoption of blockchain technology.101 The sooner a legal fiction is created, the better for the ecosystem. In its absence, one could imagine court decisions holding all blockchain participants liable for wrongdoings, even though most of them will not have the power to prevent these illegal practices.

Finally, the creation of a legal fiction will give the nucleus the right to institute legal actions and claim damages in cases of antitrust violation, whether caused by another nucleus or a non-blockchain entity. Going back to Christopher Stone’s writing, blockchain’s legal fictions will be able to institute legal actions in their name; courts will calculate injury to them, and relief will be run to their benefit. For example, one could imagine that a blockchain layer 1 (illegally) excluded from the market by another blockchain that engaged in predatory pricing could introduce a valid claim before the courts or antitrust agencies. In the following chapters, I will explain how this will play out when it comes to collusion and monopolization practices.

For all these reasons, creating an antitrust-related legal fiction will be invaluable for blockchain ecosystems and, ultimately, for decentralization. It will protect them from illegal practices that could hinder blockchain’s capacity to decentralize the economy. There is no doubt that centralized companies will multiply illegal behaviors toward blockchain ecosystems in the years to come, as we will see in the coming chapters. Being recognized as a legal entity will allow them to protect their interests and innovate toward decentralization.

6 CHAPTER SUMMARY AND BEYOND

In this chapter, 1 have used the theory of granularity to open the blockchain “black box.” First, I have discussed blockchain governance and shown how the influence of different participants neutralize their position. As no block- chain participant can control the blockchain by itself - and ensure its survival - I have explained that a group of participants may want to come together to achieve common goals. By doing so, they free themselves from other participants’ constraints and end up forming the blockchain nucleus.

The blockchain nucleus gives rise to an entity that should benefit from rights, but could also be held liable for illegal conducts. I have shown how this would work by analyzing relevant markets and market power, evaluating anticompetitive practices and assigning liability.

#### Anticompetitive exclusions and lack of legal certainty over the applicability of antitrust dry up investment and innovation, which artificially consolidates digital ecosystems.
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2 THE SPECTER OF NEUTRALIZATION

I hope to have convinced readers that antitrust law and blockchain contribute to similar, if not identical, objectives (i.e., preserving agents’ ability to act freely in the market, which entails the decentralization of decision-making processes).42 For that reason, one might expect that both communities would work hand in hand to achieve decentralization. And yet, despite pursuing a common goal, blockchain and antitrust may end up canceling each other out. Here’s why.

2.1 One Goal, Two Methods

Blockchain seeks the decentralization of decision making by eliminating intermediaries, while antitrust aims to achieve it by eliminating anticompetitive practices. They converge toward the same objective. That said, one should not be candid about how easy it will be to make them cooperate. First, the Sherman Act is concerned with trusts43 - hence the name “anti-trust”. Since there is no trustee in the sense of a third-party fiduciary in blockchain’s first layers, the target of antitrust laws is absent.44 Blockchain may thus undermine the *raison d'etre* of antitrust law, which will trigger epidermal reactions.

Furthermore, blockchain and antitrust may at times attack each other. Blockchain may be used to implement anticompetitive practices and be enforcement resistant, while antitrust may reinforce the role of intermediaries in the economy (by protecting them from different forms of anticompetitive exclusions) and label various blockchain behaviors as anticompetitive - regardless of the overall usefulness of these blockchain features.

In fact, antitrust law and blockchain ecosystems seek decentralization at two different levels. Antitrust law prohibits certain categories of conduct, creating tensions with tech communities without focusing much on digital architectures. Blockchain, on the contrary, seeks to decentralize by providing its users with a specific digital architecture. It does not prohibit (anticompetitive) practices where code allows. This creates tensions between them, as I show in Part 2 of this book. Their cooperation will require the identification of ways to deal with these mutual provocations, as I will explain in Part 3.

As things stand, both of these communities exhibit what Veblen called “trained incapacity” - the difficulty to think beyond a set of constraints and assumptions. Policymakers tend to believe that the law should be the most important constraint organizing our lives. For that reason, legal rules are often applied without looking for ways to coordinate with other constraints, including digital architectures.45 In the meantime, blockchain communities tend to view legal enforcement as an adversary, and not as an ally. As John Perry Barlow stated in 1996: “I ask you of the past to leave us alone. You are not welcome among us. You have no sovereignty where we gather.” After all, the law liberates, but it also implies illegality, lawsuits, liability assignment and sanctions. The antitrust and blockchain communities will gain from over- coming these biases.

2.2 The (Long) Road Ahead

If we want antitrust and blockchain to collaborate on a long-term basis, we need to talk about the problems that their cooperation will encounter along the way. The challenge before us is intricate.46 On the one hand, it is a matter of getting legal minds to recognize that technology can help achieve objectives that the law cannot achieve on its own. There are three reasons for this. First, blockchain provides a technical approach to the subject. It serves as a framework for decentralizing the economy by default, while antitrust mostly applies ex post by correcting past behaviors.47

Second, antitrust agencies’ detection rate remains low, meaning that illegal behavior often goes unpunished.48 And enforcement is costly, which makes it impossible to pursue all potentially illegal practices. This is particularly problematic in a world where illegal practices can be implemented through coding that quietly and immediately affects billions of users. Also, the rule of law is (unfortunately) inapplicable in some places. This is the case when the state bypasses legal constraints,49 and when jurisdictions are mutually unfriendly and do not enforce foreign laws.50 For example, enforcement of U.S. court judgments abroad can prove especially difficult in light of divergent rules on jurisdiction, requirements for special service of process, reciprocity and some foreign countries’ public policy concerns,51 including in Europe.52

Finally, antitrust law is complex and cannot be fully mastered by all companies - the compliance costs are high and many firms unwittingly infringe the law. Blockchains could therefore supplement antitrust by creating an architecture that leads to fewer anticompetitive practices.

On the other hand, blockchain communities would gain from working with (not against) antitrust law enforcers. That is because antitrust would eliminate practices that artificially centralize blockchain ecosystems and that blockchain architecture cannot stop or prevent. 1 will analyze them in Part 2. Doing so would also provide legal certainty, thus fostering investments and benefiting all the actors involved in commercial activities that rely on blockchain. For these reasons, one should think of antitrust and blockchain as allies - not enemies - as they both seek the same objective, while presenting complementary strengths and defects. Doing so would lead policymakers to promote and implement a new “law + technology” approach that recognizes that the benefits of cooperation outweigh those of one-off confrontations. A game theorist would represent that approach as illustrated in Figure 5.1.

#### Averting the consolidation of blockchain allows scalable transaction validation.
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2 BLOCKCHAIN INTERNAL FACTORS

The evolution of blockchain also depends on internal balances in terms of design and governance. Overall, choices that will be made within each blockchain will prove important for their evolution. As I show, it all comes down to human interactions.

2.1 The Trifecta: Intra-blockchain Evolution

A blockchain trilemma has emerged in the literature over the last several years. It can be summed up as follows: ensuring blockchain’s decentralization, scal- ability and security entails tradeoffs, at least in the short term. Although this makes sense on a technical level, it does not capture the entirety of our subject. Let us take a closer look. I have discussed decentralization at length through- out this book. It is blockchain’s central feature, in terms of both architecture and philosophy. “Scalability” refers to the ability to validate large volumes of transactions rapidly. Last, blockchain’s security hinges upon its ability to maintain integrity: that only desirable transactions take place - for example, by preventing double spending.42

To a certain extent, we have seen together that the mechanisms that ensure decentralization at different blockchain layers may conflict with security.43 This is what Awemany’s story in Chapter 1 revealed. Decentralization implies the distribution of power, limiting the ability to act unilaterally in case of an emergency. At the same time, decentralization can also affect the scalability of blockchain: Proof of Work is decentralized by nature, but it prevents the rapid validation of large transaction numbers. Conversely, a private blockchain can restrict access to the ledger or certain functions, raising security and scalability issues.44

In the long run, however, these three objectives are mutually reinforcing. The more a blockchain is decentralized, the more it stands out from the centralized platforms and services that readers know only too well. By differentiating themselves, blockchains attract users by offering a different value proposition. In turn, this generates scalability. The same goes for security, as the more participants use a public blockchain, the harder it becomes to alter the registry or perform a 51 percent attack. The blockchain trilemma is thus useful for thinking about what needs to be done, but it cannot provide a coherent analytical framework in the long term. It will become less relevant with technical advances, to the point where some blockchains will maximize these three objectives. Those who manage to do so will prosper.

#### That is vital to secure critical infrastructure (CI) AND the integrity of the IoT.
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Today’s Internet of things is mostly used smart devices in many applications. Internet of things when integrates together, they create a network of smart devices called computing infrastructure. This computing infrastructure needs to be properly maintained and secure against many available beaches or critical attacks. Internet of things is an emerging collaborative research environment for today’s researchers, because it creates/provides many other benefits like building cyber physical system and autonomous cars. But, when these devices are being used on a large scale and generate a lot of data, and this data is stored at cloud (public, private and hybrid). This data needs to be protected against many serious attacks, and this task can be fulfilled by “Blockchain technology”. Blockchain technology concept in 2008– 2009 by anonymous user/group of users in cryptocurrency [1], and this concept has been introduced in many applications [2] like finance, manufacturing, medical care, agriculture and autonomous cars.

The Internet of things (IoT) will connect not only computers and mobile devices, but it will also interconnect smart buildings, homes and cities, as well as electrical grids, gas and water networks, automobiles, airplanes, etc. IoT will lead to the development of a wide range of advanced information services that need to be processed in real-time and require data centres with large storage and computing power. The integration of IoT with cloud and fog computing [3, 4] can bring not only the required computational power and storage capacity, but they enable IoT services to be pervasive, cost-effective and can be accessed from anywhere using any device (mobile or stationary). However, IoT infrastructures and services will introduce grand security challenges due to the significant increase in the attack surface, complexity, heterogeneity and number of resources. Some of the examples of IoT technology usage and major implications during cyber-attacks are:

1. Maritime shipping: There are multiple usage of IoT technology in Maritime shipping as the shipping companies have equipped their fleets with a variety of sensors to monitor critical vessel systems, weather and sea conditions, and cargo. The Marine industry can be impacted cyber-attack [5] on terminal computer system, navigation system and point of sale system. Possible consequences are business interruption, damage to data, theft of property through alternation of shipping contacts, bodily injury and property damage.
2. Aviation: There are several usage of IoT in both commercial and military aviation [6]. Connecting IoT to aviation will help to access real-time data for engine performance improvement, accurate weather forecast and pilot monitoring. The cyber risk in aviation may allow hackers to gain access to some sensitive data such as the location of troops or detailed mission plans for IoTconnected military planes. There could be remote terrorism acts where the hacker could gain access to an aircraft’s control system and weaponry, similar to drone hacks, and use it against the enemy.
3. Smart City: A Smart City [7] can be equipped with IoT platform has multiple usages such as smart parking, public safety and traffic balancing. Smart grid is one of the examples which are implemented in Smart City to realize great cost savings and efficient troubleshooting. If there is no effective cyber security maintained, Hacker can gain access to such public infrastructure from his computer to shut down an entire city’s electrical supply.
4. Critical infrastructure: Because of the networked nature of IoT, i.e. that each connected object uses data from other connected objects–there is also the risk that a malfunction could lead to catastrophic system failure. The critical infrastructure like dams, bridges embedded with censors to monitor structural integrity as well as environmental conditions are vulnerable to cyber threats. Malfunctioning of these sensors may bring risk of a catastrophe if those objects fail and could lead to massive property damage or even loss of life.

Amit and Shamila [8] discussed some more examples, where Internet of things devices can be enhanced/used in everyday examples.

On another side, such infrastructure requires secure cyber security mechanisms, i.e. no more breaches/attacks on public networks. This chapter has provided introduction of Industry 4.0/smart manufacturing using IoT [9] while mapping the relevant security and privacy challenges, threats, risks and attack scenarios. This chapter presents an IoT security framework for smart infrastructures such as smart homes (SH) and smart buildings (SB) [10]. Also, it presents a general threat model that can be used to develop a security protection methodology for IoT services against cyber-attacks (known or unknown) with provisioning several issues and challenges in respective IoT-based cyber-infrastructure. The vast diffusion of connected devices in the IoT has created enormous demand for robust security in response to the growing demand of millions or perhaps billions of connected devices and services worldwide. The number of threats is rising daily, and attacks have been on the increase in both number and complexity. Not only is the number of potential attackers along with the size of networks growing, but the tools available to potential attackers are also becoming more sophisticated, efficient and effective.

Cyber-infrastructure is a word commonly used but lacking a single, precise definition. One recognizes intuitively the analogy with infrastructure, and the use of cyber to refer to thinking or computing but what exactly is cyber-infrastructure as opposed to information technology infrastructure? [11] propose definition of cyberinfrastructure as: “cyber-infrastructure consists of computing systems, data storage systems, advanced instruments and data repositories, visualization environments, and people, all linked together by software and high-performance networks to improve research productivity and enable breakthroughs not otherwise possible”. In this chapter, we discuss the origin of the term cyber-infrastructure based on the history of the root word infrastructure, discuss several terms related to cyber-infrastructure and provide several examples of cyber-infrastructure. Cyber security is a necessary task in building and proposing an attack-free infrastructure (using by public users). Note that some elements of cyber security are application security, information security, network security, disaster recovery/business continuity planning, operational security, end-user education. Also, some benefits of using/requirement of cyber security to secure an infrastructure:

* Business protection against malware, ransomware, phishing and social engineering.
* Protection for data and networks.
* Prevention of unauthorized users.
* Improves recovery time after a breach.
* Protection for end-users.
* Improved confidence in the product for both developers and customers.

Internet of things (IoT) is an emerging concept describing a wide ecosystem where interconnected devices and services collect, exchange and process data in order to adapt dynamically to a context. IoT is tightly bound to cyber physical systems and in this respect is an enabler of smart infrastructures by enhancing their quality of service provisioning. Cyber physical systems and autonomous applications are IoT-based application development, major development/invention of the previous decade. Both the IoT critical infrastructures and cloud are subject to cyberattacks [12]. Cloud environments experience the same threats (at a high level) as traditional data centre environments; the threat picture is the same. That is, cloud computing runs software, software has vulnerabilities, and adversaries try to exploit those vulnerabilities. However, unlike information technology systems in a traditional data centre, in cloud computing, responsibility for mitigating the risks that result from these software vulnerabilities is shared between the cloud service provider (CSP) and the cloud consumer. A secure cyber-infrastructure is need of many organization/research communities (especially computer science) around the world. Hence now, the remaining part of this chapter is organized as (in further sections):

Sect. 2 discusses work related to Blockchain used to secure Internet of things (IoTs)-based cyber-infrastructure smart contact, i.e. evolution of smart contract with Blockchain technology’s growth.

Sect. 3 discusses motivation behind this work, i.e. intention behind choosing area related to Blockchain-enabled and IoT-based cyber-infrastructure.

Sect. 4 discusses necessity of secure cyber-infrastructure today and tomorrow, i.e. in current century.

Sect. 5 discusses tools or mechanisms available for securing a cyber-infrastructure and Internet of things-based infrastructure

Sect. 6 discusses many issues, problems and challenges in using Blockchain technology during securing respective (cyber) infrastructure.

Sect. 7 discusses opportunities for future researchers and computer science community.

Finally, this chapter is concluded in Sect. 8 with some future research directions (including some research gaps).

2 Related Work

Internet of things (IoT) as a technological term is around 16 years old, but the actual idea of connected devices had been around longer, at least since the 70 s and at that time it was referred to as “embedded Internet” or more as to say “pervasive computing”. The coining of the actual term “Internet of things” was done by Kevin Ashton during his work at P&G in the late 20 s. Kevin used to manage supply chain optimization and wanted to attract senior management’s attention to a new exciting technology called RFID, now as because the Internet was one among the burning trends during the late 20 s so it somehow made sense, he called his presentation “Internet of things” and thus giving a new identity to the technology. By the year 2010, the Internet of things (IoT) started gaining popularity because of the leakage of information of Google took people into guesses that it might be Google one of the new strategies to index not only the Internet but also the entities in the physical world. Followed by this, in the consecutive years the technology took off after which different countries, market research companies and many other organizations took over it very seriously and started researching into this particular emerging new phenomenon and now it is predicted that by the end of 2020, IoT would have gained a huge stake over the market. Currently, the technology has outgrown to such an extent that there has been mass-market awareness. From dominance motivation behind the present, a critical number of the establishments that help and oversee current lives, social requests and work practices will appear to be dull, level and still. The more settled the establishment, the more certified this feels: we consider boulevards until we can drive impact on them, and thereafter in a flash neglect (until induced by setbacks, advancement and vehicle over-burdens to re-examine). We drink from the city water supply until we cannot, and a short time later examine water. Once here, amazing establishments appear as everlasting, unsuspected, even regular features of contemporary life. This sort of naturalization and disregarding is critical to the ampleness and significant estimation of establishment and is to be certain maybe the most raised want. Be that as it may, it in like manner makes it attempting to audit what is being referred to with establishment (which winds up being an extensive sum) or to plot the methodology by which systems create and change. This is an insightful issue for capable understudies of history and social scientists; for would-be makers of a system, it is something more. Computerized establishment was developed with the arrangement to help customers with winning through our high IT aptitudes and to get new work open entryways in India and help in the country’s social improvement. CIS continues creating at a pace of 300% consistently. Advanced structure continues developing its assortment of organizations and advancement portfolio to get new markets and spaces. Advanced establishment encounters critical improvements with respect to structure, bunch size and overall reach.

Hence, this section discusses work related to Internet of things, cyberinfrastructure, also Blockchain role in IoT-based applications in detail. In next section, we will discuss motivation behind this work in brief.

3 Motivation

Internets of things (IoTs) are used in building cyber physical systems, i.e. largescale cyber-infrastructure. For that, we require proper rules and cyber security to prevent from any breaches/attacks. In general terms, cyber security is safeguarding the Internet-connected systems, including hardware and software data, from cyberattacks, whereas information security, which is devised to preserve the confidentiality, integrity and availability (CIA) of data, is a fragment of cyber security. There are many cyber threats like malware, ransomware, social engineering and phishing on existed infrastructure (build by integration of IoT/smart devices). Such infrastructure requires strong and secure mechanism/algorithms to provide reliable and efficient services to end-users. As we have discussed many popular attacks have been mitigated (in the past decade) like Stuxnet [13], this attack has downgraded many nuclear facilities in Iran in 2010. Further, [14, 15, 16] have discussed many examples of cyber-crime in their work. But, due to getting rapid growth in innovation, we need Blockchain type of solution to secure an infrastructure. Hence, Blockchain technology has been started using in many applications for protecting critical system/infrastructure. Providing efficient and reliable services to end-users and more security to the same users is our higher (main) priority. Blockchain [17] concept fulfilled this goal in this current era. So, we started to write some important work on Blockchain, which can play an essential role in IoT-based cloud infrastructure or IoT-based infrastructure in making a secure cyber-infrastructure. Hence, this section discusses motivation behind this work, and it provides answer to many questions, i.e. related to topic of interest and how this work will be useful to society or researchers/readers. Now, next section will discuss the necessity of cyber-infrastructure or IoT-based cyber-based physical systems in current century.

4 Necessity of Cyber-Infrastructure in Current Century

There exists a positive national framework for the general public for its smooth working and thus making it powerful. The significance of these is generally comprehended and has since quite a while ago perceived the requirement for interest in their creation and upkeep. Such frameworks will, in general, give widespread administrations, range national and universal limits and are inherently depended upon by people and associations. The need for the digital framework is difficult to disparage, and even generally minor disappointments can affect huge quantities of individuals. Disappointments can bring about genuine ramifications for the working of society, and this has additionally been perceived by assailants who have focused on these national frameworks as a method for disturbing enormous quantities of individuals generally effectively. While the profoundly interconnected nature of pc frameworks can experience challenges related to frameworks security, it can likewise be utilized as a method for upgrading it as well. A considerable lot of the techniques and advantages that identify with the utilization of processing for the basic foundation have as of late gone to the fore. Organized frameworks can give expanded vigour against both focused on assaults and incidental disappointment. These incorporate perception procedures to give mindfulness and displaying capacities; frameworks of frameworks security to all the more likely comprehend the security results of associations between numerous frameworks. Utilizing these methods in a bound together manner will give benefits as far as better seeing, ongoing mindfulness and the improvement of security strategies customized to assurance against disappointment and assault of basic framework frameworks. The genuine advantage to be picked up from combining the strategies digital foundation is to give procedures that length innovative limits. cyber-infrastructure that help our general public are produced using an accumulation of frameworks and systems worked over registering advancements and data frameworks. cyber-infrastructure are going under expanding dangers, the insurance of basic foundations requires a superior comprehension of how the control should be structured to cover all the parts of these frameworks.

Hence, this section discusses “why we require cyber-infrastructure in today’s era”? Now, next section will discuss several tools available for securing cyberinfrastructure/IoT-based infrastructure in detail.

5 Tools Available for Securing Cyber-Infrastructure and Internet of Things-Based Infrastructure

There is a great significance of tools that are being developed to secure cyberinfrastructure; Blockchain is one of them. Risks, vulnerabilities, threats, cyber-crimes and frauds are increasing exponentially with the world being digitalized. To get a shield from these potential threats, Blockchain is gaining tradition today but still, significant phases of the world are unaware of it. Critical infrastructure in many countries will soon become vulnerable to cyber terrorism. Ingenious uses for Blockchain technology are already becoming incorporated of fields other than cryptocurrencies [18] and can be exclusively useful to boost cyber security. Several security techniques and approaches have been developed using Blockchain that plays a major role in securing many IoT applications. A Blockchain system depends upon the participation of allocated nodes to build a loyal chain-connected network, in which every decision is made based on the consent. The required system is proposed to have specific major components such as Blockchain-based distributed data repository and verification platform, Internet of things (IoT)-based noticeable environment and cloud-based versatile assistance delivery system. The parts sum up together to develop an infrastructure and a dynamic functional operational environment for overall entities in generation, transmission and delivery. As IoT is an ordinary result of the sensing technology and wireless sensor network, IoT technology will in future enter into each segment of the energy system and connects with other components of the cyber-infrastructure (Blockchain and cloud).

Blockchain takes the involvement of very basic technologies into IoT to make it secure. First of all, it decentralizes the data storage which is its backbone and uses consensus mechanism, this structure ensures data is not traceable nor even tamper able thus as a result giving a no-point fault system so that it can be used in the upper-level application. The connection between the blocks of data is done with a smart contract which is based on contrasting application logic. The information in Blockchain is transferred on a trusted mechanism that verifies and authorizes the user based on agreements, intellectual property rights and so on. In summary, Blockchain along with IoT in phases of cloud coordinated can work together to form a guarded, effective, service-oriented environment, which can strongly support various applications in various domains. Blockchain has promising applications across the domain of network security. IoT can contribute to big data at any level of abstraction, data acquisition could be applied at any level but the main point of data security lies in hands of Blockchain. The complete infrastructure has complete reliability and dependency on its security parameters which should be fault-tolerant, which can be smoothly accomplished through Blockchain. The monitor, control and coordination of units of the cyber-infrastructure should be supported by a dynamic cyber physical system. In any of the proposed cyber-infrastructure model, the cyber-infrastructure is mainly the backboned level of abstraction and security achieved. Under reliable supervision of IoT through Blockchain could help us in attaining a better cyberinfrastructure for a better tomorrow.

#### BUT widespread adoption is reliant on further innovation AND continued decentralization.

Dr. Amit Kumar Tyagi et al. 22, PhD, Assistant Professor, Vellore Institute of Technology; Ishani Tibrewal, Senior Electrical Engineer, Technocrats Robotics. Vellore Institute of Technology; Manas Srivastava, Software Engineer, Optum. Vellore Institute of Technology, "Blockchain Technology for Securing Cyber-Infrastructure and Internet of Things Networks," in Intelligent Interactive Multimedia Systems for e-Healthcare Applications, 2022, pg. 346-349.

Blockchain technology (in near future) will attract attention from several research communities and can be used in the following areas like Internet-connected things, banking, retail and health care. Such applications are requiring Blockchain, due to the property of distributed digital data (encrypted form, using Hash Keys). Many applications or future uses of Blockchain have been included in Fig. 2. Such functionality in Blockchain is provided by distributed ledger. Using Blockchain technology (a decentralized technology), in respective application, we can secure/store data safely with efficient authentic mechanism at remote location (also in form of Cloud). Data stores at remote location are in inconvertible and immutable using Blockchain/distributed ledger in it.

Blockchain technology has its powerful use in business domain, insurance being one of the prime commercial commodities. The trend of Blockchain within insurance will help in transforming insurance into Insurtech (i.e. Insurance + Technology). One of the many examples where Blockchain can help is in Travel Insurance, i.e. delays and cancellation of flights, can be prevented by Travel Agencies using Blockchain. Blockchain, which was just a virtual ledger, is spreading like a wave across extensive number of industries. Also, businesses are expected to spend colossal amount of money on this powerful technology in this year. From Insurance to gaming to cannabis, almost all industries are looking to develop and apply Blockchain technology, there is hardly any domain not looking for Blockchain applications because this technology is more likely to transform the industries.

Since Blockchain technology does not hold any central supervision and acts on decentralized platform, it has made Blockchain having a prominent feature of being resistant to fraud.

![Diagram

Description automatically generated](data:image/png;base64,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)

Companies are striving hard to implement Blockchain technology as it will provide veracity to the stored digital data information. Here are many other industries who are mobilizing the power of Blockchain technology:

* Speculative Funds: With a vast range of Numerai, systems have started adopting hedge fund model with a firm support included by First Round Capital and Union Square Ventures, it involves employment of a group of stockbrokers and quants and then regionalizing it. The distribution of data through Numerai is done when it sends its numerous quants to various distinct locations, encrypts the datasets and then is preceded by building protective models and the one among with best of them is awarded with Numerai token known as Numeraire [19]. Further, the strategy is to strategize and develop a meta-model to make trades.
* Medical Management: The medical reports associated with a person are one of the vital parameters of an individual’s security, preserving this data is sole responsibility of the organization whosoever beholds it. While sharing the data among different platforms, the data may get leaked which may lead to some unavoidable circumstances. So in order to prevent this data to falling into dangerous hands, Blockchain technology allows hospitals [20], other institutions/organizations and payers to split access to their networks without compromising or suspecting data security and integrity.
* Public Mobility: Due to increase in use of public transport of vehicles, it becomes difficult for government in cities to know the status of public transportation being used, so on implementing Blockchain technology will help the cities to know and understand that how the public mobility is being used by their residents and how can they develop some different options for transportation.
* Track of Credit History: On the basis of past records, lenders tend to reduce the risk that is posed by lines of credit or loans to small ventures which also makes credit bureau to have all powers in terms of loans. It also works as a trusted platform where business owners can build a trusted network.
* Charity: Using Blockchain technology in charity institution or organization will help donators to track where their donations are going and who is going to use it. Blockchain will provide transparency and security to all the financial records and will give a greater visibility to the donors.

As mentioned above, there are many other similar industries that have great potential future with implementation of Blockchain in them like loyalty programs, natural resource management, education, advertisement, public assistance, publishing, gaming, travelling and even more. Moreover this, some other opportunities with Blockchain in near future are summarized (also included in Fig. 3) here as:

* Improve social media functionalities
* Digital ownership revolution
* Keeping our ID (Identification) and personal information secure
* Keep your identity safe and location privacy safe.

Blockchain provides digital freedom by using smart contracts: It means that the system is not governed by any central authority so that any kind of manipulation cannot be done by them. Note that Blockchain is more popular in mortgage industry, i.e. with its transparent system, speed (when compared to the typical mortgage underwriting process) and immutability that will secure your home for as long as you own it. Hence, this section discusses several opportunities for future readers and research communities. Now, next section will wrap up this work (including some research gaps) in brief.

8 Summary

Blockchain is the necessity of the future in building trust among peers and providing more privacy-preserving too many applications (like location-based services, etc.), also security to computing environments. This concept is enhancing everyday with its uses in many applications. Today’s Blockchain is the most trusted technology among all existing mechanisms (for protecting an infrastructure). Generally, Blockchain technology allows distribution of digital information in decentralized manner, but not duplicated. Blockchain also allows us to own digital assets, goods and data through its novel concept. Similarly, we face several cyber-crimes and attacks on many critical or cyber-infrastructure, [21] discussed several privacy issues), for that we suggested Blockchain to be used for the same infrastructure for providing sufficient level of security layers. This chapter has discussed several interesting components of Blockchain with Internet of things-based infrastructure and other cyberinfrastructure. We also discuss several benefits, disadvantages, issues and challenges (including opportunities) of Blockchain in securing an infrastructure, and this information will help future researchers/scientists or readers in continuing their research work in near future. In near future, some possible changes are possible with Blockchain are “Distributed Web (new Internet with Blockchain)”, “Decentralized Autonomous Blockchain” and “Blockchain-based Cloud”. For providing more efficient services, the world is watching and waiting for more innovations in technologies.

#### Attacks against CI are imminent, vicious, and incalculable.

Ted P. Delacourt 22, Supervisory Special Agent, Mission Critical Engagement Unit, Cyber Division, Federal Bureau of Investigation. MA, Science & Technology Intelligence, National Intelligence University. MBA, Finance & Economics, University of Chicago. BS, Accounting, Georgetown University, "Cyberattacks on Critical Infrastructure as The New WMD," HS Today, 02/01/2022, https://www.hstoday.us/featured/cyberattacks-on-critical-infrastructure-as-the-new-wmd/.

Should the acronym WMD, which stands for “Weapons of Mass Destruction,” be updated to “Weapons of Mass Disruption?” I think it is a timely question in this Digital Age as we connect and integrate billions of new digital devices into our lives and business processes and when a cyber-attack against one supply chain provider can lead to cascading effects on entire communities across the globe. Cyberattacks on Critical Infrastructure (CI) can cause mass economic and societal impacts. Fewer strategies than cyber-attacks can offer better plausible deniability and can cause greater anxiety and instability to our society than targeting the systems and networks that enable our day-to-day activities. Consider that 20 years ago terrorists killed 3,000 Americans and disrupted the entire U.S. and global economies with only four planes. Given the growth and ubiquity of technology today we must consider how the exponential growth of cyberattacks on CI might be similarly leveraged by adversaries and criminal actors as Weapons of Mass Disruption, the new WMD.[1]

Cyberattacks take many forms, often progressing through multiple phases as they escalate in severity. Malicious actors often initiate a network intrusion through phishing campaigns or the purchase of compromised user credentials on the dark web. What begins as the hijack of a single user profile expands in severity. Intruders move laterally across internal systems, conducting surveillance and gathering intelligence on network environments before escalating to data theft, service disruptions, and ransomware extortion.

The goals of these actors may be both strategic and economic in nature, and targets may be government and/or the private sector. Cyberattacks perpetrated on CI elements develop into the new WMD when the intended and unintended consequences cause widespread damage and societal impacts. A disruption of essential services, even if brief, can occupy significant civilian and military resources in a region or entire country.[2]

Russian military doctrine views the battle of the information space, to include cyber activities, as unending.[3] As such, the bar to initiate cyber-attacks appears low and the past two decades have witnessed numerous cyberattacks on CI around the world. The march toward a more interconnected and networked world increases the likelihood that cyberattacks against CI could be used as the new WMD. In this new threat environment, more than ever we need to increase and leverage government and private-sector partnerships to mitigate and neutralize these cyber threats.

Cyber Threat Technology

Cyber threats combine numerous attack vectors and strategies in a single attack. Common attacks include malware, denial-of-service attacks, phishing, structured query language (SQL) injection, and zero-day exploits. Some attacks specifically target critical nodes, software, or people, while others overwhelm internet websites with massive, automated amounts of data requests. Malware attacks install malicious code, transmit sensitive data, and corrupt, destroy or deny access to data by overwriting or encrypting files, often referred to as ransomware. Phishing attacks target users with false messages that request they open a file or access a link that secretly installs malware. SQL injection attacks insert malicious code into servers running SQL database software to reveal sensitive data not normally available. Vectors for SQL injections include inserting malicious code in search boxes of vulnerable web pages. These attack opportunities persist due to inconsistent patch implementation and failure by end users to employ cyber best practices, often called cyber hygiene, which increase the risk of cyber-attack on vulnerable systems. Zero-day exploits, alternatively, may be known vulnerabilities that lack immediate solutions. Even if a zero-day exploit is known, the threat continues until a patch is developed and the end user installs it. The combination of attack vectors with new and old malware options creates opportunities for both intelligence gathering and development of mass disruption strategies of CI operations by and against U.S. adversaries.[4]

Critical Infrastructure Sectors

Presidential Policy Directive 21 (PPD-21) on Critical Infrastructure Security and Resilience identified 16 sectors and identified specific federal agencies charged with their security. PPD-21 addressed the reality that advances in technology led to increases in each sector’s interconnectivity and reliance on online and networked resources to accomplish their fundamental missions. [5]
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CI elements do not stand alone, but rather are interconnected and interdependent. This interconnectivity makes them vulnerable to direct and indirect cyber threats. An attack on one may initiate a failure in another or cascade to the entire interconnected CI network. The mix of public, private, and non-governmental operations across each CI sector complicates remediation of identified vulnerabilities and information sharing on actual or potential attacks. The ubiquitous nature of these CI sectors and the distribution of their physical and networked assets across a wide geographical area, often spanning the entire country, make CI sectors attractive targets. State, non-state, and criminal actors continually seek victims of opportunity across all CI sectors for monetary and strategic gain.[7]

Past Attacks on Critical Infrastructure

The threat against CI elements is neither theoretical nor improbable. Cyberattacks have occurred independently and as part of multi-domain conflicts involving Russia, China, and others over the past two decades. Connell and Vogler described the Russian military view of cyber operations as part of the larger concept of information warfare, and not a distinct tactic. They assessed that in line with traditional Soviet military thinking, Russian decision-makers view the battle for the information space as unending. Such a doctrinal view of an information space in constant conflict stands in sharp contrast to the U.S. view. Furthermore, Russian decision-making informed by this view likely sets a low bar for the initiation of offensive cyber operations.[8]

In 2008, cyberattacks attributed to Russia disrupted Georgian government websites, financial institutions, private telecommunications companies, and other organizations in the opening stages of the military conflict between the two countries over breakaway regions. Given the limited nature of Georgian information technology at the time, the impact of the cyber operations was reduced. This application of cyberattack methodologies, however, stands as the first large-scale use of cyber operations in support of a military conflict. In this multi-domain example, a cyberattack designed to cause widespread disruption preceded a physical attack. [9]

In December 2015, the Ukrainian Energy Minister attributed the first known power outage caused by a cyberattack to Russian actors, when three power distribution companies were targeted. The timing and coordination among the attacks across central and regional facilities pointed to a high level of sophistication. The subsequent investigation revealed an initial intrusion occurring at least six months prior, allowing the actors to gather intelligence on company operations and likely remediation responses. This surveillance allowed the cyber actors to insert additional malware to wipe key recovery servers and computers to stymie restoration efforts. The attack left approximately 225,000 customers without power for six hours in the middle of a Ukrainian winter. The investigation also revealed the attack could have been larger, and the damage permanent, but the cyber actors chose to limit the scope. This points to the scalability of damage from the spectrum of cyberattack methodologies and their potential as a WMD.[10]

In the spring and summer of 2020, the People’s Liberation Army (PLA) of China and the Indian Army were involved in multiple skirmishes in the vicinity of the Actual Line of Control that defines their common border in the Himalayas. One such engagement resulted in the deaths of 20 Indian soldiers. Unwilling to back down, that August the Indian Army seized additional strategic locations. In an apparent tit-for-tat response, hostilities escalated and entered the cyber domain when a power outage struck the power utility in the Indian state of Maharashtra, which includes India’s financial capital Mumbai. The attack was attributed to a group known as RED ECHO, potentially a state-sponsored group affiliated with China’s PLA Strategic Support Forces. In response to the cyberattack, India mobilized additional troops to the disputed region and expanded the hostilities into the economic domain – India banned Chinese mobile apps, limited Chinese investments in India, and joined an informal grouping of the U.S., Japan, and Australia dedicated to limiting Chinese advancement in Indo-Pacific. In this multi-domain example, the cyberattack causing widespread disruption was a response to the physical attack, which was met with economic sanctions.[11] Such an attack against such a large power grid and financial capital could be characterized as a WMD attack.

In their 2021 study, Izycki and Vianna defined a cyberattack as an operation conducted with a kinetic intent or result. Using this definition, they identified seven significant cyber-attacks between 2010 and 2019. Their results are illustrated in the table below.[12]
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The attributions noted by Izycki and Vianna, if accurate, highlight how various actors employed cyber weapons across a wide range of political conflicts and actors. The authors concluded that the small number of campaigns highlighted the rarity of what they termed “kinetic attacks” against CI assets. Cyberattacks on CI sectors like those noted by Izycki and Vianna have the potential to cause massive disruptions and societal displacement if the underlying interconnected computer systems were destroyed or disabled for extended periods.[13]

Discussion of the Threat

Cyberattacks on interdependent CI sectors have the potential for secondary and tertiary effects in addition to the cascade of physical disruption that follows.[14] Beyond impairing physical assets, cyber-attacks on the foundational services of a society also function as psychological and strategic weapons. CI disruptions may undermine confidence in the state to provide security or basic services. Such attacks may serve as existential threats to unstable regimes. As strategic weapons, cyberattacks on CI causing mass disruptions have the potential to tie up significant military and economic resources at the same time the nation faces a military threat. Such attacks have the potential to fully occupy the time and attention of decision-makers as well as field commanders, causing them to miss or ignore other pending threats. This exemplifies the multi-domain use of cyberattacks.[15] Recently, plans purportedly developed by units within Iran’s Islamic Revolutionary Guard Corps (IRGC) leaked to a British reporter described various cyberattack strategies for cargo ships, building HVAC systems, and fuel pumps manufactured in the U.S. and sold worldwide. If authentic, such plans highlight in detail how CI sectors might be attacked via the cyber domain.[16]

Based on the attacks studied, the threshold for initiating a cyberattack appears low, and not all attacks produce an immediate or identifiable impact. Attacks may occur unnoticed, with bad actors lying dormant within systems for an extended time period. The nature of an attack may change over time, in that an intrusion may progress to an intelligence-gathering operation and data theft, before escalating into a denial-of-service or ransomware attack. The progression of an attack may change depending on the nature of the actor. The goal of non-state or criminal actors in conducting cyberattacks may be profit-driven or center on causing economic damage, while state actors may favor intelligence gathering and the creation of strategic options or outcomes. In the case of North Korea, the goals may be both financial and intelligence gathering, as they gather technical knowledge and the financial means to purchase necessary materials and equipment. The ubiquity of networked systems and the wide availability of cyber intrusion tools leave no country or critical infrastructure sector immune.[17]

Determining attribution for an attack is difficult. The use by cyber actors of Virtual Private Networks (VPNs), leased server infrastructure, and the cross-border nature of the internet complicate attribution efforts. Intelligence services can be reluctant to publicly disclose sensitive techniques and classified information in order to explain attribution conclusions. Additionally, public prosecution of these malicious actors may risk disclosure of investigative techniques, particularly in national security investigations. Complicating the matter further, cybercriminal organizations frequently operate from countries unwilling to arrest and extradite malicious actors to the United States. As a result, there appears to be limited consequences levied on adversaries for intrusion or intelligence-gathering activities. For example, in July 2021, in the same week the U.S. and NATO allies publicly identified the Chinese Ministry of State Security (MSS) as the perpetrator of the hack of the Microsoft Exchange email server uncovered three months prior, the U.S. Department of Justice filed motions to dismiss visa fraud charges against five Chinese scientists accused of concealing their ties to the PLA. This public shaming of cyber aggression by the MSS did not include economic sanctions against China, while a similar public disclosure in April 2021 about Russia included economic sanctions its cyber actions related to election interference.[18]

Conclusions and Judgments

Cyber intrusions utilize a volume attack scenario, leveraging automated software to continually probe end points and network connections for vulnerabilities. Hackers count on the incomplete implementation of software patches and poor cyber hygiene to provide illicit access. The assessment, based on this research, is cyberattacks on CI will continue to grow in number and frequency and continue to escalate in severity. As the world becomes more reliant on systems connected to the internet the attack surface expands. CI sectors are no exception, and their interconnectivity creates a risk of a failure cascade. Furthermore, cyberattacks are becoming automated and more anonymized. Consequently, if we have not yet met the threshold, we may soon, where cyberattacks against CI with large-scale impacts may be characterized as WMD.

#### Malware spreads between interlinked systems---causing use or lose pressures AND nuclear use.
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The vulnerability of nuclear forces and C3I systems creates the risk of inadvertent escalation: that is, escalation resulting from military operations or threats that are not intended to be escalatory. So-called crisis instability, for example, could arise if a state were afraid of being disarmed more or less completely in a preemptive strike by an adversary, whether or not such fears were well founded.4 In the most extreme case, “use-’em-or-lose-’em” pressures could lead the state to employ nuclear weapons, conceivably in its own preemptive attempt to disarm its adversary, but more likely in a limited way to try to terrify the opponent into backing down. In less extreme scenarios, a state afraid of being disarmed might take steps–issuing nuclear threats, for example, or dispersing mobile nuclear forces– that raised the likelihood of nuclear use later.

This danger is likely to be exacerbated by any cyber vulnerabilities affecting nuclear forces and C3I systems. Most directly, the existence of such vulnerabilities could intensify existing fears of being disarmed–fears that are already acute in China and Russia (as well as in Pakistan and, most likely, North Korea).5 However, because of their unique characteristics and effects, cyber threats could create at least three qualitatively new mechanisms by which a nuclear-armed state might come to the incorrect conclusion that its nuclear deterrent was under threat. First, the purpose of cyber interference could be misinterpreted. In particular, espionage could be mistaken for an attack. Second, a cyberattack could have a more significant effect than intended. Malware implanted into information technology (IT) systems associated with non-nuclear weapons could accidentally spread into more sensitive nuclear-related systems, for instance. Third, the initiator of a cyber operation could be misidentified. An operation carried out by a third party, for example, could be misattributed by one state in a bilateral confrontation to its opponent. What makes these pathways so pernicious is that the catalyst for escalation could appear to its initiator to be a relatively benign action.

To make matters worse, such pathways could lead to inadvertent escalation even if the target of the cyber interference were not afraid of being completely disarmed. Today at least, this description fits the United States. If, in a conflict against Russia, say, the United States wrongly concluded that its strategic early-warning system was under cyberattack, it might reason that Moscow was seeking to undermine U.S. missile defenses, which use early-warning data, prior to launching a nuclear attack.6 Given that U.S. declaratory policy explicitly highlights the option of a nuclear response to non-nuclear attacks on nuclear C3I assets, such a “misinterpreted warning” might lead Washington to use nuclear weapons.7 But even if it did not, its response, which might include nuclear threats, could still be escalatory.

My focus here is narrowly limited to inadvertent cyber threats against, or interference with, one state’s nuclear forces or C3I systems by another nuclear-armed state (C3I systems encompass not only communication capabilities, but also the intelligence, surveillance, and reconnaissance capabilities, including early warning, that would be critical to decision-making). To be sure, cyber vulnerabilities probably create other escalation risks too, though, in my judgment, they are less serious.8 For example, while no state would likely try to detonate another’s nuclear weapons, a nihilistic terrorist group might (though it is unclear whether such a group could obtain the requisite cyber capabilities). Separately, vulnerabilities associated with conventional forces or their C3I systems could increase the likelihood of a conventional war’s escalating to a higher level of violence, thus making nuclear use more credible.9

Cyber interference with nuclear forces and C3I systems can involve two (not mutually exclusive) types of operations: espionage and attack. Cyber espionage involves collecting data from a target IT system without otherwise damaging it. A cyberattack involves undermining the operations of the target system, typically by compromising the integrity or availability of data. Cyber tools suitable for surveilling or attacking nuclear forces or C3I systems have innumerable differences from noncyber tools, which are themselves quite varied. Six of these differences are particularly salient to the risk of inadvertent nuclear escalation.

First, cyber espionage offers the potential to obtain information about an adversary’s military forces and operations that cannot plausibly be obtained in any other way. By accessing an adversary’s C3I systems directly, cyber tools may be capable of exfiltrating exceptionally sensitive information, such as the locations of mobile delivery systems. This is not to suggest that cyber surveillance is infallible. As a security measure, for example, a state could choose not to track the movements of its mobile delivery systems (or it could do so only approximately). Alternatively or additionally, it could try to use a cyber intrusion in its networks to feed misinformation to the adversary. In spite of these and other limitations, however, cyber espionage almost certainly offers unique advantages. For example, no practical constellation of high-resolution surveillance satellites in low Earth orbit could provide continuous coverage of a given location on Earth’s surface.10 Cyber surveillance, by contrast, may allow for continuous monitoring of an adversary’s military posture.

Second, cyber weapons offer an unparalleled capability to manipulate the data that go into decision-making. Other types of weapons, by destroying or disabling sensors or communication systems, can also deny data to decision-makers. However, their use generally alerts the target to the fact it is under attack. By contrast, if a well-designed cyber weapon is used, a loss of data may appear to be, say, the result of a malfunction, potentially allowing the attacker to conduct surprise follow-on attacks. Even more significant, cyber weapons can be used to feed false information to decision-makers. For example, the Stuxnet virus, which was reportedly developed by the United States and Israel, was designed not only to destroy centrifuges at Iran’s Natanz enrichment plant, but also to hinder plant operators from discovering the cause of these failures by producing falsely reassuring readings on monitoring equipment.11 In a similar vein, sophisticated cyber weapons offer a unique capability to shape an adversary’s perception of a battlefield by feeding misinformation into C3I systems.12 To be sure, information operations have always been a part of warfare. However, cyber weapons represent a sea change because their effects can be tailored with great precision in real time, and because they could be used to directly influence the perceptions of high-level decision-makers.

Third, cyber operations–whether conducted for espionage or offensive purposes–can present particularly significant risks of unanticipated collateral effects, that is, of affecting IT systems other than the intended target.13 Noncyber weapons can, of course, lead to collateral damage. Yet such effects are inherently constrained by geography. Moreover, the likelihood of physical collateral damage can be often quantified, at least to some extent (military planners may be able to estimate, for example, the probability of an incoming weapon missing its military target and hitting a nearby civilian facility).14 The risks of collateral effects in cyberspace are much more difficult to estimate. Minimizing such effects relies, in part, on detailed intelligence about the target network and on connections between it and other networks. Obtaining the requisite intelligence is potentially much more difficult than identifying what surrounds a target in physical space (as is verifying that the resulting picture is complete). To complicate matters further, sophisticated malware must generally be tailored to each target and, if revealed, will become ineffective once the adversary can clean its networks and fix whatever exploit was used to gain access. As a result, the effects of cyber weapons cannot usually be understood through testing, further increasing the likelihood of unanticipated collateral damage (simulations can be used but they are only as good as the available intelligence on the target).

Fourth, in peacetime, malware used to enable a cyberattack may often be inserted into an enemy’s networks–but not activated–in the hope that it will remain undetected and thus can be used in a potential future crisis or conflict. (In theory, not only can a vulnerability in an operational IT system be exploited in this way, but so too could security weaknesses in the supply chain for the system’s components.) Noncyber weapons, by contrast, are generally used as and when the decision to authorize a strike on a particular target is taken.15 One consequence of this difference is that, if a state discovers dormant malware in its networks, it can be faced with the challenge of attributing it–that is, identifying which entity is responsible for its implantation–before activation. The equivalent challenge rarely arises with the kinds of noncyber weapons typically used in interstate warfare (though it does arise in irregular warfare or counterterrorism with unexploded ordnance).

Fifth, and relatedly, cyberattacks are generally easier to conceal than other forms of attack. As a result, decision-makers may be more inclined to authorize them. In fact, if the goal is for a cyber weapon to have either a persistent effect or an effect when triggered at some future time, the malware used in the attack must remain hidden to be effective because exposure could enable the adversary to take countermeasures.

Sixth, and finally, distinguishing between offensive operations and espionage is significantly more challenging in cyberspace than in other domains.16 To be sure, the line dividing espionage and offensive operations in physical space is not always entirely clear. Aircraft–unmanned aerial vehicles (UAVs), in particular –are used for both surveillance and offensive operations. But the distinction is much murkier in cyberspace. One challenge is that identifying the purpose of a piece of malware–understanding whether it can be used for espionage, offensive purposes, or both–can be time-consuming. In a fast-moving conflict or crisis, this process might move slower than decision-making. Moreover, even if a state quickly and confidently established that a piece of malware could be used solely for espionage, it could not be confident that whatever vulnerability was used to introduce the malware would not also be exploited for offensive purposes–at least until it had identified and fixed the vulnerability.

States can threaten each other’s nuclear forces through a combination of offensive “counterforce” operations to target nuclear-weapon delivery systems preemptively, and air and missile defense operations to intercept whatever remained. The United States openly acknowledges it would seek to limit the damage it would suffer in a nuclear war.17 Russian doctrine is believed to embrace a similar concept.18 India may be moving in the same direction.19

The question of whether, in practice, a state could actually succeed in limiting the damage it would suffer in a nuclear war to an extent that decision-makers would consider meaningful is currently a subject of considerable debate.20 However, from the perspective of inadvertent escalation, what matters is not whether damage-limitation operations would actually prove effective, but whether a potential target believes they might. In this context, Chinese and Russian fears that the United States is seeking the capabilities–non-nuclear capabilities, in particular–to negate their nuclear deterrents could prove escalatory in a crisis or conflict by generating “crisis instability,” that is, pressures to use nuclear weapons before losing the capability to do so.21 And even though the United States is not concerned today about the possibility of being disarmed, Washington appears to be less sanguine about the future, given growing threats to its C3I assets, in particular.

Cyber capabilities could contribute to damage-limitation operations in two distinct ways. First, cyber espionage could prove useful in collecting intelligence that might increase the effectiveness of counterforce attacks and air and missile defenses, especially if complemented by effective analytic tools for synthesizing large amounts of data from multiple sources.22 If cyber espionage helped reveal the locations of mobile weapons, for example, it could enable preemptive attacks against them. And if it helped to reveal targeting data, it could assist defenses in intercepting missiles and aircraft after launch.

Second, cyber weapons could be used, alongside other capabilities, to conduct counterforce strikes. A hypothetical cyber “kill switch” that could permanently shut down an adversary’s nuclear C3I systems would certainly be attractive to any state with a damage-limitation doctrine. In practice, this kind of perfect capability seems fanciful, not least because a state could find analog or even nonelectronic ways to use its own nuclear forces given enough time (in fact, some states may even prepare such means in advance). At best, therefore, a cyberattack could be a “pause button” that delayed an adversary’s ability to use its nuclear weapons. Real cyber weapons are likely to be still less effective, however. All nuclear-armed states likely operate multiple C3I systems with some degree of redundancy between them. Cyber operations would probably not prove equally effective against these different systems, potentially delaying the target from using some elements of its nuclear forces for longer periods of time than others.

Even given these limitations, however, cyberattacks could still assist with damage limitation. They could buy more time for counterforce operations to attrite an opponent’s nuclear forces and reduce the coherence of any retaliatory attacks, somewhat simplifying the task of air and missile defenses. Moreover, the potential for cyberattacks to shape an adversary’s perceptions could prove valuable. For example, an attacker might try to “blind” its adversary’s early-warning system just before launching counterforce strikes on its nuclear forces.

Just how effective cyber-enabled damage-limitation operations might prove in an actual conflict is far from clear, not least because of the difficulty of testing cyber weapons. That said, any state that has made the enormous investments necessary to develop damage-limitation capabilities is likely to spend relatively modest additional sums on developing complementary cyber tools, and it might reach a different conclusion about their potential efficacy. Even more important, from the perspective of inadvertent escalation, its potential adversaries might do so too.

China, in particular, appears to be concerned about cyber-enabled damage limitation. Summarizing the thinking of their peers on this subject, two Chinese scholars, Tong Zhao and Li Bin, have concluded that “Chinese analysts have demonstrated an acute awareness of the potential vulnerabilities of the country’s nuclear C3I system, particularly against cyber infiltrations.”23 Russian views have been less aired. In fact, a dichotomy has emerged in what little public discussion there has been. For example, three respected experts, including a former general officer in Russia’s Strategic Rocket Forces, have recently played down the threat, arguing that “because the command-and-control systems of strategic nuclear forces are isolated and highly protected, they are, in all probability, not vulnerable to cyber attacks.”24 At about the same time, however, another influential Russian scholar argued that, among the emerging non-nuclear technologies that could threaten nuclear forces, “probably the most dangerous development is cyber weapons, which could be used for non-nuclear disarming and decapitating attack by completely paralysing the entire command-and-control system.”25 News reports that Russia has created cyber defense units for its nuclear forces suggest that the Russian military may be less than sanguine about the cyber threat.26

Fears about cyber-enabled damage limitation may be particularly pernicious because of the potential difficulty of detecting a cyberattack. A sophisticated cyberattack on nuclear forces or C3I systems could conceivably occur without being detected. In the extreme case, a state might only find out that it had been attacked when it attempted to launch nuclear weapons and discovered that its ability to do so had been impeded in some way. If a state believed that it would be unlikely to detect an ongoing cyberattack, then it could rationally conclude that it might be under attack even in the absence of attack indicators. The simple belief that an opponent had highly sophisticated cyber capabilities could, therefore, precipitate a false positive–the incorrect assessment that an attack was underway–by itself. By contrast, if a state’s nuclear forces were under assault from kinetic strikes, the target would likely be aware. To be sure, it is still not entirely impossible that a state could wrongly come to believe it was under kinetic attack. Early-warning systems, for example, have produced false warnings of incoming ballistic missile strikes.27 But mistakes of this kind could be identified once the incoming weapons ceased to exist (though the window of time before they disappeared could be particularly dangerous).

To make matters worse, a state that was concerned about its nuclear forces and C3I systems coming under cyberattack might be inclined, especially in a crisis or conflict, to interpret ambiguous indicators in the worst possible light. For example, if one of its nuclear C3I systems malfunctioned because of, say, bad design or aging components, it might wrongly attribute the failure to a cyberattack (in fact, the temptation among operators to do so might be particularly strong if they would otherwise be held responsible for an internal failure). Regardless of precisely how it arose, however, a false positive that occurred in a crisis or conflict could generate significant escalation pressures.

Concerns about the potential for cyber operations to enhance the effectiveness of damage limitation can have effects beyond generating crisis instability at a time of heightened tensions or during a conflict. In peacetime, such concerns may induce nuclear-armed states to take steps to try to ensure that nuclear weapons could be employed when duly ordered in a crisis or conflict, even at the expense of exacerbating the danger of inadvertent or unauthorized use. Concerned states, for example, could remove permissive action links–electronic “locks” designed to prevent the unauthorized use of nuclear weapons–because of the perceived danger that they could be hacked and thus subverted to prevent authorized use.28

Alternatively or additionally, states could make plans to predelegate the authority to use nuclear weapons down the chain of command to guard against the possibility of the communication links serving national leaders being severed. The dangers of predelegation depend, in part, on the degree of flexibility afforded to commanders in determining whether and how to use nuclear weapons. Nevertheless, certain risks are inherent in any model. A localized communications failure might be mistaken for an attack, for example, leading to inadvertent use.29 Predelegation also increases the risk of unauthorized use because a field commander could order the use of nuclear weapons in a scenario in which he or she was not permitted to do so. This danger becomes greater as more people are granted launch authority. In this respect, cyber threats could promote a particularly dangerous form of predelegation by inducing a state to entrust launch authority to the relatively large number of lower-level officers who are capable of issuing a launch order without electronic communications.

Surveillance operations in cyberspace, even if conducted exclusively for defensive purposes, pose unique risks of escalation. Cyber surveillance of an adversary’s nuclear forces can serve purposes besides damage limitation. In any dyad involving two nuclear-armed states, each has a strong incentive to monitor the status of the other’s nuclear forces at all times–and particularly during a crisis or conflict–including for the exclusively defensive purpose of spotting any preparations for nuclear use. Several intelligence collection techniques, including overhead imagery and signals intelligence, are likely used for this purpose. Given the potentially unique advantages of surveillance in cyberspace, however, states may see good reason to adopt it alongside these other approaches, especially if they judge that the likelihood of cyber espionage being detected is small.

Depending on the sophistication of the malware used and the target’s defenses, the true likelihood of being detected may or may not be small, but the consequences of being caught could be significant. In fact, if the target detected ongoing cyber espionage of networks associated with its nuclear forces or C3I systems, inadvertent escalation could result from either of two concerns that are distinct from those that might plausibly be generated by other forms of surveillance.

First, even if the target of cyber interference were convinced that the operation was being conducted exclusively for the purpose of espionage, it might worry that the data being collected could be used against it in damage-limitation operations. Intelligence collection in physical space could also enable damage limitation, but it differs from cyber surveillance in one critical respect. In a crisis or conflict, a state would generally have no way of knowing whether or not countermeasures against physical surveillance (such as camouflage or concealment) had proved effective–unless its nuclear forces were successfully attacked. By contrast, if it detected an ongoing effort to collect intelligence through its C3I networks, it would know definitively that at least some of its cyber defenses had failed. This realization might lead the state to fear that attacks on its nuclear forces were imminent.

Second, because of the difficulty of rapidly distinguishing cyber espionage from a cyberattack, espionage against nuclear forces or C3I systems would risk being misinterpreted as an attack. In theory, the use of armed UAVs for surveillance of an adversary’s nuclear forces could generate a similar risk. However, a state motivated by purely defensive considerations would have strong and obvious reasons not to use armed UAVs in this way.

The risks resulting from cyber espionage being mistaken as an attack would depend on who had initiated the operation and who was the target. China or Russia might assess that U.S. cyber surveillance was actually an offensive effort intended to undermine–or, more likely, give Washington the option of undermining– Beijing’s or Moscow’s ability to launch nuclear weapons, thus potentially generating crisis instability. By contrast, because Washington is apparently more confident in the survivability of its nuclear deterrent, cyber espionage directed against U.S. nuclear forces or C3I systems would be less likely to have the same result. Nonetheless, such operations would likely be of real concern to Washington and could, for example, be misinterpreted as a prelude to nuclear use by China or Russia.

Even if the two states involved in a crisis or conflict did not engage in any kind of deliberate cyber interference with one another’s nuclear forces or C3I systems, one of them might wrongly conclude that the other had. Such a misperception, which could be the result of collateral effects or third-party action, could also induce escalation through crisis instability or misinterpreted warning.

A state that eschewed cyber operations of any kind against an opponent’s nuclear forces or C3I systems might still launch such operations against adversary military networks involved exclusively in non-nuclear operations. If, because of design flaws, imperfect intelligence, or mistakes in execution, the malware used in such attacks spread and infected networks that were involved in nuclear operations, the target might conclude that its nuclear forces or C3I systems were under deliberate cyberattack or cyber surveillance.

There could be collateral effects even if a state’s networks for nuclear operations were entirely isolated; air-gapping (physically isolating one particular network from others) is, after all, not a cyber security panacea.30 Moreover, achieving perfect isolation could prove difficult in practice.31 To give but one reason, every nuclear-armed state, apart from the United Kingdom, has dual-use delivery systems, which can be used to deliver nuclear or non-nuclear weapons. Such delivery systems represent a potential point of contact between the C3I systems supporting nuclear operations and those supporting non-nuclear operations.

In practice, some nuclear-armed states–perhaps many or even all of them– have not tried to isolate their nuclear C3I systems. The United States, for example, has a number of dual-use C3I assets for communications and early warning that support both nuclear and non-nuclear operations.32 Other nuclear-armed states, including China and Russia, may as well, but are less transparent.33 Because the networks supporting dual-use C3I assets are likely to be connected directly to others involved in non-nuclear operations, there may be a particularly high risk of their being subject to collateral effects.

#### It triggers nuclear retaliation.
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Over the July 4 weekend, the Russian-based cybercriminal organization REvil claimed credit for hacking into as many as 1,500 companies in what has been called the largest ransomware attack to date. In May, another cybercriminal group, DarkSide, also apparently located mainly in Russia, shut down most of the operations of Colonial Pipeline, which supplies nearly half the diesel, gasoline and other fuels used on the East Coast — setting off a round of panic buying that ended only when the company handed over a ransom. These incidents were bad enough. But imagine a much worse cyberattack, one that not only disabled pipelines but turned off the power at hundreds of U.S. hospitals, wreaked havoc on air-traffic-control systems and shut down the electrical grid in major cities in the dead of winter. The grisly cost might be counted not just in lost dollars but in the deaths of many thousands of people.

Under current U.S. nuclear doctrine, developed during the Trump administration, the president would be given the military option to launch nuclear weapons at Russia, China or North Korea if that country was determined to be behind such an attack.

That’s because in 2018, the Trump administration expanded the role of nuclear weapons by declaring for the first time that the United States would consider nuclear retaliation in the case of “significant non-nuclear strategic attacks,” including “attacks on the U.S., allied, or partner civilian population or infrastructure.” The same principle could also be used to justify a nuclear response to a devastating biological weapons strike.

But our analysis suggests that using nuclear weapons in response to biological or cyberattacks would be illegal under international law in virtually all circumstances. Threatening an illegal nuclear response weakens deterrence because the threat lacks inherent credibility. Perversely, this policy could also wind up committing a president to a nuclear attack if deterrence fails. While the American public would indeed be likely to want vengeance after a destructive enemy assault, the law of armed conflict requires that some military options be taken off the table. Nuclear retaliation for “significant non-nuclear strategic attacks” is one of them.

The Biden administration is now conducting its own review of the U.S. nuclear posture. The 2018 Trump change is an urgent candidate for reevaluation, but people have generally ignored it up to now. As officials work on this process, they have the chance to take full account of what could be called the “nuclear law revolution” — a growing recognition that international-law restrictions on warfare, and especially those that protect civilians, apply even to nuclear war.

Most Americans are aware of the strategic revolution that nuclear weapons themselves kicked off: The massive destruction they created made deterrence the highest national security priority. Soon after the bombing of Hiroshima in 1945, for example, Bernard Brodie, a preeminent early Cold War strategist, wrote: “Thus far the chief purpose of our military establishment has been to win wars. From now on its chief purpose must be to avert them.”

Inherent in the idea of deterrence for decades was the notion that the United States would rain “assured destruction” on the cities of any nation that attacked us or our allies with nuclear weapons. During the height of the Cold War, for instance, U.S. nuclear war plans were designed to destroy “at least 70% of the urban industrial bases of the USSR and Communist China” and expected to kill “30% of the people,” according to declassified top-secret documents from the Nixon administration written in 1969 and 1971.

But such plans were manifestly not reconcilable with the central principles of the international law of armed conflict. This helps explain why the U.S. government asserted at the time of its negotiation that the 1977 Protocol I to the 1949 Geneva Conventions did not apply to nuclear weapons. That later treaty codified the obligation of all state parties to follow in war the principles of distinction (drawing a line between military targets and civilians), proportionality (making sure the unintended or “collateral” civilian harm resulting from a legitimate attack does not exceed the military advantage of that attack) and precaution (doing everything feasible to avoid or at least minimize collateral civilian deaths). U.S. nuclear war plans in the 1970s didn’t follow any of these rules.

In 2013, however, the Obama administration’s official nuclear weapons employment guidance announced that henceforth, “all plans must also be consistent with the fundamental principles of the Law of Armed Conflict.” From then on, even nuclear war plans would apply the principles of distinction, proportionality and precaution.

The Obama guidance document was categorical: “The United States will not intentionally target civilian populations or civilian objects.” According to Gen. C. Robert Kehler, the head of U.S. Strategic Command from 2011 to 2013, implementing this guidance led the command to develop nuclear delivery “tactics and techniques to minimize collateral effects,” and to “expand non-nuclear strike alternatives and add significant flexibility to our contingency plans.” The Trump administration’s 2018 Nuclear Posture Review reaffirmed the U.S. commitment to “adhere to the law of armed conflict” in any “initiation and conduct of nuclear operations” — but its interpretation of the law (allowing nuclear weapons to be used in response to a massively destructive biological or cyberattack) was flawed.

The unambiguous embrace of the application of international law to nuclear weapons means that if a future president ordered a Hiroshima-like attack, striking a city to kill as many enemy civilians as possible, it would be an illegal order that senior generals would be required to disobey. This would be true even if the order came in response to a nuclear attack on an American city; nations are not permitted to flout the rules of war protecting civilians simply because their enemies do. (A theory called “belligerent reprisal” holds that states may strike back at civilian populations in a proportionate way if the intent is to get the enemy to stop its own illegal warfare. We and other scholars have argued that this practice is not compatible with current understandings of international law.)

Yet it is not only pundits and the public that have failed to notice this legal revolution. Some writings by nuclear strategists, even those seeking to limit the dangers of nuclear war, have ignored the shift. In 2018, for instance, the late Princeton research scholar Bruce Blair proposed a policy of what he and others have called “minimal deterrence”: His version involved cutting the U.S. arsenal to fewer than 700 warheads, from some 2,000 today, and aiming them to guarantee “the annihilation of scores of [Russian] cities housing banking and oil infrastructure as well as key manufacturing and leadership facilities.” But a policy targeting civilian infrastructure would clearly violate international-law rules that Washington recognizes apply to nuclear targeting.

This is not to say that the laws of war preclude all use of nuclear weapons (a conclusion that some legal scholars have embraced). The principle of proportionality permits some U.S. nuclear attacks against military targets — for example, when the harm such a strike would prevent to U.S. and allied populations would exceed the foreign collateral damage it caused. (Any associated civilian deaths would have to be truly incidental and unavoidable. Deliberately causing purported “collateral” civilian damage to force an enemy to stand down would be illegal.) Those planning a nuclear counterattack would also be obliged to use the lowest-yield weapons necessary to destroy or neutralize the legitimate military targets they place in their sights.

If the laws of war strictly constrain nuclear retaliation for a nuclear attack on the United States, they all but certainly bar such a strike in response to a cyber- or biological attack — even one causing many civilian casualties. In almost any imaginable scenario, the use of nuclear weapons would violate the principle of precaution, the requirement to minimize harm to civilians if feasible. That’s because the formidable U.S. military has the capacity to halt, or to induce the adversary to halt, ongoing cyberattacks through conventional or cyber-responses that would cause less harm to foreign civilians than would a retaliatory nuclear strike.

There are a few possible, but largely hypothetical, exceptions to this rule. One would be if the individuals or organization responsible for the cyber- or biological attack were in an underground bunker that couldn’t be destroyed any other way. Another hypothetical option, a nuclear demonstration strike against an isolated military target, might be legal, but it would be strategically stupid, as it would actually demonstrate lack of resolve. A stronger response would directly target — through conventional means — the perpetrators and their ability to launch further attacks on us or our allies.

Using nuclear threats to deter cyberattacks is also inherently less credible than threatening retaliation with conventional weapons or in kind (that is, with cyber-retaliation). The states that we worry most will launch cyberattacks — Russia, China and North Korea — also have nuclear weapons, and their leaders might reasonably calculate that any U.S. president would be reluctant to use nuclear weapons against a nation that can retaliate in kind. An adversary might also believe that the U.S. military would refuse to use nuclear weapons in response to non-nuclear attacks precisely because of questions around legality. Such suspicions undermine the deterrent force of nuclear weapons; in contrast, if the United States were to commit to only conventional or cyber-retaliation to “significant non-nuclear strategic attacks,” adversaries would have fewer doubts that we would follow through.

Not only might a U.S. nuclear threat against a cyber- or biological attack be perceived as a bluff, it could be doubly dangerous if it subjected the president to what has been called the “commitment trap.” If Washington threatens a nuclear response to deter a cyberattack, but adversaries go ahead anyway because the threat is deemed not credible, then there would be increased pressure on the president to order a nuclear strike to rebut domestic political claims of weakness and shore up international perceptions about the credibility of future threats. But succumbing to such political pressure or the urge for vengeance would create an unacceptable risk of further nuclear escalation.

#### CI collapse metastasizes---extinction.
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In the industrial world, when a switch is flipped, we take for granted that it will produce light, boot a computer, illuminate a stadium or activate a power plant. We know, of course, that power losses can and do occur. Many of us have lit candles during a thunderstorm or brought out extra blankets when a blizzard takes down transmission lines. As of this writing, the most populated state in the United States, California, is experiencing rolling blackouts.1 Yet even in prolonged power outages, we expect that electricity will be restored and, consequently, life will return to normal. Perhaps we need ask, however, what if power cannot be restored in a timely manner? Concern is growing that in the not-too-distant future our electricity supply could be irreparably compromised by a cyber attack. The issue when considering a systemic grid failure of this nature is twofold: how did we reach a point where something so critical to routine life now presents an existential threat, and what can we do to mitigate the risk of a catastrophic grid attack?

This article posits that the emergence of cyber attacks on industrial control systems, as a means of war or criminal menace, have reached a level of sophistication capable of crippling those systems. This article argues that a new grid security policy paradigm is required to thwart catastrophic grid failure – a paradigm that recognises the inextricable link between commercial power generation and national security. In section 5, seven policy recommendations are outlined that may, in part, mitigate a future where grid attacks pose existential risk to nations and their citizenry. Those recommendations are: first, develop a comprehensive insurance programme to minimise the financial risk of grid disruption; second, train more cybersecurity professionals with particular expertise in industrial control systems; third, institute a federally mandated information-sharing programme that is centralised under United States Cyber Command; fourth, subsidise and/or incentivise cybersecurity protections for small to mid-size utilities; fifth, provide university grants for grid security research; sixth, integrate new technologies with an eye towards securing the grid; and, lastly, formulate clear rules of engagement for a military response to grid disruption.

The purpose of this article is to provide the reader with an introduction to this complex topic. It is the aim of the author to give orientation to this issue and its many branches in the hope that better understanding will animate further curiosity and, ultimately, positive action on the part of the reader. Although many skilled and earnest people work tirelessly to prevent a grid failure scenario, it is essential that more be added to their ranks each day. Advisors, engineers, regulators, private counsel to power generators, and many others who play roles in electric power production are crucial to this subject. So, while this article provides entrée to the topic of grid security, its long-term objective is to spur action by the entire energy-related community. In the end, no one is immune to consequences of grid failure and, therefore, everyone is responsible, in part, for promoting grid integrity.2 In this regard, lawyers who represent various actors in the energy sector are going to be faced with questions and potential legal risks of a magnitude that they have never experienced before.

1.2. Turning the power back on in a powerless world

‘Black start’, not to be confused with the term ‘blackout’, is the name given to the process of restoring an electric grid to operation without relying on the external electric power transmission network to recover from a total or partial shutdown.3 At first glance, this description is unremarkable, but it implies a disturbing catch-22 – how might one restore power if the entire external transmission network is compromised?

If an electric disruption occurs at a household level, some homes may be equipped with a modest gasoline generator to temporarily restore power. If a hospital loses power, it will almost invariably be resupplied by automatic, industrial-scale generators. These micro considerations hardly give anyone pause; they are hiccups on a stormy night or a snowy day. In other words, their ‘black start’ is a quick and effective process for restoring power. But what happens, at a macro level, when an electric grid supplying power to large portions of the United States goes black, or worse, what happens if all of the United States’ electric grids go down simultaneously?4 In that scenario, how might enough non-grid power be harnessed and transmitted to turn the United States’ lights back on? Moreover, how might such a catastrophe occur in the first place? Perhaps the more ominous question is not how, but whether or not we can survive such circumstances if they persist in the long term.

The United States electric grid (‘the grid’) is the ‘largest interconnected machine’ in the world.5 It consists of more than 7000 power plants, 55,000 substations, 160,000 miles of high-voltage transmission lines and millions of low-voltage distribution lines.6 The scale and complexity of the grid in the context of the modern digital world are beyond comprehension because within it are innumerable industrial control systems; incalculable connections to digital networks; millions, if not billions, of analogue or digital sensors; many thousands of human actors; and trillions of lines of programming code.7 Further complexifying the grid is that it is comprised of generations of technologies, stitched together in ways that are not inherently secure in a world of cyber threats.8 The vastness of the grid makes security of it challenging. Likewise, the vastness of the grid makes the opportunities for intrusion seemingly infinite.

By any measure, grid failure will unleash a parade of horrors. Stores would close, food scarcity would follow, communication would cease, garbage would pile up, planes would be grounded, clean water would become a luxury, service stations would yield no fuel, hospitals would eventually go dark, financial transactions would stop, and this is only the tip of the iceberg – in a prolonged grid failure social chaos would reign, once-eradicated diseases would re-emerge and, increasingly, hope of returning to a normal life would fade.9 The notion of complete grid failure, once relegated to science fiction comics or James Bond movies, is now not only possible but also one of the most pressing national security threats today.10

#### IoT enables effective climate mitigation.
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Climate change has a profound impact on the earth’s environment, which is a great challenge facing mankind [1]. In order to cope with global climate change and realize the progress of human civilization and the sustainable development of the earth’s ecosystem, the 21st United Nations Climate Change Conference adopted the Paris climate agreement, which proposed to achieve the goal of “net zero emission” of CO2 around 2050, that is, carbon neutralization [2]. Broadly speaking, carbon neutralization refers to the dynamic balance between carbon source systems such as human fossil energy utilization, land use, and natural volcanic eruption carbon emission and carbon sink systems such as earth’s carbon cycle system, marine carbon dissolution, and biosphere carbon absorption. In a narrow sense, carbon neutralization refers to the CO2 emission of an organization, group, or individual in a period of time, which is offset by forest carbon sink, artificial transformation, geological storage, and other technologies to achieve “net zero emission” [3]. Carbon neutralization is an important way to effectively control the rapid rise of global temperature, promote the green transformation of energy utilization, and promote green, low-carbon, and other technological progress [4]. It is a new driving force for world economic development and growth [5]. Realizing carbon neutralization will improve the earth’s ecological environment on which human beings depend and reduce environmental problems caused by human activities [6]. In 2019, the World Health Organization announced that air pollution and climate change ranked first among the top ten health threats in the world [7]. It is estimated that from 2030 to 2050, climate change will cause about 250000 new deaths from malnutrition, malaria, diarrhea, and excessive temperature in the world every year, and 7 million people will die prematurely from diseases such as cancer, stroke, heart disease, and lung disease every year [8]. Carbon neutralization will promote the transformation of human energy system to green, low-carbon, and carbon-free, realize the substitution of carbon-free new energy for high-carbon fossil energy, and drive the growth of jobs and GDP in the field of new energy industry [9]. It is estimated that by 2050, the average annual investment in the field of global energy low-carbon transformation will exceed US $3.2 trillion, the cumulative investment will exceed US $95 trillion, and more than 100 million jobs will be provided [10]. Carbon neutralization is the common goal and pursuit of all mankind. The global cooperation mechanism with consultation as the main body is the premise and guarantees to achieve carbon neutralization [11]. In the process of actively promoting carbon neutralization all over the world, it is necessary to carry out carbon neutralization research guided by scientific issues [12].

The automatic identification center established by MIT proposed a radio frequency identification system-item loading sensing equipment [13]. Through the application of RF technology, it is connected with other objects to realize the interconnection of objects and form an intelligent control system [14]. Internet of things is another widely concerned network in the network field after the Internet. It is based on standards and has the ability of self-configuration and management [15]. The Internet of things supports the direct information interaction between people and things, and wireless sensor networks only support the information exchange between things, in order to provide users with the environmental information they need [16]. Therefore, wireless sensor network is the technical basis of the Internet of things and a branch network of the Internet of things. From the historical background of the emergence of wireless sensor network technology, wireless sensor network has experienced wireless data network, wireless ad hoc network, and wireless sensor network [17]. The traditional environmental detection method is to manually obtain various material samples in the environment, such as air, water, and soil, and test the collected samples on the instruments in the laboratory [18]. Such a sample acquisition method can only collect limited data, and the data is not reliable. In order to meet people’s demand for various resource monitoring in the future and maintain the sustainable development of economy and environment, we need to obtain a large amount of environmental information timely and accurately [19]. Because of its own characteristics, wireless sensor networks are different from traditional fixed networks. They have the characteristics of limited resources, self-organization, dynamic network, wide scale, and high density [20]. The characteristics of wireless sensor network, such as single deployment, low cost, network self-configuration, and no manual maintenance, make it suitable for the field of environmental monitoring. Multiple nodes carrying various sensors are distributed in the required monitoring environment, and the nodes cooperate to complete the remote monitoring task [21]. Although the research time of wireless sensor network is very short, a large number of sensor network research and application make its technology develop rapidly. With the continuous exploration of wireless sensor networks all over the world, the application of wireless sensor networks has widely existed in all fields of production and life [22]. It is the research focus and application technical basis of wireless networks in the future. Wireless sensor networks (WSNs), which combine sensor technology, microelectronics technology, and wireless technology, are a powerful network. It has been widely used in road traffic, military safety, environmental monitoring, intelligent life, and other aspects. Today’s society is affected by the technology and application of WSN [23]. Wireless sensor networks play an important role in monitoring, such as the concentration of carbon dioxide in the air, air humidity, and light intensity. The monitoring of these indicators can well reflect the results of carbon neutralization and provide an important basis for the early realization of carbon neutralization. This paper analyzes the development background and research status of energy Internet of things technology at home and abroad and determines the overall design scheme of environmental monitoring Internet of things system. Then, the wireless sensor network model is applied to the detection of air quality in the environment to detect the content of CO2 in the air more accurately, which is of great significance to achieve the goal of carbon neutralization as soon as possible.

2. Related Work

The Internet of things takes data networking as the essential core, while the energy Internet of things has a large number of users and devices, and the data collected by its measurement and perception is very valuable. On the one hand, the use of massive data enables the energy industry to fully understand its own characteristics and provide new technical support means for low-carbon green development, energy efficiency improvement, energy conservation and consumption reduction, economic operation, and system planning of the energy industry; on the other hand, data analysis and processing based on deep learning, artificial intelligence and other technologies can improve the production efficiency of the energy system, provide better consumer services for users, and provide more efficient decision support for system operators. The Internet of things and wireless sensor networks have been widely favored all over the world. In 1991, the concept of “pervasive computing” proposed by the United States involved perceptual technology, and then, MIT first proposed the “Internet of things” [24]. IBM announced the “smart earth” plan to the outside world in November 2008. Immediately, the plan received strong support from the government and jointly developed smart grid and smart medicine [25]. Carbon neutralization means that enterprises, groups, or individuals calculate the total amount of greenhouse gas emissions directly or indirectly generated within a certain period of time to offset their own carbon dioxide emissions through afforestation, energy conservation, and emission reduction, so as to achieve “zero emission” of carbon dioxide. As a new form of environmental protection, carbon neutralization has been adopted by more and more large-scale events and conferences. Some other developed countries have also set development goals and taken a number of feasible measures to promote their rapid development. In the field of agricultural environmental monitoring, data transmission technology and environmental data acquisition technology have been developed [26]. In terms of data transmission, there are two measures to ensure the correctness of data transmission: the optimal network protocol and the appropriate network deployment [27]. The correctness of agricultural environmental data transmission first needs the optimal network protocol. The agricultural environment monitoring based on wireless sensor network needs to deploy the network according to the characteristics of the monitoring area. When wireless sensor networks need a single network in a small-scale agricultural monitoring environment, the physical layer and data link layer of the network protocol are the same [28]. However, when wireless sensor networks need composite networks in complex environments, different network layer and application layer specifications are formulated due to specific network protocols. It can be seen from the literature that the fusion between networks requires standards to agree on the communication between different networks [29]. According to different monitoring environments, the research focus of routing algorithm is also different. It can be seen from the literature that the protocols related to wireless sensor networks are appropriately tailored to meet the characteristics of agricultural monitoring environment. Second, select the appropriate topology to deploy the network nodes to make the network reach the optimal state, so as to transmit data reliably [30]. Wireless sensor networks deployed in various regions as the experimental field of project research have promoted the rapid development of Internet of things related technologies. Gong and Jiang [31] proposed a smart city Internet of things system for monitoring indoor temperature, humidity, and CO2. It uses PIC24F16KA102 chip as the main control and NRF24L01 RF module with 2.4 GHz bandwidth as the transmitting and receiving node to collect temperature, humidity, CO2, and other sensing data, transmit it to PC through USB, and transmit the data to mobile phone app through the Internet, so as to obtain, save, and process environmental data. Liu et al. [32] proposed a low-power Internet of things system for long-term monitoring of outdoor environment. It is composed of sensor node, gateway node, application server, and back-end alarm equipment. The sensor node collects temperature data through the main control and sends the sensor data to the gateway equipment through CC1150 RF module; the gateway device collects RF data through the 433 module and drives the GPRS module to transmit the data to the application server through the main control module; the application server stores and provides data support for the back-end alarm device; the back-end alarm device runs data query and alarm functions. Vijayalakshmi et al. proposed a real-time environment monitoring Internet of things system using solar energy self-power supply [33]. It is composed of solar panel, power management module, main control module, XBee RF module, and sensor module. Solar panels generate electric energy during the day, provide electric energy for system operation, and charge 50 f capacitors; The main control module collects the information of temperature, humidity, CO, CO2, and LDO sensors and transmits the data through XBee module. The power consumption of the whole system is about 4.907 mW. At the same time, the 50 F capacitor can be charged to 4.6 V by the solar module during the day; when the operating voltage of the system is between 3.6 V and 4.6 V, the 50 F capacitor can provide the power of the whole system for 12 hours at night [34]. Muthukumaran et al. [35] put forward a cloud service monitoring system for diabetes patients. In the system, the sensor node layer is composed of two parts. One part collects indoor environmental information, such as temperature, humidity, time, location, and air quality, and the other part collects patient information, such as heart rate and body temperature; the gateway is responsible for local data storage, data packaging, data push, and other functions; the cloud service layer is responsible for cloud data storage, data query, and other functions; the equipment terminal can view the information of patients and rooms in real time. The sensor node layer communicates through a 2.4 GHz radio frequency module; the sensor node and gateway transmit data through WiFi module.

3. Research Methods and Key Technologies

3.1. Transformation of Energy Internet of Things

This paper will explore the path description and research methods of energy Internet of things transformation and discuss how to use power system, Internet of things, and social factors to strongly support energy transformation. In 2015, the proportion of nonfossil energy power generation was 30%. The schematic diagram of energy transfer path is shown in Figure 1, showing the change curve of the proportion of renewable energy in primary energy. Under the goal that the proportion of nonfossil energy power generation will reach 80% in 2050, there can be different paths to achieve this goal, and different paths will have different effects on the national economy. How to plan the energy transfer path can take into account the constraints of coordinated economic development and carbon emission, which is worthy of in-depth research.

[Figure omitted]

In many paths, the transformation task can be allocated to each year by linear method; we can also increase the amount of renewable energy as soon as possible, so as to obtain carbon emission benefits as soon as possible and save resources. However, due to immature technology and other reasons, the investment will increase. Or use the opposite method to accumulate experience at the beginning and accelerate the pace of transformation when the technology is mature. Therefore, among many paths, how to find a feasible method to compare different paths and select the optimal path has become an urgent problem to be solved. The proportion of nonfossil energy power generation is used as the characteristic quantity of energy transformation, as shown in Figure 1. The time series trajectories of different transformation curves are marked with typical power functions. The power of the transformation curve is represented by , the linear transformation curve is a special case where the power is equal to 1, and represents the power of the transformation curve. represents the initial proportion of new energy, represents the target proportion, and represent the starting year and target year, respectively. In year , the proportion of new energy can be expressed as

[Equation omitted]

3.2. Key Technologies of Energy Internet of Things

The network nodes in the energy Internet of things can ensure the comprehensive monitoring of the external environment and improve the overall quality of data transmission. In environmental monitoring, we need to improve the security and stability of data transmission. Combined with the actual characteristics of the Internet of things, we can optimize the design of link layer data transmission and enhance the security of data. We can also establish the reliability analysis method of data transmission of the Internet of things system and take corresponding management measures to ensure the overall effect of data transmission of the Internet of things. The Internet of things system mainly includes three parts: application layer, perception layer, and network layer. The sensing layer is composed of various sensor devices, including reader, terminal camera, and GPS. It can sense the external environment and collect a variety of signals and physical information. The network layer refers to the IOT network communication system, including information processing center and intelligent control center, which can process information quickly and timely.

A large number of microsensor nodes are arranged in the monitoring area to realize the self-organizing network system by means of wireless communication. Various microsensors can be integrated to realize the real-time reception and transmission of information. Wireless communication transmits various data information, and the information obtained by the sensor can also realize the development of integration, miniaturization, and networking, as shown in Figure 2. Wireless sensor network integrates embedded computing, sensor technology, wireless communication technology, and modern network technology, which can enhance the perception ability of the whole device. It is an important prospect in the field of Internet of things.

[Figure omitted]

3.3. Construction of Wireless Sensing Model under Energy Internet of Things Technology

Under the condition of Internet of things technology, it is necessary to analyze the application characteristics of ecological environment, meet the overall needs of system architecture, and improve the overall quality of service monitoring. Wireless sensor nodes with self-organizing function are connected in the form of wireless transmission, which can conduct three-dimensional and comprehensive monitoring of the ground, underground, and air environment, forming a 3D Internet of things environment monitoring system, as shown in Figure 3. The detection system uses Ethernet to monitor different indicators in the environment, such as temperature and humidity. Then, it is transmitted to the remote client through the network.

[Figure omitted]

The core node design of the Internet of things needs to be composed of control and information processing unit, storage unit, and communication unit, and the distributed power supply is used to provide support. Build a monitoring system suitable for the ecological environment of different villages and towns, analyze it combined with the Internet of things node technology and ecological environment sensing data, and develop a sensor module to meet the monitoring of multi environmental parameters such as gas, water, and soil. In order to improve the security and reliability of data and information transmission in the Internet of things, it is necessary to effectively control the nodes of the whole data transmission, design specific methods such as error recovery, congestion control, and flow control, establish sensor models, comprehensively optimize the deployment and coverage of regional sensor nodes, and take corresponding management measures to ensure the quality of information transmission.

The whole IOT monitoring system can realize two working modes to adapt to different application environments.

The situation in the working mode of the area coverage monitoring system is as follows. As shown in Figure 4, the regional monitoring system includes LAN nodes, main control module, and data cloud platform. It can carry out real-time environmental monitoring for large areas, upload data to the data platform in real time, and synchronously monitor the information of each node (impact, temperature, humidity, light and general ad data, etc.).

[Figure omitted]

The working mode of the fixed-point direct connection monitoring system is as follows. Based on the regional coverage monitoring system, the fixed-point direct connection monitoring system removes the monitoring ability of multinode environment and retains the passive wireless impact sensor node network. Its environmental data collection mainly comes from the data collection of the main control module (impact, temperature, humidity, light, dust, general AD data, etc.). At this time, the monitoring range of fixed-point direct monitoring becomes smaller, but the data acquisition frequency increases, which is mainly applicable to scenes with high data requirements. Its design architecture is shown in Figure 5.

[Figure omitted]

4. System Test and Analysis

This chapter mainly tests the environment monitoring Internet of things system, including passive wireless impact sensing module, area coverage monitoring system, and fixed-point direct connection monitoring system, tests and detects the overall function of the system, and verifies the function of the whole system.

4.1. Node Circuit Test

For the node circuit, it is necessary to test the energy storage capacitance and the operation of the control circuit. The energy storage capacitor is a 10 uF tantalum capacitor. After receiving the DC voltage converted by the impulse signal, its voltage test is shown in Figure 6. As can be seen from the figure, the maximum output voltage can reach about 7.2 V, and the voltage shows an exponential attenuation trend with time, which can realize the storage of electric energy and meet the power supply of ultralow power RF module. Since the back-end control circuit will turn on when it is above 3.2 V, the output voltage is the energy storage capacitor voltage, and the voltage of 7.2 V will burn the ultralow power RF module chip, a voltage stabilizing diode must be added at the output voltage to protect the RF chip.

[Figure omitted]

Add the control circuit after the energy storage capacitor and test its output voltage, as shown in Figure 7. When the energy storage voltage of the energy storage capacitor increases from 0 V to 3.2 V, the voltage of the control circuit is 0 V; when the voltage of the energy storage capacitor is greater than 3.2 V, the voltage of the control circuit changes with the voltage of the energy storage capacitor; after that, the voltage of the control circuit will always follow the voltage of the energy storage capacitor to drop to about 1.6 V, and then turn off the output. The control time of the whole control circuit is about 40 ms, that is, the normal working time of ultralow power RF circuit; the voltage output is 1.6 V to 3.2 V, closely following the voltage change of the energy storage capacitor. The design function of the control circuit is verified.

[Figure omitted]

4.2. Overall Function Test

In the overall function test, the fixed-point direct monitoring Internet of things system will be tested in the field. Through the real-time monitoring of the surrounding environment, the data of dust, temperature, humidity, and illumination of the surrounding environment will be collected in real time to verify the working condition and stability of the whole system. The monitoring time is one hour, and the change curve of each environmental information is obtained, as shown in Figure 8. The system works stably, and all sensing data curves are displayed and saved in real time. At the same time, it can be seen from the data that the system can stably monitor all kinds of data information in the outfield environment.

[Figure omitted]

According to the above tests, the basic functions of the whole Internet of things system have been realized, including the alarm function of passive wireless impact sensing, the cloud real-time monitoring function of environmental data, and the real-time sending function of cloud instructions. The real-time monitoring of indoor and outdoor environment has been realized under two working modes, and the task objectives set in the early stage of the whole system have been realized. The test results show that the environmental monitoring Internet of things system can realize the real-time acquisition and data transmission of passive wireless impact sensing signals, use 10 uF tantalum capacitor to store energy and complete about 20 m RF data transmission with about 42 uJ energy supply; the completed area coverage monitoring system uses five ZigBee sensor nodes and master control nodes to collect a variety of sensor data (temperature, humidity, and light) and interact with the data instructions of ONENET cloud platform, with stable operation and reliable performance; the completed fixed-point direct connection monitoring system can collect a variety of sensing data and interact with the data instructions of Alibaba cloud platform, with strong reliability and stable operation. The system achieves the expected design and functional objectives.

5. Conclusion

Internet of things technology can automatically analyze the concentration, emission, and emission speed of toxic and harmful substances in the natural environment. It can also transmit data information to the environmental monitoring and management department in real time, formulate scientific and reasonable pollution management strategies, and ensure the rapid and timely treatment of pollution problems. Wireless sensor networks are widely used in environmental monitoring. Atmospheric monitoring is mainly online monitoring or mobile monitoring. Online monitoring can realize synchronous monitoring and monitoring prediction. Comprehensively analyze the future atmospheric environment conditions, and install fixed monitoring equipment at the discharge of pollution sources to form a distributed network to comprehensively control specific pollutants. Various wireless sensor network devices can be used to collect the data of sulfur dioxide and inhalable particles of nitrogen oxides in the atmospheric environment in an all-round way and use the network to transmit the real-time data to the monitoring center to automatically analyze the environmental quality and clarify the overall effect of environmental data processing. Aiming at the environment under the background of carbon neutralization, this paper carries out the research on the technology of environmental monitoring Internet of things system, focuses on the key technologies such as multisensor terminal, local area network communication, wide area network communication, and data cloud platform, and develops a complete set of Internet of things system, which realizes the monitoring of dust, light, temperature, and real-time monitoring of humidity and other environmental parameters, and on this basis, support the scalability of the system to meet the needs of different environmental conditions. We have added relevant contents as follows: today’s world is experiencing great changes that have not been seen in a century. The ecological environment is related to human survival and sustainable development, which requires the unity and cooperation of all countries to jointly meet the challenges. Carbon neutralization is a consensus reached by mankind in response to global climate change. Countries all over the world actively commit to achieving the goal of carbon neutralization. Carbon substitution, carbon emission reduction, carbon sequestration, and carbon cycle are the four main ways to realize carbon neutralization, and carbon substitution is the backbone of carbon neutralization.

#### Absent that, extinction.
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While most of the impacts of climate change so far have fallen within the range of what was experienced during the Holocene, the rate of change is faster than in the Holocene and we are now beginning to see climate change push beyond these boundaries. In the latest edition of the planetary boundaries’ framework, climate change is placed in the zone of increasing risk, implying that while this boundary has been breached, there remains some potential for normal functioning and recovery (Steffen et al. 2015). It thus lies between what the authors identify as the ‘safe zone’ and other ‘high risk’ transgressions, such as disruption to the biochemical flows of nitrogen and phosphorus and loss of biosphere integrity.

As part of their discussion of BRIHN Baum and Handoh (2014) note that climate change is the planetary boundary for which the risk to humanity has received most meaningful consideration and they suggest that this attention is deserved. Yet little research attention has been paid to climate change’s extreme or catastrophic effects. Kareiva and Carranza (2018) argue that, despite currently falling outside of the area of high risk, climate change has the clear potential to push humanity across a threshold of irreversible loss by “changing major ocean circulation patterns, causing massive sea-level rise, and increasing the frequency and severity of extreme events… that displace people, and ruin economies.” Even if humanity was resilient to each of these individual impacts, a global catastrophe could occur if these impacts were to occur rapidly and simultaneously.

One scenario that has received comparatively more attention is that of the global climate crossing a tipping point that would trigger environmental feedback loops (such as declining albedo from melting ice or the release of methane from clathrates) and cascading effects (such a shifting rainfall patterns that trigger desertification and soil erosion). After this point, anthropogenic activity may cease to be the main driver of climate change, making it accelerate and become harder to stop (King et al. 2015).

Other scenarios can be discerned from the numerous historical cases in which the modest, usually regional, climatic changes experienced during the Holocene have been implicated in the collapse of previous societies, including the Anasazi, the Tiwanaku, the Akkadians, the Western Roman Empire, the lowland Maya, and dozens of others (Diamond 2005, Fagan 2008). These provide a precedent for how a changing climate can trigger or contribute to societal breakdown. At present, our understanding of this phenomena is limited, and the IPCC has labelled its findings as “low confidence” due to a lack of understanding of cause and effect and restrictions in historical data (Klein et al. 2014). Further study and cooperation between archaeologists, historians, climate scientists and global catastrophic risk scholars could overcome some of these limitations by identifying how the impacts of climate change translate into social transformation and collapse, and hence what the impacts of more rapid and extreme climatic changes might be. There is also the potential for larger studies into how global climate variations have coincided with collapse and violence at the regional level (Zhang 2005; 2006). However, these need to be interpreted and generalized with care given the differences between pre-industrial and modern societies.

Societies also have a long history of adapting to, and recovering from, climate change induced collapses (McAnay and Yoffee 2009). However, there are two reasons to be sceptical that such resilience can be easily extrapolated into the future. First, the relatively stable context of the Holocene, with well-functioning, resilient ecosystems, has greatly assisted recovery, while anthropogenic climate change is more rapid, pervasive, global, and severe. Large-scale states did not emerge until the onset of the Holocene (Richerson et al, 2001), and societies have since remained in a surprisingly narrow climatic niche of roughly 15 mean annual average temperature (Xu et al, 2020). A return to agrarian or hunter-gatherer lifestyles could thus have more devastating and long-lasting effects in a world of rapid climate change and ecological disruption (Gowder 2020).[12] Second, modern human societies may have developed hidden fragilities that amplify the shocks posed by climate change (Mannheim 2020) and the complex, tightly-coupled and interdependent nature of our socio-economic systems makes it more likely that the failure of a few key states or industries due to climate change could cascade into a global collapse (Kemp 2019b).

A third set of plausible scenarios stem from climate change’s broader environmental impacts. Apart from being a planetary boundary of its own, Steffen et al. (2015) point out that climate change is intimately connected with other planetary boundaries (see Table 1). Climate change is thus identified by the authors as one of two ‘core' boundaries with the potential “to drive the Earth system into a new state should they be substantially and persistently transgressed.” This transformative potential was elaborated on in subsequent work exploring how the world could be pushed towards a ‘Hothouse Earth’ state, even with anthropogenic temperature rises as low as 2°C (Steffen et al. 2018).

[Figure omitted]

The connection between climate change and biosphere integrity (the survival of complex adaptive ecosystems supporting diverse forms of life) is particularly strong. The IPCC is highly confident that climate change is adversely impacting terrestrial ecosystems, contributing to desertification and land degradation in many areas and changing the range, abundance and seasonality of many plant and animal species (Arneth et al. 2019). Similarly, the Intergovernmental Science-Policy Platform on Biodiversity and Ecosystem Services (IPBES) has reported that climate change is restricting the range of nearly half the world’s threatened mammal species and a quarter of threatened birds, with marine, coastal, and arctic ecosystems worst affected (Diaz et al. 2019). According to one estimate, climate change could cause 15-37% of all species to become ‘committed to extinction’ by mid-century (Thomas et al. 2004).

Disruption to biosphere integrity can have profound economic and social repercussions, ranging from loss of ecosystem services and natural resources to the destruction of traditional knowledge and livelihoods. For instance, desertification, which threatens a quarter of Earth’s land area and a fifth of the population, is already estimated to cost developing nations 4-8% of their GDP (United Nations 2011). Many other rapid regime shifts involving loss of biosphere integrity have been observed, including shifts in arid vegetation, freshwater eutrophication, and the collapse of fish populations (Amano et al. 2020). There is a theoretical possibility of still more profound regime shifts at the global level (Rocha et al. 2018). However, the contribution of loss of biosphere integrity to GCR is yet to be assessed. Kareiva and Carranza (2018) argue that it is unlikely to threaten human civilization, due both to a lack of plausible mechanisms for this threat and the fact that “local and regional biodiversity is often staying the same because species from elsewhere replace local losses.” However, in their classification of GCRs, Avin et al. (2018) suggest the potential for ecological collapse to threaten the safety boundaries of multiple critical systems with diverse spread mechanisms at a range of scales, from the biogeochemical and anatomical to the ecological and sociotechnological. Note that both these studies were conducted for largely conceptual purposes and should not be taken as rigorous analyses of this risk, this topic warrants further investigation.

3.2 Classifying Climate Change’s Contributions to Global Catastrophic Risk

Climate change's contribution to GCR goes well beyond its impact on the earth system. Taking Avin et al.’s list of critical systems, we note that previous studies have mostly focused on the effects of climate change on physical and biogeochemical systems (e.g. global temperature and sea-level rise) or the lower-level critical systems that are most directly related to human health and survival (e.g. Heath Stress). However, these represent a very limited assessment of risk as it only accounts for climate change as a direct hazard/threat and our "ontological" vulnerabilities to it. A more comprehensive risk assessment must consider the higher-order critical systems threatened by climate change passively (through a lack of alternatives) and actively (through intentional design).

The probability of a global catastrophe is higher when socio-technological and environmental systems are tightly coupled, creating a potential for reinforcing feedback loops. If environmental change produces social changes that perpetuate further environmental change, then this could actively work against our efforts at adaptation. When this change has the potential to produce significant harm, via human vulnerabilities and exposure, we describe such loops as ‘global systems death spirals.’ These spirals could produce self-perpetuating catastrophes, whereby the energy and resources required to reverse or adapt to collapse are beyond the means of dwindling human societies. Feedback loops like this could thus create tipping points beyond which returning to anything like present conditions would become extremely difficult. Global systems would shift to very different states in which the prospects for humanity would likely be bleaker.

In the rest of this section, we explore just one potential spiral, between an ecological system (the biosphere) and two sociotechnological systems (the human food and global political systems). We explore each system and its interactions. Figure 2 illustrates our model of this spiral.

[Figure omitted]

The human food system

Climate change’s impact on biosphere integrity (discussed in the previous section) could harm the human food system due to loss of ecosystem services, disruption of the cycles of water, nitrogen and phosphates, and changes in the dynamics of plant and animal health (Bélanger and Pilling 2019). Crossing this planetary boundary is already having severe implications for global food security, including loss of soil fertility and insect-mediated pollination (Diaz et al. 2019).

Systems for the production and allocation of food are already enduring significant stress. The sources of stress include climate change, soil erosion, water scarcity, and phosphorus depletion. The natural resource base, arable land and freshwater upon which food production rely are being degraded. While global food productivity and production has increased dramatically over the past century to meet rising demand from an expanding global population and rising standard of living, these constraints and risks are increasing the vulnerability of our global food supply to rapid and global disruptions that could constitute global catastrophes (Baum et al. 2015).

Climate change will further reduce food security in at least three interconnected ways. First, it will affect growing conditions, including direct threats to agricultural yields from heat, humidity, and precipitation in many regions; although initially improving conditions in some (Lott, Christidis and Stott 2013). Second, it will increase the range of agricultural pests and diseases (Harvell 2002). Third, it will increase the occurrence of extreme weather events that impair the integrity of food production and distribution networks, from production to harvest, post-harvest, transport, storage, and distribution, thereby increasing our vulnerability and exposure to supply shocks (Bailey et al. 2015). The IPCC estimates, with medium confidence, that at around 2°C of global warming the risk from permafrost degradation and food supply instabilities will be ‘very high’, while at around 3°C of global warming the risk from vegetation loss, wildfire damage, and dryland water scarcity will also be very high (Arneth et al. 2019). Very few studies have considered the impacts of 4°C of global warming or more; however, the IPCC highlighted one study finding that any potential agricultural gains from climate change will be lost by this point and there could be a decrease of 19% in maize yields and 68% in bean yields in Africa, an 8% reduction in yields in South Asia, and a substantial negative impact on fisheries by 2050 (Porter et al. 2014). Furthermore, multiple extreme weather events could disrupt food distribution networks (Baily and Wellesley 2017).

While there are opportunities to adapt, disruption to the entire global food system cannot be resolved via food aid alone. Indeed, there is the potential for isolationist or heavy-handed responses that would do more harm than good. Given the high degree of interconnectivity and feedback within the global food system, our initial research suggests that any one of these climate change effects could trigger scenarios that would critically undermine the global food system’s ability to meet the minimum nutrition for well-being; making food security for all an unachievable goal, let alone rise to the challenge of continuing to grow (Tzachor 2019a; 2020); this would constitute what Kuhlemann (2019) terms a ‘threshold of significance.’

The global political system

Disrupting the global food system can create and exacerbate conflict and state failure (Brinkman and Hendrix 2011). However, once again, this needs to be seen against the backdrop of a global political system under stress, with climate change as a significant contributing factor. Climate change influences political systems in many ways, from being a locus of activism and a stimulus for reform to driving rising inequality and population displacement (Arneth et al. 2019, Diffenbaugh and Burke 2019). This is not a new phenomenon, changes in the climate are believed to have contributed to conflict between people and states throughout human history, driven by resource scarcity, population displacement, and inequality (Lee 2009, Mach et al. 2019). As part of a comprehensive risk assessment of climate change, David King and colleagues (2015) conducted an extensive literature review on climate change and conflict and used this to inform a series of international wargaming exercises. These found that climate change is expected to increase international conflict while highlighting the role that population displacement, state failure, and water and food insecurity would play in this (see also Natalini, Jones and Bravo 2015, Mach et al. 2019).

Quantitative studies of the impact of climate change on violence and conflict have provided more mixed results. A survey of empirical studies by Detges (2017) found that there may be multiple differing trends: extreme weather events appear to have more significant effects on violence than do long-term climate trends, while levels of small-scale conflict and interpersonal violence appear to be more affected than large-scale conflicts and international war. Empirical studies also highlight how climate change’s impact on conflict is predominantly as a risk multiplier and intensifier. Thus, climate change may contribute more by increasing our vulnerability to other conflict-inducing factors, such as loss of livelihood, forced migration, environmental change, and food insecurity, than by acting as a direct cause of conflict (Schubert et al. 2008, Hsiang et al. 2013, Abel et al. 2019).[13]

Of particular relevance to GCR is the effect of climate change on the risk of nuclear war (Parthemore, Femia and Werrell 2018). However, to our knowledge, this has never been rigorously assessed, although the potential is certainly there. One recent model of the risk of nuclear war highlighted how varied, and common, incidents with the potential to trigger a nuclear exchange are (Baum, de Neufville and Barrett 2018). It outlined 14 different causal pathways to an exchange, including the escalation of conventional wars and international crises, human error, and the emergence of new non-state actors. For all but two of these, they identify historical examples of potentially precipitating incidents, with 60 incidents in total (i.e. a little less than one a year). This suggests that the absence of nuclear war was less due to a lack of potential causes, than the global political system’s ability to defuse them. Thus, the real significance of climate change may be its capacity to undermine this system: the combination of social, political, and environmental disruption, a lingering sense of global injustice, and rising food, water, and energy insecurity could increase the probability that crises escalate or that false alarms are mistaken for genuine emergencies. This topic needs further research.

3.3 The emergence of a global systems death spiral

Yet, we should not conclude that a nuclear exchange is the only, or even most likely, scenario in which political instability might produce a global catastrophe. Conflict and political instability, even of moderate severity, are themselves two of the most significant drivers of biodiversity loss due to breakdowns in monitoring, governance, and (public and private) property rights (Baynham-Herd et al. 2018). This closes a potentially reinforcing feedback loop between loss of biosphere integrity, food insecurity and political breakdown.

The mechanisms by which these cascading failures might spread include many of the natural, anthropogenic, and replicator effects identified by Avin et al. (2018), making them harder to contain. At the natural level, climate change involves changes to the global atmospheric and biogeochemical systems and poses other naturally spreading harms, like global ecological collapse. At the anthropogenic level, the global interconnectedness of sociotechnological systems means that while small shocks are easier to recover from, larger shocks can be harder to contain and control. Finally, biological and informational replication can also spread the negative impacts of climate change, from vector-borne diseases and invasive species to climate fatalism and dangerous geoengineering technologies.

Given these numerous spread mechanisms, critical system failures could precipitate global catastrophes. Furthermore, the spiral we have explored is unlikely to be the only set of interlinked systemic disruptions that climate change could initiate (other death spirals could involve bio-insecurity and disease), nor are these the only causal connections between these three systems. Until we understand the nature of such death spirals better, we must act cautiously. We now turn to consider what this would mean.

#### Federal antitrust signals a balanced, light-touch approach that reinvigorates U.S. global leadership on blockchain.

Matt Sandgren 21, Former Staff Director of the Senate Republican High-Tech Task Force, Former Senior Counsel on the Senate Judiciary Committee, Final Chief of Staff to Senator Orrin G. Hatch, Executive Director of the Orrin G. Hatch Foundation, “How New Regulations from Washington Could Lead to a Blockchain Brain Drain”, The Hill, 10/27/2021, https://thehill.com/blogs/congress-blog/technology/578834-how-new-regulations-from-washington-could-lead-to-a-blockchain

The internet is what it is today—with its ability to connect people across countries, time zones, and cultures—thanks to the friendly regulatory climate it was born into. Sadly, the regulatory climate of 2021 is far less welcoming to disruptive technologies. This is bad news for the future of U.S. innovation and the emerging blockchain industry.

Whether Washington takes a heavy-handed or a light-touch approach to crypto regulation over the next few months could make a multitrillion-dollar difference over the next few years. To understand how much we stand to lose as a result of bad blockchain policy, it’s first important to understand just how much we have gained as a result of good internet policy in the ’90s.

It’s easy to forget that the success of today’s internet behemoths was anything but certain in the early years of the tech boom. During the Dotcom Bubble of the late '90s, for example, many companies were dismissed as scams (and some of them were). But even the most promising companies were still seen as speculative bets, and their stock prices were subject to extreme volatility.

It’s also easy to forget that the very concept of the internet was foreign to most people in its early years. By today’s standards, it was slow, overly complex, and difficult to use by anyone without a strong technical background. Many dismissed the internet as a fad, including Nobel Prize-winning economist Paul Krugman, who made this prediction in 1998: “By 2005 or so, it will become clear that the internet’s impact on the economy has been no greater than the fax machine’s.”

Noted.

“A scam,” “a fad,” “a bubble,” “overly complex,” “too volatile.” Does any of this sound familiar? History doesn’t rhyme so much as it plagiarizes. And it’s impossible to ignore that the crypto skeptics of today use the same vocabulary as the internet naysayers of yesteryear.

Now imagine if U.S. policymakers had heeded the words of the internet’s critics in the mid-to-late ’90s. Imagine if they had cracked down on e-commerce, digital publishing, and fledgling social media platforms to preserve the old way of doing things. Imagine if they had shaped regulations to stem the free flow of physical goods, ideas, and information made possible by the internet.

The American people would have missed out on trillions of dollars in economic opportunity—and the bounties of the digital age would have gone to countries with more tech-friendly policies.

This is the risk we face today.

We find ourselves at the dawn of a new age of American innovation. Like the internet before it, crypto has the potential to redefine everything we know about how business, politics, media, finance, and even relationships work. But if legislators give in to crypto’s critics by taking a draconian approach to regulation, the U.S. will fail to reap the economic rewards of this world-changing technology—and entrepreneurs will flee to friendlier shores.

Even now, the stage is being set for a blockchain brain drain. Take the Senate-passed infrastructure bill, which includes a provision that would define crypto miners, validators, and even software developers as “brokers,” requiring them to report information to the IRS about anonymous blockchain participants that they would have no way of obtaining. In effect, this provision would kill the nascent DeFi (decentralized finance) industry and make it almost impossible for everyday Americans to invest in new cryptocurrencies. In other words, this latest move sends a hostile message to blockchain advocates: “We don’t want you here.”

At best, the Senate proposal belies a gross misunderstanding of how cryptocurrencies work; at worst, it exposes regulatory capture and the willingness of legislators to give in to special interests.

Sadly, the threat of bad regulation doesn’t end there. SEC Chair Gary Gensler has expressed his belief that many digital assets are not commodities but securities and should be regulated as such. Following this same logic, he’s signaled his intent to crack down on the use of stable coins—cryptocurrencies pegged to the value of the U.S. dollar. Americans are using stable coins to earn 4 to 8 percent APY on their savings through various lending programs. But the SEC wants to put a stop to these lending programs, ostensibly “to protect investors.” (What’s unclear is which government agency will protect investors from the unlimited money printing that is devaluing their dollar savings at a rate of 5.3 percent per year.)

Washington has gotten off on the wrong foot when it comes to crypto. But it’s not too late to correct course.

Regulation of crypto is not necessarily a bad thing. In fact, it’s a key step on the path to mainstream adoption. It’s critical, however, that policymakers shape regulation in a way that minimizes the risks of this new technology without eliminating its benefits. Congress found a way to do this with the internet in the ’90s. Section 230—while far from perfect and in need of reform today—paved the way for a flexible regulatory environment that allowed for many online companies to thrive. In the famous words of Jeff Kosseff, Section 230 contains “the 26 words that created the internet” (and, it’s worth adding, “trillions of dollars in economic wealth”).

Indeed, regulatory clarity is key to extracting maximum value from the emerging crypto economy, whether that value comes from DeFi protocols, decentralized forms of social media, tokenized assets, NFTs, or some other application of blockchain technology that we can’t even imagine today.

As policymakers seek to find the right balance on regulation, they should remember that the U.S. didn’t become the tech capital of the world by choking innovators with red tape. The U.S. became what it is today by taking a prudential approach to regulation—one that enabled the entrepreneurial spirit.

This is the same entrepreneurial spirit that inspired the private sector technological advances that made the Apollo moon landing possible. It’s the same spirit that brought about smartphones millions of times more powerful than the Apollo 11 guidance computers. And it’s the same spirit that has motivated a group of visionaries to push the boundaries of the digital frontier through blockchain technology.

Will Washington’s leaders stifle that spirit to the detriment of our economy and our reputation as a global leader in innovation? Or will they nourish that spirit to usher in the next chapter of the digital revolution?

Let’s hope they choose the latter.

#### That allows international standard-setting that leverages it for public benefits internationally.

Lou Kerner 18, Head Crypto Analyst at Quantum Economics, Partner at Blockchain Coinvestors Acquition Corp, MBA from the Stanford University Graduate School of Business, BA in Economics from UCLA, “A Call For U.S. Leadership in Crypto”, Medium, 7/6/2018, https://loukerner.medium.com/a-call-for-u-s-leadership-in-crypto-4b74d6deb4ad

Despite the striking fact that most of the programmers the U.S. has ever known are alive and working today, despite the fact that the U.S.’s technical capabilities are growing exponentially, despite that, the vast stretches of the unknown and the unanswered and the unfinished still far outstrip our collective comprehension.

No man can fully grasp how far and how fast we have come, but condense, if you will, the 50,000 years of man’s recorded history in a time span of but a half-century. Stated in these terms, we know little about the first 40 years, except at the end of them man had learned to use the skins of animals to cover them. Then 10 years ago, under this standard, man emerged from his caves to construct other kinds of shelter. Five years ago man learned to write and use a cart with wheels. The printing press came this year, and two months ago, the steam engine provided a new source of power. Last month electric lights and telephones and automobiles and airplanes became available. Only last week did we develop penicillin and television. Two days ago the internet browser was introduced. And earlier today, Satoshi wrote his white paper.

This is a breathtaking pace, and such a pace cannot help but create new ills as it dispels old, new ignorance, new problems. Now, when refer to “Crypto”, I mean the four technologies (blockchain, cryptocurrency, smart contracts, and zero knowledge proof), which collectively enable decentralization, all fueled by community. Surely these technologies promise disruption and high reward.

So it is not surprising that when it comes to Crypto our government would have us stay where we are a little longer to rest, to wait. But this city of New York, and this country of the United States was not built by those who waited and rested and wished to look behind them. Technological breakthroughs are driven by those who move forward — and we will continue to do so.

If this capsule history of our progress teaches us anything, it is that man, in his quest for knowledge and progress, is determined and cannot be deterred. The development of Crypto will go ahead, whether the U.S. regulators joins in or not. And I believe Crypto is one of the great adventures of all time, and no nation which expects to lead the world in technology can expect to lead while staying behind in the development of Crypto.

Our forefathers made certain that the U.S. rode the first waves of the industrial revolutions, the first waves of modern invention, and the first wave of the internet. This generation does not intend to founder in the backwash of the coming age of Crypto. We mean to be a part of it — we mean to lead it. For the eyes of the world will increasingly look at Bitcoin and blockchain and beyond. And those of us in Crypto are working to see it governed by a banner of freedom. We have vowed that we shall not see Crypto filled with scammers, but with scalable protocols that make the world a better place.

Yet the promise of Crypto can best be fulfilled if we in this Nation are there, and leading the way. In short, our leadership in technology, our hopes for a better future, our obligations to ourselves as well as others, all require us to make this effort, to solve these mysteries, to solve them for the good of all men, and to become the world’s leading Crypto nation.

We set sail on this new sea because there is new knowledge to be gained, and new rights to be won, and they must be won and used for the progress of all people. For Crypto, like all of technology, has no conscience of its own. Whether it will become a force for good or ill depends on [hu]man[s], and only if the United States occupies a position of pre-eminence can we help decide how this new technology evolves. I do not say that we should or will go unregulated against the misuse of Crypto any more than we go unprotected against the hostile use of cyber warfare. But I do say that Crypto can be developed and mastered without repeating the mistakes of past regulatory overreach.

Crypto’s development deserves the best of all [hu]mankind and its opportunity for community. But why, some say, Crypto? Why choose this as our next computing platform? And they may well ask why climb the highest mountain? Why, 75 years ago, fly the Atlantic?

We choose to to develop Crypto, and do the other things, not because they are easy, but because they are hard, because the goal of decentralization will serve to organize and measure the best of our energies and skills, because that challenge is one that we are willing to accept, one we are unwilling to postpone, and one which we intend to win.

It is for these reasons that I’m concerned by the inaction of our government to provide greater regulatory clarity. In the last months, we’ve seen progress in scaling like the Lightning Network. We’ve seen securities infrastructure like Templum and OpenFinance and Polymath being built.

To be sure, from a regulatory standpoint, we are behind. But we should not stay behind. This year, we should make up and move ahead. The growth of our science and education will be enriched by new knowledge of Crypto, by new decentralized governance mechanisms, by new token economics.

The Crypto community itself, while still in its infancy, has already created a great number of new companies, and tens of thousands of new jobs. Crypto is generating new demands in investment and skilled personnel, and New York and the U.S. can share greatly in this growth.

To be sure, all this comes with uncertainty of the role of government and fiat in the future. I recognize that the belief in Crypto’s potential is in some measure an act of faith , for we do not now know what benefits await us.

But I believe that we can develop a decentralized currency that can be used as a means of exchange. I believe we can leverage blockchain technology to provide identity for the 23 million children on this planet without identity papers. I believe we can use these technologies for voting purposes, and ensuring our elected officials follow through on their promises.

However, if we’re going to do all those things, and countless other positive things for mankind, then we must pass accommodating regulations. I‘m encouraged that New York and the United States are playing a big part in the development of Crypto,. With more regulatory clarity, we can solidify our leading position in Crypto, the greatest adventure on which [hu]man[ity] has ever embarked.

#### Globally collaborative blockchains prevent nuclear war from miscalc, accidents, and arms racing AND builds global co-op, stopping existential threats.

Dr. Lyndon Burford 21, PhD in Politics and International Relations from the University of Auckland, Visiting Research Associate at the Centre for Science and Security Studies at King’s College London, Member of the New Technologies for Peace Working Group, a Part of the Vatican’s COVID-19 Commission, “Could Blockchain Technology Help Advance Nuclear Disarmament?”, Medium International Affairs Blog, 2/19/2021, https://medium.com/international-affairs-blog/could-blockchain-technology-help-advance-nuclear-disarmament-6efaab35e277

New and maturing technologies are often seen as possible drivers of conflict, not least in the context of rising nuclear risks. In 2019, for example, the UK House of Lords Select Committee on International Relations concluded, “The risk of the use of nuclear weapons has increased, in the context of rising inter-state competition, a more multipolar world, and the development of new capabilities and technologies.” In a recent policy report published by the Centre for Science and Security Studies at King’s College London, I explored the flipside of that coin. The trust machine: blockchain in nuclear disarmament and arms control verification looks at how blockchain technology could help to reduce nuclear risks, by strengthening systems to verify the dismantlement of nuclear warheads.

The ‘trust machine’

Blockchain is best known as the technology that underpins the cryptocurrency Bitcoin, but it already has a wide range of alternative uses in areas such as medicine, transport, manufacturing, finance and governance. During the COVID-19 crisis, blockchain was used to produce a cheap, reliable solution for contact tracing. In Syria, blockchain is being used to create a permanent record of potential war crimes, increasing the security and integrity of the data and strengthening its admissibility as evidence in future war crimes prosecutions.

Contests of legitimacy and value: the Treaty on the Prohibition of Nuclear Weapons and the logic of…

Blockchain is a de-centralized, digital record-keeping technology. It combines cryptography and social/economic incentives to build a shared, permanent, and virtually un-hackable record of events, without needing to trust a third party authority to manage the data. Unlike Bitcoin, which is a ‘public’ network that allows anyone to interact with it, a private blockchain creates a ‘permissioned’ network of participants who collectively store and manage data in a way that allows them to maintain extremely high confidence in the integrity of the data. The result is a shared, digital record of events — a blockchain — that is practically immutable, establishing a single, collective, and irrefutable ‘truth’ about the nature and sequence of events within the network. In a post-truth world, blockchain thus offers an invaluable technical foundation for cooperation among parties that have a limited basis to trust each other, leading to its nickname, ‘the trust machine’.

Blockchain as a disarmament mechanism

At present, extremely low levels of international trust hamper efforts to advance nuclear disarmament. The ongoing development of new nuclear weapons, warheads and increasingly capable ballistic missile defences are undermining the theories and practices of deterrence, and point to the resurgence of a spiral of mistrust that characterized the Cold War nuclear arms race. Developing robust, multilateral verification tools and processes could help to mitigate the trust deficit. It would enable countries to pursue their shared interests in nuclear disarmament — reduced costs, less chance of escalation and nuclear use, greater scope to cooperate on global threats like climate change and pandemics — by increasing confidence that other countries are fulfilling their disarmament commitments in good faith. One way to strengthen verification would be to use a private blockchain to manage and store the data that a disarmament process creates.

In a verified disarmament process, parties need to track and record things like the status and movements of individual inspectors and weapon parts, and the status and material holdings of different facilities. These activities create large amounts of data that need to be stored in a secure, permanent and transparent manner that also allows for its easy retrieval by permissioned actors. The core attributes of blockchain correspond closely to these requirements. The technology would allow parties to maintain very high confidence in the immutability of verification data, creating a strong technical foundation for future cooperation from a shared, trusted baseline.

International collaborations like the 25-country International Partnership for Nuclear Disarmament Verification and the Quad Nuclear Verification Partnership (made up of Norway, Sweden, the United Kingdom and the United States) are already exploring how nuclear-armed and non-nuclear-armed states can cooperate in verifying the dismantlement of nuclear warheads without revealing sensitive information. Blockchain could complement their approach, enabling countries to create a permanent, immutable record of verification data.

Nuclear weapons threaten the survival of humanity and divert tens of billions of dollars each year away from efforts to address other collective security challenges like mitigating and adapting to climate change and responding to pandemics like COVID-19. As such, we all share an interest in disarmament processes that can reduce the likelihood of deliberate or accidental nuclear explosions and free up urgently needed resources for other global security priorities. We owe it to ourselves and to future generations to consider all options that could help to advance nuclear disarmament. In addressing the regular obstacle of distrust between the nuclear powers, blockchain is one technological option that we should be exploring.

#### It ensures a credible verification system.

Michal Onderco & Madeline Zutt 21, Associate Professor, International Relations, Erasmus University Rotterdam; Research Associate, Erasmus University Rotterdam, "Emerging Technology and Nuclear Security: What Does the Wisdom of The Crowd Tell Us?" Contemporary Security Policy, Vol. 42, Issue 3, pg. 299-302, 2021, T&F.

Our third finding focuses on whether emerging technologies could enhance or impede nuclear disarmament efforts. Some work has already exposed how new technologies have the potential to strengthen nuclear disarmament and verification measures. A prototype “SLAFKA” was recently jointly developed by a nuclear regulator in Finland (STUK), the University of New South Wales in Australia, and the Stimson Center in the United States which tests whether a distributed ledger technology (DLT) can effectively safeguard nuclear material (Stimson Center, 2020). A DLT platform is “a system of electronic records that enables independent entities to establish consensus around a “ledger”—without relying on a central coordinator to provide the authoritative version of the records” (Rauchs et al., 2018, p. 23). Blockchain is the most well-known type of distributed ledger. Importantly, blockchain is structured in such a way that all who participate in the shared ledger must agree upon a set of records or data, and this data cannot be changed or tampered with by one actor alone (Rockwood et al., 2018). When it comes to accounting for nuclear materials, blockchain could be used by member states to confidentially and securely provide data to the IAEA (Vestergaard, 2018). By using a shared ledger system, the transmission of data by a member state would be visible to other member states, while maintaining the anonymity of participants (Rockwood et al., 2018).

In a recent report, Burford (2020) notes that the characteristic features of blockchain, namely its immutability and security as a data management tool, are uniquely suited to “help to build technical capacity among [non-nuclear weapons states] and habits of cooperation among NPT parties, while protecting proliferation-sensitive data” (p. 21). Finally, others have noted that advances in image-recognition software combined with the increased sophistication in and availability of satellite imagery could open up space for more actors to get involved in verification activities (Kaspersen & King, 2019). This would make verification more robust by allowing a greater number of states to participate in what has traditionally been the domain of states that are more technologically superior.

The security, transparency, and confidence-building features of these emerging technologies could thus enhance verification by strengthening the safeguards system as well as increasing trust and cooperation among states normally suspicious of one another. These features could prove useful in helping to close both institutional and compliance gaps within the non-proliferation regime. That said, as with any other global governance regime, a compliance gap is very difficult to fully bridge. On this point, Sagan notes that even with advances in verification technology “there will remain the problem of what to do if an erstwhile nuclear nation is caught secretly preparing to rearm” (see Sagan in Sagan & Waltz, 2010, p. 90). While the inclusion of new technologies in verification and safeguards will not wipe away the challenges associated with verification, emerging technologies can play a role in strengthening verification and safeguarding measures.

Since we were interested in whether the experts and policymakers considered the positive applications of new technologies on disarmament efforts, our final question in the survey asked experts to express their views on nuclear disarmament.

Table 3 illustrates that the majority of our experts across regions agreed that complete nuclear disarmament would happen when leaders are confident that technology will allow for its verification, underlining the pivotal role verification plays in disarmament. This was echoed by some of the policymakers whom we spoke to who said that AI and remote sensing could help make verification measures more robust (Interviewee I & F). On the other hand, Table 3 also highlights that European and American experts are more skeptical (than experts in other regions) of the fact that nuclear disarmament will occur when leaders believe new technologies make nuclear weapons unnecessary.

#### Policy must be certain and originate at the federal level to signal U.S. commitment to accommodative blockchain policy.

Michele Benedetto Neitz 21, Professor of Law at the Golden Gate University School of Law, Member of the California Blockchain Working Group, Affiliated Scholar at LexLab at the U.C. Hastings College of the Law, “How to Regulate Blockchain's Real-Life Applications: Lessons from the California Blockchain Working Group”, Jurimetrics Journal, 61 Jurimetrics J. 185, Winter 2021, Lexis

A. Why Create Laws Related to Blockchain Technology?

1. Protecting the Public from Harm

Blockchain technology is a complicated field, and innovation in this space is developing rapidly. This innovation will occur regardless of a legislature's reluctance or willingness to draft laws to regulate this industry. As state and federal legislators are struggling to define a regulatory scheme, members of the public who are excited about the possibilities of investing in something new like digital assets may suffer from harm.

This has, of course, already happened in various ways. In a recent high-profile example, members of the public were invited to invest in initial coin offerings (ICOs), buying tokens as a way to invest in start-up companies. 25 One study reported that approximately 78 percent of the ICOs offered in 2017 were actually scams. 26 In the United States, 33 percent of ICO investors believe that ICO operators "deceived them or withheld information from them." 27 The ICO market significantly cooled as federal prosecutors and the SEC began aggressively taking action against leaders of fraudulent ICOs, demonstrating how regulatory enforcement can indeed protect investors from harm. 28

[\*190] However, cryptocurrency scams are persisting beyond the ICO craze. The FTC recently warned the public that scammers are continually finding new ways to "trick people." 29 Members of the public are clearly at risk of a multitude of foreseeable--and unforeseeable--problems as applications of this technology develop, including fraudulent investments, breaches of privacy on blockchain platforms, digital identity theft, and insufficient data protection. Given these threats to the public, it is not appropriate for regulators to dawdle as blockchain applications continue to rapidly advance.

2. Attracting Innovation

While they work to protect the public, legislators and regulators can also use laws to signal their commitment to attracting blockchain-related companies to their locations. Some jurisdictions, including countries like Estonia and Switzerland 30 and U.S. states like Wyoming, 31 have already implemented regulatory schemes designed to win the interjurisdictional competition for blockchain business. 32

The resulting tension between protecting the public while promoting innovation lies at the heart of regulating digital assets and other applications of blockchain technology, as discussed in more detail in Section III.A. Despite the need for blockchain-related regulation, numerous challenges exist for lawmakers seeking to draft laws in this area--starting with the fact that the word "blockchain" does not have a commonly understood definition.

B. The Legislative Definition Problem

What is the legal definition of blockchain? This simple question has proved to be exceedingly difficult to answer. States considering blockchain legislation have focused on different characteristics of this new technology, meaning that "[d]efinitions in legislation introduced in 2018 in California, Florida, Nebraska and Tennessee differ[ed] from those of industry groups and from each other." 33 In some cases, the definitions were in conflict. 34 These inconsistent definitions [\*191] are problematic, as they "actually introduce legal uncertainty where it did not previously exist, and invite unnecessary and expensive litigation." 35

A clear definition of blockchain is necessary for legislative purposes as well, as it is required to help a jurisdiction create clear policies. 36 Moreover, a state's definition should enable policymakers and the public to focus on "the most unique value that the technology can deliver. It should be accessible to and understandable by the public, and yet technically specific enough to ensure that the [jurisdiction] can reap maximum benefit." 37 With such a high bar, legislators have understandably struggled to construct a working definition for this new technology.

The California Blockchain Working Group, after much discussion and debate, created a new definition of blockchain in 2020 for state legislative purposes:

"Blockchain" is a domain of technology used to build decentralized systems that increase the verifiability of data shared among a group of participants that may not necessarily have a pre-existing trust relationship.

Any such system must include one or more "distributed ledgers," specialized datastores that provide a mathematically verifiable ordering of transactions recorded in the datastore. It may also include "smart contracts" that allow participants to automate pre-agreed business processes. These smart contracts are implemented by embedding software in transactions recorded in the datastore. 38

The New York Senate took a simpler approach, defining blockchain as "a mathematically secured, chronological, and decentralized consensus ledger or database, whether maintained via internet interaction, peer-to-peer network, or otherwise used to authenticate, record, share and synchronize transactions in their respective electronic ledgers or databases." 39

Both of these definitions are technically correct, and they both reflect the policy decisions of their respective states. For example, California deliberately used the more flexible term "datastore," instead of "record" or "log," to reflect the verifiability of data shared amongst participants, the many use cases of this type of ledger, and the fact that many datastores could exist at once. 40

[\*192] One could argue that the lack of a uniform statutory definition is partly responsible for the patchwork nature of state blockchain regulation. After all, without a similar definition, it is nearly impossible to set policy goals and pass parallel legislation in multiple jurisdictions. However, the problem of inconsistent definitions is just the tip of the iceberg of interjurisdictional competition. 41 This competition is unlikely to subside even if the federal government or the Uniform Law Commission enacted a well-accepted, standardized definition of blockchain technology.

C. The Fast Pace of Blockchain Technology Development

Law always moves slower than technology. 42 This is partly because lawmakers and agencies can "struggle to capture emerging technologies in dusty regulatory frameworks." 43 For example, securities laws drafted in the 1930s could not have anticipated the sale of digital assets. 44 Even more recently drafted laws and regulations relating to the Internet do not fit blockchain technology. 45 Lawmakers must decide whether to fit this revolutionary technology within existing legal frameworks or start all over with new legislative schemes.

The constantly evolving nature of blockchain technology presents another challenge. This "industry is in its early stages of maturation," making it difficult to determine the initial policy choices that would lead to effective regulation. 46 There are also technical concerns still lurking within blockchain technology, such as locating the "weak points" that might be "gamed by bad actors," which could give rise to unanticipated legal problems. 47

Finally, even at this early stage, lawmakers must consider which aspects of the technology are important enough to regulate. Some of these are obvious, such as cryptocurrency and other forms of digital assets that involve sales to members of the public. But even within this category, it is "still too early to tell exactly which of the drivers of digital asset excitement is dominant," putting [\*193] "regulatory bodies in a tough position." 48 In this way, the wide variety of blockchain projects and the speed at which they are developing creates an additional barrier to effective regulation.

As an example, imagine a developer creates a brand-new digital asset and offers it to the public. How should regulators approach the regulation of this asset? Should regulators first consider the substance of the project, its connection to a decentralized ledger, its effect on consumers' privacy and security, or its potential to evade anti-money laundering and "[k]now [y]our [c]ustomer" laws 49 (or all of the above)? An effective regulatory scheme would need to include rules that are flexible enough to manage future technical developments as well as today's technologies. Otherwise, laws may need to be reconsidered and amended whenever a new technical application emerges.

D. Blockchain Technology's High Learning Curve for Lawmakers

Blockchain technology can be complicated and intimidating, and few lawmakers have training in computer science. A 2016 survey found only that only four of the 535 members of Congress had formal computer science degrees. 50 While the technical aspects of blockchain can be difficult to explain, most legislators can learn enough to understand the fundamentals. 51

New York's State Senate offers a case in point. The Senate's technical advisor reported that in 2019, "staffers and senators asked basic questions about blockchain and distributed ledger technology, prompting [the technical advisor] to develop an explainer presentation." 52 One year later, in 2020, many of the senators "appear more comfortable with the technology, which helps them see the value of [potential] legislation." 53

Legislators need not dive into minor technical details of blockchain to be able to regulate it. It is more important for legislators to focus on the function of blockchain and its practical applications, asking not "what is blockchain?" but [\*194] "what can blockchain do?" 54 Policymakers should focus on the use cases of blockchain, rather than its underlying technology. 55

Professor Angela Walch offered prescriptive recommendations for regulators learning about blockchain, advising them to cultivate their expertise (including self-education), consult with other regulators, follow the activity of standards organizations and academia, and "[w]atch and [l]earn" as the technology stabilizes. 56 Professor Walch also counsels lawmakers to "[a]dopt a [c]ritical [m]indset" in this educational process, to ensure they are not unduly influenced by hype or unreliable sources. 57

Legislators could also learn more about blockchain through the use of legislative working groups or task forces. For example, California's Blockchain Working Group drafted a report in accessible language, enabling state legislators to learn more about the technology and its potential applications for California in one comprehensive document. 58 The federal government has tried to follow this path. In 2019, a bipartisan group of senators proposed a bill directing the Secretary of Commerce to establish a federal Blockchain Working Group in 2019. 59 However, the bill, entitled the "Blockchain Promotion Act," is still currently in committee. 60

As a law professor who taught the first Blockchain and the Law class in San Francisco, I can anecdotally report that blockchain and cryptocurrencies are not easy concepts for nontechnical learners to grasp. However, over the course of one semester, my law students (most of whom did not have any technical training beforehand) were able to draft final reports and presentations not just describing the technology, but also analyzing the use cases deploying the technology. With a bit of time and effort, state and federal lawmakers can understand the potential for blockchain to transform their jurisdictions.

II. FIVE FACTORS FOR LEGISLATIVE CONSIDERATION

In light of the difficult nature of regulating blockchain, this Part offers five factors lawmakers should consider as they work to draft blockchain and crypto regulation.

[\*195] A. Policy Decision: Innovation vs. Protecting the Public Interest

In an ideal world, governments would be able to promote both innovation and the public interest. In reality, however, legislators usually need to debate and choose whether they will prioritize innovative technological development or consumer/public protection. This is especially true in the context of blockchain, since the public perception of blockchain varies widely. Many members of the public first heard of blockchain through Bitcoin, the digital currency. But early illegal use cases of blockchain technology also made headlines, including the infamous Silk Road darknet marketplace 61 and repeated cases of fraudulent theft through Initial Coin Offerings. 62 While the technology is neutral, blockchain can be used in malicious ways that harm the public. 63 Even well-meaning technology can implicate privacy and data protection concerns. 64

It is therefore "essential for both the industry and society that consumers and the capital market are protected from abuse." 65 No state or federal jurisdiction should enable blockchain technology to develop without guardrails to protect the public. The question is where those guardrails should lie. If states wait too long to regulate, the public may be harmed, and the costs of imposing requirements on industries that have already been established will be too great. However, if states develop restrictive regulations too early or the laws "become onerous," 66 businesses will relocate to more friendly jurisdictions. States in this position risk killing off innovation or pushing it to other states. 67 [FOOTNOTE] Blockchain businesses will move for regulatory reasons. See Daniel Kuhn, The Cryptocurrency Act of 2020 Is 'Dead on Arrival,' Washington Tells Sponsors, COINDESK (Mar. 11, 2020, 1:19 P.M.), https://www.coindesk.com/the-cryptocurrency-act-of-2020-is-dead-on-arrival-washington-dc-tells-sponsors [https://perma.cc/AP8X-KULR] ("Many projects are simply choosing to move elsewhere" because of regulatory uncertainty.). [END FOOTNOTE]

Part of the reason blockchain technology's applications are so challenging to regulate is that it "is difficult, if not impossible, for regulators to construct a framework that achieves clear rules, market integrity, and financial innovation." 68 This complex question explains the spirit of experimentation among states discussed in Part V, with some choosing restrictive regulatory structures, some choosing permissive approaches, and others choosing the middle. Regardless [\*196] of a jurisdiction's ultimate direction, legislators drafting blockchain legislation must evaluate how to protect the public while encouraging creative technological development.

B. Ethical Considerations

California was the first (and so far, the only) state to consider ethical considerations in the early stages of regulation. This author published the first law review article analyzing ethics in the blockchain industry in December 2019, 69 and also served as the primary drafter of the Ethical Considerations section in California's Blockchain Working Group report. 70

Depending on the type of blockchain at issue, numerous ethical issues may come up for regulators. For example, the increasing centralization of permissionless blockchains and the rise of permissioned blockchains may raise concerns about personal ethics, such as bias and conflicts of interest. As trends suggest that governance of blockchain systems is moving toward centralization, 71 individuals may have power to influence decisions made on that blockchain. If so, there is a potential for that individual's bias and conflicts of interest to come into play. 72

Although ethical discussions around blockchain appear slower to develop than the technology itself, several paradigms have been put forth advocating ethical considerations in this industry. 73 For example, the World Economic Forum recently asked participants and policymakers to sign on to its "Presidio Principles," an agreement to consider transparency and accessibility, agency and interoperability, privacy and security, and accountability and governance. 74 MIT's Digital Currency Initiative included the topic of blockchain ethics at its 2019 "Cryptoeconomics Systems Summit." 75

[\*197] In addition, the Beeck Center for Social Impact + Innovation at Georgetown University published the "Blockchain Ethical Design Framework," with a focus on six "root issues": "governance, identity, access, verification and authentication, ownership of data, and security." 76 This structure more specifically applies to developers, and is not a code of conduct or a legislative model, but it reiterates the idea that "we all share the responsibility to . . . demand intentional ethical approaches in the design and application of data and technology for social good." 77

California's Blockchain Working Group considered ethical issues related to social impact, including fairness, equity, accessibility, trust and transparency, and sustainability. 78 The Group proposed an ethical framework for the adoption of blockchain technology that is directed toward lawmakers as well as industry players. 79 This framework encompasses three main principles:

i. Address key ethical design goals

a) Seek societal benefit: Maximize good and minimize bad. b) Equity: Does this benefit all Californians, or only a few? c) Efficiency and effectiveness: How can we achieve ethical design and use cases without slowing innovation?

ii. Consider ethical uses of blockchain technology

a) Fairness: Is this technology designed and deployed in a fair, nondiscriminatory manner? b) Accessibility: Design to include the most vulnerable user. c) Responsibility: Anticipate and design for all possible uses. d) Sustainability: Create technology to advance sustainability, public health, and corporate social responsibility.

iii. Minimize unintended consequences

a) Are there unintended biases or conflicts in the design or use of this technology? 80 [\*198] b) Are any populations being unintentionally harmed by the way this technology is developing? c) Does this technology promote violations of local, national, or international law? 81

This useful framework offers guidance to regulators seeking to make sure they do not inadvertently violate ethical considerations, especially with hastily drafted legislation. Two examples illustrate the usefulness of this approach. First, it could be relatively easy to create a certification process for blockchain developers who provide services to the State of California. But will that certification process limit approval to developers with degrees from elite institutions? This type of action would raise equity concerns, as the blockchain industry should be working more toward diversity in gender, cultural backgrounds, and perspectives of industry participants. Second, could companies who advance environmentally sustainable blockchain development receive tax credits from the state? Although different jurisdictions may embrace different ethical principles, legislators should discuss these issues as they contemplate ways to regulate this new technology.

C. Transparency

Since "the rule of law requires transparency," 82 jurisdictions in the United States are governed by transparency laws. The federal government's administrative agencies must abide by the Administrative Procedure Act, which (among other things) orders federal agencies to act "transparently and fairly." 83 California's Bagley-Keene Act requires state boards or commissions (including working groups) to "publicly notice their meetings, prepare agendas, accept public testimony and conduct their meetings in public unless specifically authorized to meet in closed session." 84

Legislators are likely already aware of the government transparency laws in their jurisdiction, but there are other reasons transparency is especially important in the context of blockchain regulation. First, all stakeholders should be given the opportunity to weigh in on laws governing this nascent industry. 85 The industry players on the front line have valuable perspectives to share with legislators, and input from various stakeholders will create more efficient regulation. Moreover, the technology is moving quickly, and there may be applications of blockchain in development that legislators do not even know about yet. As the Cryptocurrency Act of 2020 revealed, 86 drafting laws without the collaboration of diverse stakeholders is ineffective.

[\*199] Second, although blockchain technology may eventually touch all areas of business, members of the public may be unaware of blockchain technology's potential. Legislative debates could double as community education opportunities, allowing people who would not ordinarily be interested in blockchain to attend Working Group meetings, task force briefings, and other public discussions of this new technology. Such meetings could be advertised to nontechnical professions and community organizations, and should be held in easily accessible public places and online. Legislators themselves could reach out to their nontechnical constituents and offer ways to connect them to educators and leaders in the blockchain industry. Such transparency could create a culture of innovation in a particular jurisdiction, while increasing public credibility for whatever regulations eventually develop.

D. Interjurisdictional Competition

States have been competing with each other since the beginning of the republic, and the competition has not decreased as our economy has become more complex. 87 In corporate law, interjurisdictional competitions are a common affair. The state that "wins" the race, creating the environment to attract the most businesses to that state, can secure both tax revenue and additional jobs for state residents. Delaware indisputably won the fight for corporate charters among states, with over 1.5 million legal entities, including 67 percent of all Fortune 500 corporations, incorporated there. 88 The reasons for Delaware's success include specialized legislation that is updated each year to adapt to technical and other changes, as well as a corporate-specific chancery court that can move cases quickly along. 89

When Limited Liability Companies (LLCs) were created in Wyoming in 1977, another interjurisdictional race was on. 90 Despite concerns that interstate LLCs would have problems without uniform LLC statutes among the states, "most states enacted LLC statutes before efforts to develop standardize statutes came to fruition." 91 As a result, only twelve states ultimately adopted uniform acts, and there is less uniformity for LLC statutes than for other business forms. 92

The same is happening now with statutes related to blockchain technology. States who can win the race to attract blockchain businesses to incorporate and domicile in their state can earn more than just increased tax revenues from start-up companies. Such a state could also create a reputation for being friendly to [\*200] technological innovation, a reputation that would have impacts beyond blockchain technology. For this reason, some states (including Wyoming, the first state to draft LLC statutes in 1977) jumped out first to enact permissive blockchain-and crypto-friendly regulations. 93

Before enacting regulations, however, state legislatures should ensure they are clear on the policies underlying those regulations. For example, as discussed in Section II.A above, states should consciously strike a balance between protecting the public and encouraging innovation. Without establishing prioritized policies in advance, a state may win the interjurisdictional competition in the short term but create unintended consequences, such as unnecessary litigation or public harm, in the long term.

E. Uniformity

As a member of the California Blockchain Working Group, this author asked industry leaders in late 2019 what they preferred to see in blockchain regulation. Each of them clearly and unequivocally stated that uniformity of regulation across the United States would be good for business. It would be much easier for blockchain businesses to plan and expand their operations if states were aligned on regulatory issues, particularly in the area of digital assets.

The Uniform Law Commission (ULC) has made several attempts to create a standardized approach to digital asset regulation. 94 In 2017, the ULC proposed the Uniform Regulation of Virtual-Currency Businesses Act to provide "a statutory framework for the regulation of companies engaging in 'virtual-currency business activity.'" 95 An accompanying "Supplemental Act" in 2018 provided rules related to commercial law and the Uniform Commercial Code. 96

These model acts had a short and controversial lifespan. No state enacted the model legislation, and only a handful of states introduced it. 97 Wyoming actively resisted the ULC's request to withdraw Wyoming's pending blockchain [\*201] legislation in favor of adopting the ULC's approach. 98 Wyoming's legislators noted that the ULC's model acts had not yet been enacted by any jurisdictions, and explained why they considered Wyoming's regulatory approach to be the superior one. 99 One month later, the ULC recognized the need to convene a committee to study how the Uniform Commercial Code could be amended in order to "deal with emerging technologies." 100 The ULC urged "states to refrain from enacting legislation pending the result of the committee's work," 101 an act suggesting that the ULC recognized flaws in its proposed acts. 102 Given the ongoing interjurisdictional race described in Section II.D, it seems absurd to ask states to wait on enacting blockchain legislation.

As of December 2020, only one state (Louisiana) had passed a virtual currency licensing statute based on the ULC's uniform act. 103 It is clear that, much like the race for corporate and LLC charters, the uniformity train has left this station. In the absence of federal legislation or effective model acts, states have already invested time and energy into drafting new laws. States like Wyoming, which has "actively decided to lead the charge in ensuring solvent, blockchain based" companies, 104 will not willingly give up their leading positions in this area.

III. THE CURRENT UNEASY MIX OF FEDERAL AND STATE BLOCKCHAIN REGULATION

Federal and state regulators are struggling to keep up with the fast pace of blockchain technology development. This Part will demonstrate how this struggle is creating a wide variety of regulatory approaches.

[\*202] A. Patchwork Agency Regulation

The federal government's attempt to regulate blockchain technology, particularly cryptocurrencies, is (to put it bluntly) a mess. Federal authorities interpret laws relating to blockchain and cryptocurrencies differently. 105 This confusing, piecemeal approach is epitomized by the struggle to determine how to even classify digital currency for regulatory purposes. The Internal Revenue Service (IRS) views cryptocurrency as property, the Securities and Exchange Commission (SEC) classifies such currencies as securities, and the Commodity Futures Trading Commission (CFTC) considers cryptocurrency to be a commodity. 106 There is clearly a need for a unified methodology, even just within blockchain's narrow use case of cryptocurrencies, but this confusion is not a surprising result when "neither Congress nor the SEC has formally elucidated which digital assets are securities and which are not." 107

Different agencies are sending different messages, creating "regulatory whiplash." 108 Some, like the CFTC, are inclined toward experimentation to support blockchain and cryptocurrency development, while others are more cautious. 109 All of the agencies seeking to regulate blockchain technology and its applications would benefit from consideration of the five factors listed in Part III. Below is a short explanation of three distinctive agency approaches.

[\*203] 1. SEC Safe Harbor Provision--A Work in Progress

The SEC missed its chance to establish a clear regulatory framework early in the life span of blockchain technology, instead adopting an approach characterized by delay and a series of reversals on important decisions. 110 The SEC's delay "simultaneously encouraged unscrupulous actors to take advantage of ambiguous regulations" and issue fraudulent tokens to Americans, while "driving away conscientious developers and entrepreneurs" to places with more developed laws. 111 The SEC's attempt to clarify its position in a limited area with the April 2019 issuance of a "Framework for 'Investment Analysis' of Digital Assets" has been called "too little too late." 112

In the meantime, SEC Commissioner Hester Peirce has earned the nickname "Crypto Mom." 113 In early 2020, she offered her take on the legislative problems related to blockchain technology, saying "[i]t is important to write rules that well-intentioned people can follow. When we see people struggling to find a way both to comply with the law and accomplish their laudable objectives, we need to ask ourselves whether the law should change to enable them to pursue their efforts in confidence that they are doing so legally." 114 Peirce clearly views law and regulation as a way to promote, not thwart, the development of blockchain and its use cases.

In February 2020, Peirce proposed a safe harbor provision for firms in the cryptocurrency space selling tokens to the public. 115 Peirce described her proposal as recognizing "the need to achieve the investor protection objectives of the securities laws, as well as the need to provide the regulatory flexibility that allows innovation to flourish." 116 The safe harbor proposal includes disclosure requirements for issuers and good faith obligations to ensure that token issuers are not fly-by-night companies. It also sets forth rules related to the purpose of token issuances and efforts to create liquidity for token users. 117

[\*204] The idea underlying the proposal is to "give new projects some breathing room where they can do their work without fear of being fined, arrested or having their offices raided." 118 This also filters "out the bogus projects that have no intention of building a workable, decentralized product." 119 Peirce appears to be seeking a way to protect consumers from unscrupulous token issuers while allowing companies to move forward with technical developments.

Many members of the blockchain industry welcomed the safe harbor proposal. The General Counsel for a cryptocurrency exchange declared, "Today we both congratulate and thank SEC Commissioner Hester Peirce . . . . This is a great day for the blockchain industry and the United States." 120 But the proposed safe harbor is just that: a proposal. It is not yet law, and may never become law. 121 Even so, the willingness of Commissioner Peirce to think outside of the box with this proposal has reinforced her reputation (and her nickname) within the blockchain community.

2. The Federal Reserve's Digital Dollar

The Federal Reserve revealed in February 2020 that it was working toward a potential central bank digital currency (CBDC). 122 A CBDC, colloquially [\*205] known as a "digital dollar," is not a token based on a decentralized blockchain. 123 It would instead be a "debt notation on a centralized ledger maintained by the Federal Reserve," which would use a centralized database to track consumer or business balances. 124 Individuals could "access funds through digital dollar wallets, which would also be managed by the Fed." 125

Although the digital dollar is different from a crypto asset on a blockchain, the policy issues at hand are quite similar. The Federal Reserve recognizes that these policies include financial stability and legal considerations, such as privacy concerns and protections for data and digital identity safety. However, the Federal Reserve clearly wishes to be on the cutting edge of the digital dollar debate, with one of its members noting that "it is essential that we remain on the frontier of research and policy development regarding CBDC." 126

At the time, there was pressure on the Federal Reserve to begin researching a digital dollar. China is creating a digital yuan, 127 and some argue that the United States is already "falling behind" other countries in developing a CBDC. 128 In addition, the surprise release of Facebook's Libra in 2019 (now rebranded as "Diem") apparently inspired the Federal Reserve to accelerate its research on the potential of a CBDC. 129 The arrival of the COVID-19 pandemic expedited the discussion, as millions of people around the world moved toward cashless payments. 130

The discussion of a digital dollar jumped quickly during the pandemic from the Federal Reserve to Congress. Drafts of congressional emergency pandemic relief legislation in March 2020 included a digital dollar concept to speed up the delivery of stimulus payments. 131 A Congressional Task Force on Financial [\*206] Technology held hearings on the issue in June 2020. 132 Indeed, "the question might be not if digital currencies will find their way into the financial system, but when--and how." 133 As federal lawmakers move toward the creation and regulation of a CBDC, they should be pondering how to encourage innovation while protecting consumers. In addition, anyone involved with the CBDC should consider transparency issues involving the input of multiple stakeholders, as well as ethical considerations such as concerns for unbanked populations.

3. Treasury Department Regulations to Increase Cryptocurrency Transparency

Unlike SEC Commissioner Hester Peirce and the Federal Reserve, U.S. Treasury Secretary Steven Mnuchin has taken a more cautious (and arguably negative) approach to cryptocurrency. 134 In February 2020, Secretary Mnuchin told the Senate Finance Committee that the Treasury Department would be enacting "stricter regulations around digital currencies to help expose 'secret' accounts and other nefarious activities." 135 Although Mnuchin acknowledged that "[w]e want to make sure that blockchain technology moves forward," he also noted that "[w]e want to make sure cryptocurrencies aren't used for the equivalent of old Swiss secret number bank accounts." 136

The goal of Treasury regulations will be to "ensure law enforcement can see where the money is flowing, and that it's not used for money laundering." 137 A March 2020 press release from the Treasury Department announced that the Department had held a meeting of "industry thought leaders and compliance [\*207] experts" on the issue of cryptocurrency regulation. 138 The press release also explained that as these regulations develop, Treasury will remain focused on preventing illegal conduct by "money launderers, terrorist financiers, and other bad actors." 139 The repeated use of such negative terms indicates the Department's adverse stance toward cryptocurrencies, as well as an example of lawmakers and regulators "still cling[ing] to an outdated trope where cryptocurrencies are used to underwrite criminal activity." 140

What can we make of this patchwork approach to regulation among U.S. federal agencies? Some may argue that it is better for the federal government to allow the blockchain industry and cryptocurrency markets to evolve before finalizing a regulatory structure. There can also be benefits to regulatory divergence, such as enhanced innovation as agencies compete to become the preferred regulator in a particular field. However, the absence of "intelligent rules and regulations that provide a clear and predictable framework for investors, issuers, and their lawyers" is complicating that evolution. 141 How can lawyers advise clients--such as start-up companies desiring to operate in the cryptocurrency sphere or offer tokens to investors--if it is unclear how such assets would be regulated? Policymakers are not sufficiently considering important factors, including transparency and uniformity, under this current approach.

Perhaps the problem is a lack of unity among federal agencies, who appear to be tripping over themselves to get in on the digital asset regulatory action. Federal policymakers may be concerned that they are not yet educated enough to make cohesive decisions about overarching regulatory frameworks, or they are waiting for Congress to step up. In any case, this confusion at the federal level is wreaking havoc on the blockchain industry in the United States. Innovative companies must risk inadvertently violating regulations (and having to pay the ensuing fines) just to push the industry forward. 142 Alternatively, companies are choosing to leave the U.S for other jurisdictions with better regulatory [\*208] clarity. 143 Piecemeal regulation among federal agencies is "not a substitute for transparent legislation or judicial rulings to guide market participants." 144

### 1AC---FTC ADV

#### Contention 2 is FTC.

#### FTC credibility is tanked by both unwillingness to launch bold antitrust AND a track record of losing in court, but Khan’s appointment is a window to revamp its policy.

Kiran Stacey 21, Washington Correspondent for The Financial Times, Graduated from Oxford University, Postgraduate Diploma from City University, London, Former South Asia Correspondent, “Washington vs Big Tech: Lina Khan’s Battle to Transform US Antitrust”, Financial Times, 8/10/2021, Lexis

Since taking over at the FTC, Khan has quickly begun to remodel it. Some of these changes look like technical internal reforms, while others are major policy statements. Almost all have been fiercely opposed by Republicans and the business community.

In the past few weeks, Khan has begun holding commission meetings in public - something Democrats say makes the commission more open to scrutiny, but which the two Republican commissioners say makes it harder for them to negotiate compromises.

She has banned staff from making public appearances such as conference panel sessions, saying the commission has too much work to do. She has passed a rule which allows FTC staff greater leeway to pursue investigations in certain priority areas, giving them the power to issue their own subpoenas for documents and testimony.

Khan is also promising to help rewrite the US merger guidelines, a complex set of documents laying out what kinds of evidence regulators look for when deciding whether a merger is illegal.

And, in a pair of crucial decisions, she and her fellow Democratic commissioners voted to rescind two key FTC policy statements.

The first was written in 1995 during Bill Clinton's first term as president, and deemed that companies that had previously proposed unlawful mergers no longer had to notify the FTC before completing future transactions in the same market.

By undoing that policy, Khan said she hoped to stop companies simply trying again and again to complete a merger even after it had been rejected by regulators. The second statement was written in 2015 during the Obama administration and set down limits on when the FTC would prosecute a company for socalled "unfair methods of competition".

"These changes are going to make dealmakers think about things differently," says one senior Democrat working for the commission. "They are not filing an application, we are investigating as to whether there is a violation of the law. That is a fundamentally different way of thinking about things."

Meanwhile, the White House has given the FTC the even bigger task of helping rewrite the rules that underpin the American economy. Under the terms of a sweeping order signed by Biden last month, the commission has been asked to devise rules which would ban companies from stopping employees moving to rivals, and prevent pharmaceutical companies from paying generic rivals not to enter a certain market for a period of time.

The moves have delighted progressives, who say Khan's willingness to push through reform quickly shows she is serious about putting the commission back at the heart of Washington rulemaking and enforcement.

"The commission has been lazy," says Matt Stoller, director of research at the American Economic Liberties Project and a former colleague of Khan at the Open Markets Institute. "It has been a place where you send political cronies who don't have to do any work if they don't want to.

"This is such a different form of politics from the normal bullshit."

Republican concerns But if the reforms have pleased Khan's supporters, they have worried conservatives who say the commission lacks both the legal authority and the institutional capacity to do what is being asked of it.

For example, Khan says she wants to renew the commission's appetite for bringing cases against companies for "unfair methods of competition" - a vague category of corporate behaviour which allows the FTC to act even when there is no merger in question or when a company is not large enough to be a monopoly. She and fellow progressives argue that by not pursuing such cases the FTC has taken away one of its most powerful weapons.

Such behaviour is often very hard to prove, however. When the FTC charged Abbott Labs in 1994 with trying to rig a bid to supply the Puerto Rico government with infant formula, for example, it alleged the company's choice not to bid in one of the rounds provided evidence of collusion with rivals. Abbott Labs' lawyers, however, successfully used game theory to explain why a "no bid" could in fact have made rational economic sense.

More controversial is the idea that the commission is going to start writing wide-ranging new rules of its own, as envisioned in Biden's competition order. This would test the limits of the FTC's powers in both court and on Capitol Hill, critics say, and could end in Congress clipping its wings as it did in 1980 when the FTC was forced to subject its rules to Congressional review.

Sean Heather, senior vice-president for antitrust at the US Chamber of Commerce, says: "The FTC is writing its own rules and acting as prosecutor, judge and jury. This is deeply concerning for a regulatory agency with broad powers."

Christine Wilson says: "I believe competition rulemaking is institutional suicide."

If Khan wanted an indication of how courts might view her approach, she got one within weeks of taking over the commission. In June, a federal judge dismissed the commission's complaint against Facebook, its most high-profile in years.

The commission had argued the social media company had engaged in anti-competitive conduct for years, including by buying up potential rivals such as WhatsApp and Instagram. In June, however, a federal judge ruled the commission had failed to prove that Facebook had monopoly power.

Khan's critics worry that if the commission loses a series of high-profile court cases it will fatally undermine its authority. "If you lose enough cases your credibility evaporates," says William Kovacic, a former Republican chair of the commission. "You can lose it all - not right away, but you can lose it all."

For Khan's supporters, however, this criticism borders on the absurd. "Don't you think the FTC is already seen as weak?" says Rohit Chopra, a Democratic commissioner.

Progressives argue the FTC has for years only enforced competition rules against large companies in a fraction of the cases it should have. "Do you think there are only 10 anti-competitive mergers a year?" says Chopra. "I'm not sure it can get any worse."

"The FTC can put together legal teams that can match the best in the bar, punch for punch, in a major case," says Kovacic. "But the number of those teams is a couple, it is not 10."

For years the commission's budget and staffing levels have been chipped away. It now has roughly 50 per cent of the staff it had in 1980 and is currently trying to review a record number of mergers. In the first nine months of this fiscal year, the FTC received 2,573 notifications ahead of a large merger - already 50 per cent more than were received in the whole of last year.

Last week, the commission published a statement warning that it would not be able to review all mergers within 30 days of a notification being made, as required by law. Instead, the FTC said, if it had not had time to review a merger before it took place, it would reserve the right to take action even after it had been completed.

The commission is also facing an uphill battle to retain staff. Some people say they feel demoralised by the pace of change and irritated they have not yet met their new chair - something Khan's allies say is an unfortunate result of the pandemic. "There are only so many times you can hear that your institution has failed for years before you start to doubt your place in it," says one staff member.

#### Specifically, blockchain is key.

Dr. David Morris 21, PhD in Media Studies from the University of Iowa, Former Academic Sociologist of Technology, CoinDesk’s Chief Insights Columnist, “Biden’s New FTC Chair Could Be a Big Web 3.0 Ally”, The Crypto Daily News, 6/16/2021, https://thecryptodailynews.com/2021/06/bidens-new-ftc-chair-could-be-a-big-web-3-0-ally/

Yesterday, the Biden administration named Lina Khan, a 32-year-old Columbia Law professor, as the brand new head of the Federal Trade Commission. Khan, who would be the youngest FTC head ever, is called a fierce critic of massive tech monopolies like Amazon. While there’s typically a knee-jerk resistance to regulation and regulators amongst blockchain advocates, Khan’s considerations make her a potential ally on huge points like privateness. Her antimonopoly work might additionally create substantial market alternatives for brand new sorts of tech companies – together with these constructing decentralized techniques and “Web 3.0.”

Enforcing U.S. antitrust regulation is a main a part of the FTC’s mandate, and Khan might be greatest identified for serving to redefine simply what a “monopoly” is. She has been essential, together with throughout seven years on the Open Markets Institute, in growing and selling the concept a firm could be a monopoly even when its practices drive prices down – even, the truth is, if its product is free to customers. That principle largely hinges on how the companies collect and use knowledge: Khan has been among the many loudest critics of the way in which Amazon makes use of knowledge gathered by its storefront, akin to by leveraging sales data to compete with third-party sellers who’re, a minimum of buyers, its prospects.

#### Failing to control blockchain violations will outstrip federal enforcement capacity, making traditional antitrust completely ineffective.

Drew Stanko 21, JD Candidate at St. John's University School of Law, BS in Economics from Villanova University, “Recent Developments and the Need for Nuance”, Journal of Civil Rights & Economic Development, 4/8/2021, https://www.jcred.org/shortreads/efforts-to-modernize-antitrust

I. IS NEW SCHOOL OFFICIALLY HERE?

In January 2007, the Economic Analysis Group at the Department of Justice Antitrust Division published a Discussion Paper entitled "Does Antitrust Need to be Modernized?" The paper reviewed whether "globalization and rapid technological change" necessitated changing federal antitrust laws. This Discussion Paper has proven prescient; it identified as a "key issue" the growing need for improving antitrust enforcement of alleged exclusionary conduct related to intellectual property.

Bipartisan support for antitrust reform has grown immensely since January 2007 due to heightened market concentration and Mergers & Acquisitions (M&A) rates in an increasingly complex digital economy. Senator Amy Klobuchar introduced antitrust reform legislation in February that would provide substantial funding increases to the FTC and the DOJ Antitrust Division, and the Biden Administration appears to be supporting efforts to modernize antitrust enforcement.

Recently, President Biden indicated intent to name two prominent "New School" antitrust attorneys and scholars, Lina Khan and Tim Wu, to positions in his administration. Kahn, who rose to prominence as a student at Yale Law School for "Amazon's Antitrust Paradox" and has since held positions at the Open Markets Institute and the FTC, will reportedly be nominated to serve as the Commissioner of the Federal Trade Commission. Wu is famous for coining the term "net neutrality" and authoring "The Curse of Bigness: Antitrust in the New Gilded Age," and he will serve on the National Economic Council as a special assistant to the president for technology and competition policy. Kahn and Wu have helped establish and develop the "New School" of antitrust jurisprudence, and both have taught related courses at Columbia Law School. Generally, the New School aims to prioritize "innovation, entrepreneurship, privacy, freedom of the press, and economic and civil liberties" rather than strictly focusing on "consumer welfare."

II. SENATOR KLOBUCHAR'S COMPETITION AND ANTITRUST LAW REFORM ACT:

Senator Amy Klobuchar, who spoke passionately about her concerns related to antitrust enforcement throughout her Presidential campaign, introduced antitrust reform legislation in February.

Sen. Klobuchar's proposal, the Competition and Antitrust Law Reform Act, aims to "give federal enforcers the resources they need [to] . . . strengthen prohibitions on anticompetitive conduct and mergers, and make additional reforms to improve enforcement." In order to accomplish these goals, the proposal would provide increased funding for the DOJ Antitrust Division and the FTC and would create a new FTC "Market Analysis" Bureau. While these structural and administrative reforms may receive bipartisan support, Sen. Klobuchar's proposal would also substantially alter the legal standards used to evaluate antitrust challenges under the Sherman and Clayton Acts, a change likely to be met with pushback by conservative economists and lawmakers. Sen. Klobuchar's proposal aims to accomplish important goals, but some argue the Sherman and Clayton Act amendments included in the legislation would "add friction to M&A Activity, stalling capital markets, reducing innovation and investment, and frustrating economic growth."

1. CLAYTON ACT REFORMS

Senator Klobuchar's proposal would modify the Clayton Act to "restore its original intent by amending it to include reference to 'exclusionary conduct.'" The legislation would define exclusionary conduct as "any conduct that would materially disadvantage . . . actual or potential competitors, or foreclose the ability of or incentive to compete." Currently, antitrust challenges require the plaintiff provide prima facie evidence that alleged anticompetitive effects of proposed mergers would result, and "proponents of the merger are then permitted to rebut by providing evidence that the merger will not have the feared anticompetitive effects."

The amendments would shift the presumption that "exclusionary conduct" presents a violative "appreciable risk" where such conduct is taken by a firm with a market share greater than 50% or otherwise wields significant market power. In turn, the burden would be on firms to prove the procompetitive market effects of the challenged conduct or merger rather than on the challenging entity to establish the anticompetitive impacts of the conduct that would result.

While it is important that antitrust reform efforts prioritize enforcement of anticompetitive exclusionary conduct, the legislation arguably defines the term overbroadly. Accordingly, the proposal may result in disincentivizing innovation that would ultimately benefit consumers and the overall economy. By presuming the illegality of any conduct taken by large firms that disincentivizes market entry or competition, the proposal risks unintentionally penalizing firms for achieving beneficial economies of scale or otherwise innovating to provide higher quality products more cheaply than competitors. Arguably, threatening firms with costly antitrust litigation whenever they undertake innovative conduct that negatively impacts competitors risks disrupting market incentives and stalling economic growth.

2. SHERMAN ACT REFORMS

Similarly, the Sherman Act would be modified to allow civil penalties of either 15% or 30% of a firm's US revenues for anticompetitive exclusionary conduct. Sen. Klobuchar has indicated that civil penalties are necessary because the existing remedies—injunctions, equitable monetary relief, and private damages—have not sufficiently deterred anticompetitive conduct. This may be true, but civil penalties of this size likewise risk stifling and disincentivizing innovation.

3. FUNDING ENFORCEMENT AGENCIES, FINANCING NEW "MARKET ANALYSIS BUREAU"

While the Sherman and Clayton Act reforms are unlikely to garner significant support from conservative lawmakers, the funding increases and creation of the FTC Market Analysis Bureau are more likely to win bipartisan support.

Increasing the funding available to the FTC and the DOJ would enable the agencies to hire more attorneys and would finance the creation of the Market Analysis Bureau. The MA Bureau would supplement the FTC's existing Competition, Consumer Protection, and Economics Bureaus. It would be tasked with conducting market, industry, and retrospective merger analyses aimed at helping the FTC develop a better understanding of the competitive conditions and underlying economic dynamics affecting complex markets. The creation of the MA Bureau is likely to gain support because it would demonstrate a commitment to ensuring continued reliance on empirical analyses rather than judicial or political discretion. Accordingly, these reforms would likely bolster enforcement efforts without necessarily adopting the "Big is Bad" approach that has historically divided lawyers and economists.

III. MODERNIZING ANTITRUST ECONOMICS

The Market Analysis Bureau would theoretically improve enforcement agencies' understanding of the economics underlying complex markets. This would provide enforcers with the tools needed to prosecute anticompetitive conduct that may have otherwise skirted enforcement due to the difficulty of establishing the negative economic effects of the conduct in question.

The complexity of the digital economy and increasing market concentration has made it more difficult for prosecutors to prove these anticompetitive results, but advances in machine learning and computational antitrust may assist in identifying and consistently enforcing antitrust violations.

While computational antitrust is certainly in its nascent stages of development, the early returns from Stanford's new Computational Antitrust Project are promising. The project's seminal article, authored by Project Director Thibault Schrepel, defines computational antitrust as a "new domain of legal informatics which seeks to develop computational methods for the automation of antitrust procedures and improvement of antitrust analysis." There are more than fifty global antitrust enforcement agencies participating in the project, including both the US FTC and the DOJ Antitrust Division.

Schrepel situates computational antitrust within "Antitrust 3.0," which he explains "is emerging but remains incomplete." At the core of Antitrust 3.0 is the goal of developing consistent enforcement frameworks designed to combat anticompetitive conduct in digital markets.

IV. OUTLOOK

In "The End of Antitrust History Revisted," Kahn "reviews" Wu's The Curse of Bigness and explains that the "task facing reformers is to translate their critiques into a positive vision, including legal rules and analytical frameworks." These analytical frameworks will be critical to ensuring that antitrust law promotes free market economics, rather than subjects firms to inconsistent judicial interpretation and prosecutorial discretion.

The majority of federal antitrust law applicable today was authored prior to 1915, and the unique challenges associated with prosecuting exclusionary conduct in digital markets have presented concerns for nearly twenty years. While bipartisan support for antitrust reform and emerging scholarship both provide legitimate reason to be optimistic about efforts to modernize federal antitrust law, it is important that reforms are nuanced enough to confront the complex problems they are enacted to address.

Accordingly, while Senator Klobuchar's proposal is certainly "well-intentioned," the budgetary reforms and creation of the Market Analysis Bureau should be separated from and passed without the proposed Sherman and Clayton Act amendments included in the legislation. The newly-appointed experts in the Biden Administration should be afforded the requisite resources to capitalize on the promise of New School antitrust jurisprudence and the development of Antitrust 3.0. By providing these resources, those leading antitrust modernization efforts will be equipped with the tools needed to create nuanced legal frameworks that reflect modern critiques and ensure consistent enforcement practices.

#### It creates a legitimacy crisis that threatens the foundational credibility of the FTC.

Dr. Thibault Schrepel 19, PhD in Antitrust Law from Université Paris-Saclay, LLM in International Law and Legal Studies from the Brooklyn Law School, Associate Professor of Law at VU Amsterdam University, Faculty Affiliate and Creator and Director of the Computational Antitrust Project at the Stanford University CodeX Center, “Collusion by Blockchain and Smart Contracts”, Harvard Journal of Law and Technology, 33 Harv. J. Law & Tec 117, Fall 2019, Lexis

V. CONCLUSION

Blockchain is a new and yet little-explored territory. It is, amongst other things, the Amazon 228 of tomorrow's collusive agreements: full of different life forms and new possibilities, the technology will give rise to unidentified creatures and dangerous species that we do not really know how to approach.

I have first shown that blockchain will be used to enhance the functioning of collusive agreements as we know them and that new forms of collusion linked to the technology conditions of access and use will appear as well. Second, blockchain will increase the stability of collusive agreements, providing them with a good life. Depending on whether the blockchain is public or private, a double paradox could emerge. One paradox is related to the visibility of all practices to colluders while ensuring their opacity to non-colluders. The other is associated with the fact that collusive agreements will be more robust during their lifetime by eliminating a large proportion of deviant behaviors, but will die in more brutal ways.

For these reasons, one can expect an increase in the number of collusive agreements along with an increase in their profitability, but not necessarily in their duration. The number of leniency applications may also drop because blockchain will reinforce trust during the lifetime of collusive agreements. This is largely due to the potential use of smart contracts because once again, "[o]ne of the greatest checks on crime is not the cruelty of punishments, but their inevitability," 229 which is precisely what smart contracts provide by automating punishments.

[\*164] The time has now come to detect collusion by blockchain and smart contracts, however difficult that may be. I have shown that some blockchains are more likely to induce collusive agreements than others. Antitrust and competition authorities may start with focusing their efforts on these blockchains and creating safe harbors for the others, for instance, by ensuring that no sanction will be imposed under antitrust and competition law for a specified number of years. Antitrust and competition authorities may also, when sending questionnaires to undertakings, ask whether they use blockchain, and if so, what type of blockchain, using which consensus, and for what purpose.

But perhaps it is even more urgent to adapt existing legal toolboxes before they become entirely ineffective, which implies considering a "law is code" approach and, generally speaking, transforming part of antitrust and competition law to become allies to blockchain core developers rather than mere threats. 230 It is said that "it is tempting, if the only tool you have is a hammer, to treat everything as if it were a nail." 231 As true as this statement is, all we have in existing laws is one size of pliers. With the wrong tools, the most sophisticated technology requiring great precision will not be as adjusted as it could be. Antitrust and competition agencies are currently not equipped to fight collusive agreements by blockchain. This may cause a legitimacy crisis for antitrust and competition law that may become ineffective sooner than expected. Indeed, it is more than likely that the use of current regulatory tools will be prevented by the technical characteristics of blockchain. Agencies further need to start analyzing code and software programming. Without doing so, most illegal activities on blockchain will remain safe. The same is true for all practices outside of blockchain which use the Internet. To date, antitrust and competition agencies refuse to analyze the programming of platforms and software. This creates a legal loophole and encourages companies to commit anti-competitive strategies precisely here. 232

Without fundamental research on this subject, palliatives will continue to be present, risking the survival of blockchain 233-- or antitrust [\*165] and competition law. 234 Some propose the creation of an identity management system so that the real identities of blockchain users can be revealed. 235 Others have suggested "adding a regulatory node in the blockchain" to spy on it 236 or imposing fines to the core developers when blockchain is used for illegal activities. 237 Going even further, it has been said that public blockchains "governed by international institutions from the legal tradition" such as the United Nations should be created. 238 But in fact, these solutions are either ineffective or would jeopardize the utility of the technology as its applications rely on the key characteristics that I have exposed in our introduction and that would be challenged by these various initiatives. Let us recall first and foremost that blockchain is a fundamental technology that may create good for the world. 239 The creation of safe harbors 240 and regulatory sandboxes 241 will enable competition agencies to respond quickly to the challenges posed by blockchain, but in the end, only a re-conceptualization of the law will provide a satisfactory answer. 242 Without it, antitrust and competition law will face a second legitimacy crisis arising from the absence of decentralized regulatory mechanisms. After all, how can decentralized transactions be properly regulated by pyramidal rules and institutions?

#### Failure of FTC legitimacy crushes the effectiveness of the agency.

William E. Kovacic 15, Global Competition Professor of Law and Policy at the George Washington University Law School and Non-Executive Director of the United Kingdom Competition and Markets Authority, “Creating A Respected Brand: How Regulatory Agencies Signal Quality”, George Mason Law Review, 22 Geo. Mason L. Rev. 237, Lexis

Introduction

One determinant of a government agency's effectiveness is its reputation, or "brand." Much like a commercial enterprise, an agency develops a brand that signals quality to various observers. A good reputation can help the agency recruit skilled personnel, gain deference from courts, build credibility with business managers, and build popular support that can yield larger budgets and enhancements to its powers. An agency with a strong brand stands a greater chance of being effective than one with a weak brand.

This Essay considers how branding can affect the performance of the Federal Trade Commission ("FTC") and other agencies responsible for economic regulation. It analyzes how investments in building a good brand enable the regulatory agency to signal quality to various observers - insiders such as agency staff and outsiders such as businesses, consumer groups, courts, and legislators. Part I of this Essay defines the concept of a brand for public agencies. Part II then discusses why an agency's brand can be important to its effectiveness and identifies what types of agency activities either enhance or degrade an agency's brand.

The examination of agency branding has several purposes. One aim is to improve our understanding of how public agencies build a reputation, and to study the role of reputation in determining effectiveness. A closely related goal is to give public officials a better understanding of how they should approach the task of deciding what their agencies must do to prosper.

A further aim is to underscore the impact of institutional design and managerial incentives on agency performance and to illuminate how design choices and incentive schemes influence the development of a well-respected, coherent agency brand. Various design choices - for example, whether to give the competition agency a single function or a multi-purpose substantive mandate, whether to govern the agency by a single executive or [\*238] by a board, whether to integrate the tasks of prosecution and adjudication in a single body or to unbundle them among distinct entities - affect the capacity of the agency to enhance the quality of its brand. Incentives that give incumbent leaders reason to make investments in long-term agency capacity and quality have the same effects.

I. Brands and Public Institutions

Public institutions, such as competition or consumer protection agencies, build reputations or "brands" that the agency's own employees and external observers associate with the agency. 1 Brands perform two functions for the public agency. The first function is informational. 2 A good brand conveys a good sense of what an agency does. It communicates, at least in a general way, the scope of the agency's responsibilities and the aims that motivate the agency in the exercise of its powers.

A brand also signals institutional quality. For an agency such as the FTC, the foundations for a good brand are sound substantive programs (e.g., cases, regulations, reports), sound procedures (e.g., meaningful disclosure of information, rigorous testing of evidence, regular assessment of outcomes), strong capabilities (e.g., deep expertise in economics and law), and a healthy culture (e.g., thoughtfulness, integrity, courage, and a commitment to continuous improvement). 3 For several reasons, explained below, a strong brand is a valuable asset for a regulatory agency.

#### Its credibility’s key to global cooperation to contain spyware.

Ari Schwartz 12, Deputy Director of the Center for Democracy and Technology, “Federal Trade Commission Reauthorization”, Hearing Before the Subcommittee on Interstate Commerce, Trade, and Tourism of the Committee on Commerce, Science, and Transportation United States Senate One Hundred Tenth Congress First Session, Government Printing Office, https://www.govinfo.gov/content/pkg/CHRG-110shrg75970/html/CHRG-110shrg75970.htm

Mr. Schwartz. Thank you very much, Chairman Dorgan. Thank you for holding this public hearing today and inviting CDT to participate.

As more consumers' services move online, consumer protection agencies are facing new challenges. The Federal Trade Commission has played a leadership role to meet these challenges, including overcoming such difficulties as locating the perpetrators of online schemes, keeping up with the rapid pace of technological evolution, and following the increasing financial motivation of Internet fraudsters.

In particular, the FTC has been the lead law enforcement agency in the world in the fight against spyware. Spyware has become one of the most serious threats to the Internet's future. Consumer Reports magazine estimates that consumers will lose $1.7 billion this year to spyware attacks alone. The magazine estimates that almost 1 million consumers simply gave up fixing their spyware-riddled computers and had to throw them away.

The good news is that consumer losses are down dramatically from 2006, when they peaked at $2.6 billion. The main reasons for this decrease in the spyware threat are, first, the improvement in anti-spyware technology; second, the public pressure on companies advertising with nuisance or harmful adware; and, finally, the enforcement of consumer protection law, led by the work of the FTC and some State attorneys general.

The FTC recognized the profound threat posed by the rising tide of spyware early, and actively moved to limit its spread. The Commission has been the leading enforcer against spyware, pursuing 11 cases to fruition in the past two and a half years, including three based, at least in part, on the petitions brought my organization, the Center for Democracy and Technology. CDT has learned, through our own research, that, as consumer fraud increases, the FTC's ability to work internationally becomes more important. Congress passed the SAFE WEB Act late last year to provide the FTC powers to promote international cooperation. The FTC's ability to use this new law, and staff resources that it will need, will be very important to monitor.

#### Spyware norms are solidifying but require strong U.S. leadership---success stops human rights crackdowns.

Marietje Schaake 21, International Policy Director at Stanford University’s Cyber Policy Center, Senior Advisor for Tech & Geopolitics at Eurasia Group, President of the Cyberpeace Institute, “We Need a New Global Standard to Curb Intrusive Spyware”, Financial Times, 11/10/2021, Lexis

After more than a decade, democratic governments are finally waking up to the hazards of commercial spyware. Recent media coverage has exposed how authoritarian regimes are using NSO Group’s Pegasus software to spy on journalists and politicians. The EU has now tightened its rules on the export of surveillance technology, and the US Department of Commerce last week determined that Israel-based NSO Group and three other hacking companies were “engaging in activities that are contrary to the national security or foreign policy interests of the United States”. However, these modest steps do not go far enough: what’s needed is a global standard to reign in technologies that violate the rights to privacy, free assembly as well as free expression.

From ~~crippling~~ [devastating] ransomware to questionable neural algorithms which use AI to identify suspicious non-verbal activity, to face and emotion-detecting technologies, there is a proliferation of software applications which conflict with liberal democratic values.

Traditionally, export controls are imposed on products that threaten national security, such as those that could boost the manufacture of nuclear weapons. The EU has recently extended its export regime to include spyware technologies, and added human rights violations as a criterion for potential harm. But since the NSO Group is based outside the EU, it lies outside Brussels’ jurisdiction. Without a wider international agreement, options for curbing these companies are limited.

The absence of global restrictions brings further credibility risks: how can liberal democracies lobby against human rights abuses by authoritarian regimes, when they are in effect permitting the development and marketing of digital weapons?

While restricting exports may help prevent the flow of intrusive technologies from democracies to dictatorships, imports and domestic uses remain unaddressed. The Pegasus Project revealed how, in the heart of the EU, Hungarian prime minister Viktor Orban has deployed commercial surveillance systems to target the few remaining independent media outlets within his own country.

Even some democratic states, such as the Netherlands, are guilty of procuring hacking and surveillance systems, but do not disclose which ones. Undoubtedly, they will claim these are only ever used to track down the most serious criminal and terror suspects. Yet this lends credibility and capital to an exceedingly harmful industry. If democracies are serious about curbing surveillance, they should exercise greater transparency and lead by example.

More than ad hoc measures or restrictions applied to individual companies, the US should partner with the EU and other willing countries to set a new international standard for the use of, and trade in, spyware. This would be a tangible outcome for President Biden’s upcoming Summit for Democracy, a US-led virtual meeting in early December aimed at preventing authoritarianism, fighting corruption, and promoting human rights.

Beyond spyware, a variety of other technologies deserve greater scrutiny and regulation. Illegitimate mass surveillance systems, facial recognition software and tools used for illegal cyber operations are traded across borders to facilitate repression, conflict, and instability. Poor cyber security is now a source of systematic risk which threatens national resilience. Greater co-ordination is necessary to ensure that technologies which are currently legal do not provide the means for widespread rights violations.

Moreover, an international agreement between democratic states against malicious uses of technology will help set multilateral norms. UN human rights experts this week raised the alarm once more about how tech companies serve as modern-day “mercenaries”. “Private actors provide a wide range of military and security services in cyber space, including data collection, intelligence and surveillance,” they warned.

In the future, a licensing requirement should be the default for tech companies that contravene the human rights standard of democratic states. This would ensure better controls of end use and exports. Regulation would also allow for mapping of how software is being deployed, and enable greater transparency. Equally, companies should strengthen their own risk-management. The very credibility of democracies is at stake when tech companies can undermine global security unhindered.

#### Those trigger nuclear conflict.

Gregory Treverton 17, Chair of the National Intelligence Council, Office of the Director of National Intelligence, National Intelligence Council Unclassified Strategic Assessment Of Global Trends, Authored by ODNI Personnel Including the Chairman of the NIC, “The Near Future: Tensions Are Rising”, 2017, <https://www.dni.gov/index.php/global-trends/near-future>

These global trends, challenging governance and changing the nature of power, will drive major consequences over the next five years. They will raise tensions across all regions and types of governments, both within and between countries. These near-term conditions will contribute to the expanding threat from terrorism and leave the future of international order in the balance.

Within countries, tensions are rising because citizens are raising basic questions about what they can expect from their governments in a constantly changing world. Publics are pushing governments to provide peace and prosperity more broadly and reliably at home when what happens abroad is increasingly shaping those conditions.

In turn, these dynamics are increasing tensions between countries—heightening the risk of interstate conflict during the next five years. A hobbled Europe, uncertainty about America’s role in the world, and weakened norms for conflict-prevention and human rights create openings for China and Russia. The combination will also embolden regional and nonstate aggressors—breathing new life into regional rivalries, such as between Riyadh and Tehran, Islamabad and New Delhi, and on the Korean Peninsula. Governance shortfalls also will drive threat perceptions and insecurity in countries such as Pakistan and North Korea.

* Economic interdependence among major powers remains a check on aggressive behavior but might be insufficient in itself to prevent a future conflict. Major and middle powers alike will search for ways to reduce the types of interdependence that leaves them vulnerable to economic coercion and financial sanctions, potentially providing them more freedom of action to aggressively pursue their interests.

Meanwhile, the threat from terrorism is likely to expand as the ability of states, groups, and individuals to impose harm diversifies. The net effect of rising tensions within and between countries—and the growing threat from terrorism—will be greater global disorder and considerable questions about the rules, institutions, and distribution of power in the international system.

Europe. Europe’s sharpening tensions and doubts about its future cohesion stem from institutions mismatched to its economic and security challenges. EU institutions set monetary policy for Eurozone states, but state capitals retain fiscal and security responsibilities—leaving poorer members saddled with debt and diminished growth prospects and each state determining its own approach to security. Public frustration with immigration, slow growth, and unemployment will fuel nativism and a preference for national solutions to continental problems.

* Outlook: Europe is likely to face additional shocks—banks remain unevenly capitalized and regulated, migration within and into Europe will continue, and Brexit will encourage regional and separatist movements in other European countries. Europe’s aging population will undermine economic output, shift consumption toward services—like health care—and away from goods and investment. A shortage of younger workers will reduce tax revenues, fueling debates over immigration to bolster the workforce. The EU’s future will hinge on its ability to reform its institutions, create jobs and growth, restore trust in elites, and address public concerns that immigration will radically alter national cultures.

United States. The next five years will test US resilience. As in Europe, tough economic times have brought out societal and class divisions. Stagnant wages and rising income inequality are fueling doubts about global economic integration and the “American Dream” of upward mobility. The share of American men age 25- 54 not seeking work is at the highest level since the Great Depression. Median incomes rose by 5 percent in 2015, however, and there are signs of renewal in some communities where real estate is affordable, returns on foreign and domestic investment are high, leveraging of immigrant talent is the norm, and expectations of federal assistance are low, according to contemporary observers.

* Outlook: Despite signs of economic improvement, challenges will be significant, with public trust in leaders and institutions sagging, politics highly polarized, and government revenue constrained by modest growth and rising entitlement outlays. Moreover, advances in robotics and artificial intelligence are likely to further disrupt labor markets. Meanwhile, uncertainty is high around the world regarding Washington’s global leadership role. The United States has rebounded from troubled times before, however, such as when the period of angst in the 1970s was followed by a stronger economic recovery and global role in the world. Innovation at the state and local level, flexible financial markets, tolerance for risk-taking, and a demographic profile more balanced than most large countries offer upside potential. Finally, America is distinct because it was founded on an inclusive ideal—the pursuit of life, liberty, and happiness for all, however imperfectly realized—rather than a race or ethnicity. This legacy remains a critical advantage for managing divisions.

Central and South America. Although state weakness and drug trafficking have and will continue to beset Central America, South America has been more stable than most regions of the world and has had many democratic advances—including recovery from populist waves from the right and the left. However, government efforts to provide greater economic and social stability are running up against budget and debt constraints. Weakened international demand for commodities has slowed growth. The expectations associated with new entrants to the middle class will strain public coffers, fuel political discontent, and possibly jeopardize the region’s significant progress against poverty and inequality Activist civil society organizations are likely to fuel social tensions by increasing awareness of elite corruption, inadequate infrastructure, and mismanagement. Some incumbents facing possible rejection by their publics are seeking to protect their power, which could lead to a period of intense political competition and democratic backsliding in some countries. Violence is particularly rampant in northern Central America, as gangs and organized criminal groups have undermined basic governance by regimes that lack capacity to provide many basic public goods and services.

* Outlook: Central and South America are likely to see more frequent changes in governments that are mismanaging the economy and beleaguered by widespread corruption. Leftist administrations already have lost power in places like Argentina, Guatemala, and Peru and are on the defensive in Venezuela, although new leaders will not have much time to show they can improve conditions. The success or failure of Mexico’s high-profile reforms might affect the willingness of other countries in the region to take similar political risks. The OECD accession process may be an opportunity—and incentive— for some countries to improve economic policies in a region with fairly balanced age demographics, significant energy resources, and well-established economic links to Asia, Europe, and the United States.

An Inward West? Among the industrial democracies of North America, Europe, Japan, South Korea, and Australia, leaders will search for ways to restore a sense of middle class wellbeing while some attempt to temper populist and nativist impulses. The result could be a more inwardly focused West than we have experienced in decades, which will seek to avoid costly foreign adventures while experimenting with domestic schemes to address fiscal limits, demographic problems, and wealth concentrations. This inward view will be far more pronounced in the European Union, which is absorbed by questions of EU governance and domestic challenges, than elsewhere.

* The European Union’s internal divisions, demographic woes, and moribund economic performance threaten its own status as a global player. For the coming five years at least, the need to restructure European relations in light of the UK’s decision to leave the EU will undermine the region’s international clout and could weaken transatlantic cooperation, while anti-immigration sentiments among the region’s populations will undermine domestic political support for Europe’s political leaders.
* Questions about the United States’ role in the world center on what the country can afford and what its public will support in backing allies, managing conflict, and overcoming its own divisions. Foreign publics and governments will be watching Washington for signs of compromise and cooperation, focusing especially on global trade, tax reform, workforce preparedness for advanced technologies, race relations, and its openness to experimentation at the state and local levels. Lack of domestic progress would signal a shift toward retrenchment, a weaker middle class, and potentially further global drift into disorder and regional spheres of influence. Yet, America’s capital, both human and security, is immense. Much of the world’s best talent seeks to live and work in the United States, and domestic and global hope for a competent and constructive foreign policy remain high.

China. China faces a daunting test—with its political stability in the balance. After three decades of historic economic growth and social change, Beijing, amid slower growth and the aftereffects of a debt binge, is transitioning from an investment-driven, export-based economy to one fueled by domestic consumption. Satisfying the demands of its new middle classes for clean air, affordable houses, improved services, and continued opportunities will be essential for the government to maintain legitimacy and political order. President Xi’s consolidation of power could threaten an established system of stable succession, while Chinese nationalism—a force Beijing occasionally encourages for support when facing foreign friction—may prove hard to control.

* Outlook: Beijing probably has ample resources to prop up growth while efforts to spur private consumption take hold. Nonetheless, the more it “doubles down” on state owned enterprises (SOEs) in the economy, the more it will be at greater risk of financial shocks that cast doubt on its ability to manage the economy. Automation and competition from lowcost producers elsewhere in Asia and even Africa will put pressure on wages for unskilled workers. The country’s rapidly shrinking working-age population will act as a strong headwind to growth.

Russia. Russia’s aspires to restore its great power status through nationalism, military modernization, nuclear saber rattling, and foreign engagements abroad. Yet, at home, it faces increasing constraints as its stagnant economy heads into a third consecutive year of recession. Moscow prizes stability and order, offering Russians security at the expense of personal freedoms and pluralism. Moscow’s ability to retain a role on the global stage—even through disruption—has also become a source of regime power and popularity at home. Russian nationalism features strongly in this story, with A Chinese man rides a bike among luxurious cars. China’s dramatic economic growth has highlighted greater gaps between rich and poor.

President Putin praising Russian culture as the last bulwark of conservative Christian values against the decadence of Europe and the tide of multiculturalism. Putin is personally popular, but approval ratings of 35 percent for the ruling party reflect public impatience with deteriorating quality of life conditions and abuse of power.

* Outlook: If the Kremlin’s tactics falter, Russia will become vulnerable to domestic instability driven by dissatisfied elites— even as a decline in status suggests more aggressive international action. Russia’s demographic picture has improved somewhat since the 1990s but remains bleak. Life expectancy among males is the lowest of the industrial world, and its population will continue to decline. The longer Moscow delays diversifying its economy, the more the government will stoke nationalism and sacrifice personal freedoms and pluralism to maintain control.

An Increasingly Assertive China and Russia. Beijing and Moscow will seek to lock in temporary competitive advantages and to right what they charge are historical wrongs before economic and demographic headwinds further slow their material progress and the West regains its footing. Both China and Russia maintain worldviews in which they are rightfully dominant in their regions and able to shape regional politics and economics to suit their security and material interests. Both have moved aggressively in recent years to exert greater influence in their regions, to contest the US geopolitically, and to force Washington to accept exclusionary regional spheres of influence—a situation that the United States has historically opposed. For example, China views the continuing presence of the US Navy in the Western Pacific, the centrality of US alliances in the region, and US protection of Taiwan as outdated and representative of the continuation of China’s “100 years of humiliation.”

* Recent Sino-Russian cooperation has been tactical, however, and is likely to return to competition if Beijing jeopardizes Russian interests in Central Asia and as Beijing enjoys more options for cheap energy supply beyond Russia. Moreover, it is not clear whether there is a mutually acceptable border between what China and Russia consider their natural spheres of influence. Meanwhile, India’s growing economic power and profile in the region will further complicate these calculations, as New Delhi navigates relations with Beijing, Moscow, and Washington to protect its own expanding interests. A Chinese development firm—with links to the Chinese Government and People’s Liberation Army— today announced that it recently purchased the uninhabited Cobia Island from the Government of Fiji for $850 million. Western security analysts assess that China plans to use the island to build a permanent military base in the South Pacific, 3,150 miles southwest of Hawaii.

Russian assertiveness will harden anti-Russian views in the Baltics and other parts of Europe, escalating the risk of conflict. Russia will seek, and sometimes feign, international cooperation, while openly challenging norms and rules it perceives as counter to its interests and providing support for leaders of fellow “managed democracies” that encourage resistance to American policies and preferences. Moscow has little stake in the rules of the global economy and can be counted on to take actions that weaken US and European institutional advantages. Moscow will test NATO and European resolve, seeking to undermine Western credibility; it will try to exploit splits between Europe’s north and south and east and west, and to drive a wedge between the United States and the EU.

* Similarly, Moscow will become more active in the Middle East and those parts of the world in which it believes it can check US influence. Finally, Russia will remain committed to nuclear weapons as a deterrent and as a counter to stronger conventional military forces, as well as its ticket to superpower status. Russian military doctrine purportedly includes the limited use of nuclear weapons in a situation where Russia’s vital interests are at stake to “deescalate” a conflict by demonstrating that continued conventional conflict risks escalating the crisis to a large scale nuclear exchange.

In Northeast Asia, growing tensions around the Korean Peninsula are likely, with the possibility of serious confrontation in the coming years. Kim Jong Un is consolidating his grip on power through a combination of patronage and terror and is doubling down on his nuclear and missile programs, developing long-range missiles that may soon threaten the continental United States. Beijing, Seoul, Tokyo, and Washington have a common incentive to manage security risks in Northeast Asia, but a history of warfare and occupation along with current mutual distrust makes cooperation difficult. Continued North Korean provocations, including additional nuclear and missile tests, might worsen stability in the region and prompt neighboring countries to take actions, sometimes unilaterally, to protect their security interests.

Competing Views on Instability

China and Russia portray global disorder as resulting from a Western plot to push what they see as self-serving American concepts and values of freedom to every corner of the planet. Western governments see instability as an underlying condition worsened by the end of the Cold War and incomplete political and economic development. Concerns over weak and fragile states rose more than a generation ago because of beliefs about the externalities they produce— whether disease, refugees, or terrorists in some instances. The growing interconnectedness of the planet, however, makes isolation from the global periphery an illusion, and the rise of human rights norms makes state violence against a governed population an unacceptable option.

#### Containing spyware prevents the complete erosion of Indian democracy

Mauktik Kulkarni 21, Trained in Engineering at the University of Pune, Biophysics at the University of Illinois at Urbana-Champaign, and Neuroscience at Johns Hopkins University, Author at The Fair Observer, Writer for National Public Radio, All India Radio, BBC Marathi, National Geographic, LiveMint, Times of India, and The Hindu, “Why Americans Should be Alarmed by the Pegasus Spyware Controversy in India”, Scroll, 8/2/2021, https://scroll.in/article/1001373/why-americans-should-be-alarmed-by-the-pegasus-spyware-controversy-in-india

Under a collaboration called the Pegasus Project, 17 media organisations from around the world have recently released startling information about the way several governments have allegedly used spyware made by Israeli firm NSO to snoop on perceived adversaries.

Pegasus spyware, classified as a weapon to be used against criminals and terrorists, was allegedly used in India to spy on opposition politicians, bureaucrats and journalists, among others. While the Indian government has denied the charges, all the evidence points to the executive branch running amok.

The unravelling of Indian democracy offers important lessons for the United States, especially with recent revelations regarding former President Donald Trump’s final days in office and the reluctance of his Republican Party in the legislature to hold him accountable.

The destruction of Indian democratic institutions under Narendra Modi since he came to power in 2014 is well documented. If these new allegations are left unaddressed, which is the most likely outcome, their chilling effect on society will ensure India’s swift decline into a sham democracy like Russia.

If true, the implications of such surveillance are not limited to political, bureaucratic, journalistic, or judicial opponents of the current government. They will affect the economic climate, open-minded academic inquiry, and spirited debates among students and civil society, which are all essential for a thriving democracy.

#### Backsliding obliterates containment of disease, pollution, and nukes---extinction.

Akshai Vikram 21, Doctoral Candidate in Security Studies at the University of Central Florida, Roger L. Hale Fellow at the Ploughshares Fund, M.A from Johns Hopkins University SAIS and B.A. from Johns Hopkins Baltimore, “Indian Democracy Is on The Ropes. The US Must Act”, Defense One, 6/12/2021, https://www.defenseone.com/ideas/2021/06/indian-democracy-ropes-us-must-act/174679/

Even as the U.K. hosted President Biden on a visit to “rally the world’s democracies,” Britain’s reopening is under threat from a new strain of the COVID-19 virus. This new variant, which originated in India, is directly related to Narendra Modi government’s disappointing and less-than-democratic handling of the pandemic. The new coronavirus strain is just one example of the threat that awaits U.S. interests if India, the world’s largest democracy, should complete its slide into authoritarianism. Thankfully, the U.S. still has a number of options to combat, if not prevent, democratic backsliding in India.

Democratic or not, India’s relevance is assured. Its size alone guarantees this. India’s largest state, Uttar Pradesh, boasts a population of over 200 million people, larger than any individual country in Africa, Europe, or Latin America. This hard fact has led Republicans and Democrats to agree on India’s importance, with both sides emphasizing its potential role as a regional counterweight to China. The Trump administration’s National Defense Strategy stressed the benefits of a “free and open Indo-Pacific region” and promised to “strengthen our alliances and partnerships in the Indo-Pacific…to preserve the free and open international system.” The Biden administration made similar pronouncements in its Interim National Security Guidance, saying it will “reinvigorate and modernize our alliances and partnerships,” partially to “hold countries like China to account.” The Biden administration specifically promised to “deepen our partnership with India” as part of this effort.

This strategic logic presumes the United States will be dealing with a democratic India that prefers a “free and open international system,” rather than an authoritarian India that domestically more closely resembles “countries like China” than it does a full-functioning democracy.

But the pace of Indian democratic backsliding has noticeably quickened. It was an ominous warning when Narendra Modi, who was banned from the United States for turning a blind eye to a virtual pogrom against Muslims while chief minister of Gujarat, was elected Prime Minister in 2014. After seven years in power, Modi and his Hindu nationalist Bharatiya Janata Party, or BJP, have further eroded Indian democracy, leading the nonprofit Freedom House to rank India as “partly free” for the first time in 30 years.

Modi’s authoritarian actions have ranged from the pseudo-scientific and laughable to the egomaniacal and lethal. Most notoriously, the BJP sought in 2019 to openly discriminate against Muslim immigrants. The law passed, and when it drew mass protests across the country, the BJP met them with authoritarian force. Later in the year, India stifled the Internet in Kashmir.

India’s democratic backsliding has also hurt its lackluster COVID-19 response. Modi’s BJP has propagated a number of inane myths about the disease, especially quack cures. Party leaders from Modi on down have set bad examples, appearing at large rallies, without masks, and turning the Hindu Kumbh-Mela festival into a superspreader event because “the faith in God will overcome the fear of Covid-19.”

The Modi government has also moved to stifle dissent, especially investigative journalism on its pandemic response. In April, the chief minister of Uttar Pradesh threatened to seize the property of people propagating “rumors” of oxygen shortages. And just last month, when information on the Indian variant was desperately needed, a top Indian virologist on a government panel to investigate the variant suspiciously resigned, after he had been quoted in the New York Times criticizing the government. All this suggests that continued democracy in India is no sure thing.

A fully authoritarian India could take a number of forms, with disparate effects on its relationship with the United States. Shared concerns about China could lead the U.S.-India relationship to mirror the path of American relations with Vietnam, where the two countries have managed to work constructively despite their tempestuous past and Vietnam’s one-party rule.

Perhaps more likely, India under Modi could present a challenge not dissimilar to that of the Philippines under Duterte, a country too strategically important for the U.S. to ignore in its efforts to counter Chinese influence in the region, but one whose authoritarian streak routinely impedes greater cooperation.

Most detrimentally for the United States, India could even one day seek to follow the path of Russia, prioritizing allegiance to right-wing authoritarian ethno-nationalism rather than its historical and geographic disputes with China. This worst case scenario is not as far-fetched as it once might have seemed: in the last few months alone, Russia and India have taken eerily similar steps to stifle Twitter in response to domestic critics.

No matter how authoritarian the government in New Delhi becomes, the United States will need to engage with it constructively on certain issues, especially transnational threats like climate change and nuclear weapons. Fortunately, the Biden administration has already demonstrated its capability to do just that by cooperating constructively with Russia on nuclear arms control and with both China and Russia on climate change, while at the same time confronting both countries on other issues as necessary.

However, there is no scenario where further democratic backsliding in India would make life easier for the United States. At the very least, an increasingly authoritarian Indian would jeopardize the push for cooperation among ‘like-minded’ democracies, especially when it comes to countering China.

International partnerships, like the recent project of coordinated vaccine production from the emerging ‘Quad’ countries—India, Australia, the U.S., and Japan—could conceivably continue even if India moves further from the democratic camp. Even so, they would surely be less resilient if based solely on common interests rather than common values. Efforts by the European Union to increase ties to India would also likely be undermined.

#### The plan solves:

#### 1. UPDATING.

#### Prohibiting violations at the infrastructure level establishes a collaborative relationship between blockchain and antitrust that infuses technological principles into legal enforcement.

Dr. Thibault Schrepel 21, PhD in Antitrust Law from Université Paris-Saclay, LLM in International Law and Legal Studies from the Brooklyn Law School, Associate Professor of Law at VU Amsterdam University, Faculty Affiliate and Creator and Director of the Computational Antitrust Project at the Stanford University CodeX Center, Blockchain + Antitrust: The Decentralization Formula, p. 247-249

1.2 Enforcement

1.2.1 Not this...

Enforcement is the second pillar of a collaborative approach between law and tech, antitrust and blockchain. I realize that this may seem counterintuitive; enforcement is, by definition, confrontational. In reality, distinct types of enforcement can lead to varying degrees of confrontation: some harm the entire blockchain, while others target the sole perpetrators of illegal practices. One should avoid the former, as it would reduce blockchain’s usefulness and thus deprive policymakers and regulators of an important ally. It is in the interests of both communities to encourage the latter.

I concluded the first part of this book by underlining that making law and tech work toward the same objective implied bearing with some assaults by each on the other. This means that blockchain communities should not only tolerate antitrust sanctions, but also facilitate them, because they ultimately lead to further decentralization. It also means that antitrust agencies and courts should direct their enforcement activities in a specific way. Overall, they should seek to preserve blockchain. This will be challenging, as agencies generally conduct their enforcement activities one case after the other, without such a long-term objective. That being said, agencies could still achieve the overall goal of enabling blockchain technology to flourish while ensuring case-by-case enforcement.

For that, agencies should avoid enforcement activities against practices that directly arise from the intrinsic characteristics of a blockchain. For example, public permissionless blockchains distribute information throughout the marketplace, including the number of transactions implemented by specific users, the fees being paid and so on. This transparency could lead to antitrust concerns, especially when it comes to tacit collusion.14 Nevertheless, because this essential feature makes markets more fluid and mitigates information asymmetry,15 enforcement activities should not be directed at it.

The same goes for the opacity that blockchains create. As we have seen together, the identity of a blockchain’s participants and the content of their transactions are protected by encryption. Yet one should not consider this a relevant element in European competition law for presuming the intention to collude (moral component), for systematically making cartelization on block- chain a restriction “by object” rather than “by effect,” or for easing the burden of proof on antitrust agencies. Doing so would deter legal uses of blockchain.

More generally, it is important to underline that all blockchain participants agree to the same set of rules. That should not be seen as an illegal agreement between them, even though it affects their economic behavior. Agreeing to the same rules is, in fact, necessary for blockchain’s survival, as it creates consistency in the blockchain ledger in the absence of central coordination. It solves the Byzantine Generals Problem, according to which a central power is always needed to coordinate actions and maximize outcomes. That applies to forks, which should only rarely be seen as illegal (as I discussed in Chapter 8), because they create checks and balances within each blockchain. Let me reiterate that without consensus regarding the rules and their modification, the whole system would collapse, as the ledger integrity could not be maintained. All practices engaged by the blockchain nucleus to ensure survival, such as their forks and modifications of the core client, should thus be presumptively legal as far as antitrust enforcement is concerned.

1.2.2 ...but that!

I recommend that antitrust agencies focus their enforcement activities on practices that affect the “real space”, and on practices that defeat blockchain’s purpose.

As I discussed in Chapters 9 and 11, the first type of practice covers the use of blockchains to support firms’ efforts to collude or monopolize markets. These practices have a strong and direct impact on consumers. Detecting this type of behavior will require proactive actions by antitrust agencies. If they engage in such actions, enforcement in the field will increase consumer welfare.

The second category concerns practices that centralize blockchain ecosystems artificially. More specifically, agencies should target practices that centralize the infrastructure level of a blockchain. As I have explained, that level has a critical influence on the decentralization of other levels. Prohibiting artificial forms of centralization at that layer will free most of the ecosystem from coercive forms of power. In doing so, it will make blockchain a more potent ally to antitrust law. Furthermore, this type of enforcement will prove increasingly important over time. If blockchain adoption continues to increase, it could very well become a key infrastructure for the world economy. At that point in time, the artificial centralization of blockchain will become antitrust agencies’ top enforcement priority.

Overall, directing enforcement activities toward these two types of practices would free blockchain, and its economic ramifications, from the most restrictive practices without diminishing its usefulness or creating resentment within blockchain communities. Antitrust would thus become the ally of blockchain ecosystems and would start being perceived as such.

#### 2. LEADERSHIP.

#### Going bold builds FTC’s brand and secures a foothold for future experimentation.

Philip J. Weiser 17, Hatfield Professor of Law and Dean Emeritus at the University of Colorado Law School, Former Senior Advisor for Technology and Innovation to the National Economic Council Director in the White House, “Entrepreneurial Administration”, Boston University Law Review, 97 B.U.L. Rev. 2011, December 2017, Lexis

Introduction

A core failing of today's administrative state and modern administrative law scholarship is the lack of imagination as to how agencies should operate. On the conventional telling, public agencies follow specific grants of regulatory authority, use the traditional tools of notice-and-comment rulemaking and adjudication, and are checked by judicial review. In reality, however, effective administration depends on entrepreneurial leadership that can spearhead policy experimentation and trial-and-error problem-solving, including the development of regulatory programs that use non-traditional tools.

Entrepreneurial administration takes place both at public agencies and private entities, each of which can address regulatory challenges and earn regulatory authority as a result. Consider, for example, that Energy Star, a successful program that has encouraged the manufacture and sale of energy efficient appliances, is developed and overseen by the Environmental Protection Agency ("EPA"). 1 After the EPA established the program, Congress codified it and, eventually, other countries followed suit. 2 By contrast, the successful and complementary program encouraging the construction of energy efficient buildings, the well-respected Leadership in Energy and Environmental Design ("LEED") standard, was developed and is overseen by a private organization. 3 After it was developed, a number of governmental authorities endorsed it and [\*2013] have encouraged LEED-certified construction projects with both carrots 4 and sticks. 5 Significantly, although neither the Energy Star program nor the LEED standard were originally anticipated by any regulatory statute, both have had tremendous impacts.

The Energy Star and LEED case studies exemplify the sort of innovative regulatory strategies taking root in the modern administrative state. 6 Despite the importance of entrepreneurial administration in practice, scholars have failed to examine the role of entrepreneurial leadership in spurring policy innovation and earning regulatory authority for an agency (or private entity). 7 This oversight is most unfortunate in the case of technologically developing fields where experimental regulatory strategies - as opposed to traditional notice-and-comment rulemaking or adjudication - are often essential. 8 In short, administrative law needs an account of agency action that explains why entrepreneurial leadership matters in government and how agencies should operate. 9

[\*2014] This Article: explains that the conventional view of agency behavior - following the specific direction of Congress or the President and using notice-and-comment rulemaking or adjudication processes - does not capture how public agencies and private entities develop innovative regulatory strategies and earn regulatory authority as a result. In particular, this Article: explains how governmental agencies like the EPA and private entities like the United States Green Building Council ("USGBC") (which oversees the LEED standard) depend on entrepreneurial leadership to develop experimental regulatory strategies. It also explains how, in the wake of such experiments, legislative bodies have the opportunity to evaluate regulatory innovations in practice before deciding whether to embrace, revise, reject, or merely tolerate them. To be sure, such experimental strategies are not always preferable to traditional administrative rulemaking and adjudication, but considering experimental strategies and evaluating whether they would be more effective than traditional regulatory approaches is.

Legal scholarship on experimental regulation is well-developed in the context of states serving as laboratories of democracy. 10 Scholars have not, however, discussed the significant role that federal agencies and private bodies can play in experimenting with regulatory strategies in advance of congressional action. 11 Scholars have also failed to examine the role of entrepreneurial leadership in developing successful experiments. This Article: does just that, highlighting the importance of entrepreneurial leadership in government, discussing a number of [\*2015] emerging regulatory experiments, and suggesting how Congress should evaluate such experiments.

This Article: proceeds in four parts. Part I examines the traditional model of regulation and the emerging alternative models of agency action through co-regulation, developing best practices through convening, and encouraging private regulation. In so doing, it underscores that entrepreneurial leadership and a culture of experimentation and trial-and-error learning is essential to developing the best solution. Part II discusses the relevant criteria for evaluating such experiments and examines potential objections to the earned regulatory authority model. Part III discusses four case studies of experimental regulatory strategies: (1) the USGBC's development of the LEED standard; (2) the Federal Trade Commission's ("FTC") oversight of information privacy and data security practices; (3) the National Institute of Standards and Technology's ("NIST") development of a strategy for cybersecurity readiness; and (4) the Department of Health and Human Services' ("HHS") oversight of electronic health records. In all of these cases, the private body or federal agency acted to oversee an emerging technology or issue (often in advance of explicit congressional direction and guidance), allowing Congress to observe the strategy in action and evaluate it after the fact. Part IV examines the concept of policy entrepreneurship, explaining both the barriers and opportunities it faces in the modern administrative state.

I. The Traditional Model and Emerging Realities

The traditional model of regulation relies on notice-and-comment rulemaking and agency adjudication. 12 Under this model, the output - the starting point for traditional administrative law analysis - is generally a form of positive law developed and enforced by a government agency through traditional tools (rulemaking or adjudication). 13 As Professors Charles Sabel and William Simon have observed, this model, "pejoratively called command and control, is identified with rule-bound bureaucracy and deference to ineffable expertise." 14

The traditional model can be depicted neatly as a hierarchy. 15 Congress sets a specific policy direction and empowers an administrative agency to implement that policy. The agency, in turn, uses either its rulemaking or adjudication authority to implement that direction. Finally, owing to the agency's expertise and congressional authorization, courts review the agency's action with deference.

[\*2016] Driven by technological changes and globalization, regulatory agencies increasingly are looking to alternative regulatory strategies, many of which fit under the "New Governance" label. 16 In some cases, innovative regulators experiment with new approaches to address emerging issues and fill gaps in the existing regulatory regime. In other cases, an agency might experiment with a co-regulatory strategy (where the agency integrates its authority with private sector efforts); exercise its authority in creative ways, such as developing best practices through convenings; or rely on private regulation. In that last category, as is the case with Energy Star, the government agency (or private entity, for that matter) can certify compliance with best practices, thereby sharing valuable information with the public and shaping norms of behavior. 17 In each of the above examples, the regulatory agency acts not within a hierarchy, but within a network. 18

[\*2017] The traditional, hierarchical model follows a familiar, step-wise approach to regulation. 19 The first step is establishing a standard of conduct. 20 The second step is implementing that standard of conduct, generally through a monitoring regime. 21 The final step is enforcement, in which parties are sanctioned for any failures to comply with the rules. 22 This model of regulatory action still holds strong in some areas, but it is no longer - and should not be - the exclusive strategy for addressing emerging policy issues.

In the emerging, networked environment, regulatory agencies find themselves with a range of options and tools for developing standards of conduct, monitoring behavior in the marketplace, and enforcing or encouraging compliance. The conversation around such emerging solutions has taken a number of forms, sometimes under the headings of "responsive regulation," "experimentalism," or "New Governance." However framed, there is a pressing need for more adaptable approaches that can operate effectively in technologically changing environments or in fields where the circumstances differ across geographic (or other) contexts. 23 To address emerging challenges, regulatory agencies will increasingly be called upon to experiment with non-traditional regulatory strategies, requiring legislatures to monitor and evaluate the effectiveness of innovative regulatory initiatives after the fact.

A. The Limits of the Traditional Regulatory Approach

The traditional model of regulation is coming under strain in the face of increasing globalization and technological change. 24 Consider, for example, the traditional model of drug and medical device approval used by the Food and Drug Administration ("FDA"). The legacy model of regulation envisioned the FDA reviewing a drug and making an up-or-down decision on whether to approve the marketing of the drug. 25 By putting all of the pressure on the front [\*2018] end (ex ante), the legacy model creates two sets of challenges: (1) the pre-approval process takes a long time, costs a lot of money, and, in some cases, unnecessarily delays access to potentially beneficial drugs; and (2) the lack of a post-approval review process allows drugs to "be marketed despite evidence that they were doing unanticipated harm." 26 Unfortunately, the second type of error - a lack of responsiveness to on-the-ground realities - reinforces the first type of error, creating more pressure on the FDA to withhold approval until it satisfies itself that the relevant drug or device will not cause harm. 27

Congress is well aware of the limits of traditional ex ante regulation. In the food and drug arena, it has worked to update the FDA's model of regulation. In the Food and Drug Administration Amendments of 2007, for example, Congress gave the FDA increased flexibility to approve drugs and require ongoing research as to how the drugs work, called for an improved Adverse Event Report System at the agency, and mandated a framework for monitoring drug efficacy in practice. 28 More recently, the FDA established fast-tracks for approving drugs and medical devices that promise life-saving breakthroughs. 29 As the FDA explained with respect to the medical device review process, "reducing premarket data requirements while increasing postmarket requirements for devices subject to a [Pre-Market Approval], when appropriate, can assist the FDA in making medical devices available to patients sooner than if following the traditional premarket review pathway." 30

[\*2019] This Article: , while sympathetic to the need to reform existing regulatory structures, does not focus on this issue. 31 Rather, it explains how considerable flexibility for a range of alternative options exists within current structures and is already being used by agencies and private entities to great effect. As such, this Article: describes the underappreciated model of earned regulatory authority, calls for a more self-conscious use of this model, and explains how agencies can spearhead and implement this model successfully through entrepreneurial leadership and a culture of trial-and-error problem solving. 32

The role of a more imaginative approach to regulation relates back to the "responsive regulation" movement led by Ayres and Braithwaite. On their account, regulatory strategies can be conceptualized as an "enforcement pyramid," with "persuasion" on the bottom and "license revocation" at the top (as the regulatory equivalent of the death penalty for a regulated firm). 33 In all cases, a responsive regulation approach emphasizes dialogue and engagement around the impact of regulatory efforts in practice. 34 In so doing, it underscores that regulators need not always use their traditional tools (notice-and-comment rulemaking and adjudication). Rather than reflexively adopting traditional approaches, regulatory agencies can (1) embrace and oversee self-regulation (enforced self-regulation or co-regulation), (2) convene stakeholders to develop best practices, or (3) persuade parties to develop private regulatory initiatives. The next three Sections discuss each strategy in turn.

[\*2020]

B. The Promise of Co-Regulation

Even when using its traditional authority, an agency can operate more nimbly and effectively by integrating its efforts with private bodies who have expertise in the field. Where that integration involves the explicit embrace, oversight, and enforcement of actions by private bodies, the model of regulation is aptly described as "co-regulation." 35 For a successful use of co-regulation, consider the FCC's use of frequency coordinators to assign rights to use the wireless spectrum. As I have explained previously:

One notable self-regulatory program that the FCC has overseen is the use of frequency coordinators, which manage voluntary cooperation in the use of point-to-point microwave links and private land mobile radio systems. In that context, the coordinator evaluates requests for new licenses and certifies that such new licenses will not cause undue interference to established users. Consequently, while the FCC is the authority that grants or denies licenses as a formal matter, it routinely relies on and defers to the judgment of the frequency coordinator. This deference to the frequency coordinator facilitates cooperation around the use of the relevant licenses. 36

The importance of this co-regulation model is that the FCC's delegation of authority enables practical problem-solving on the ground by the frequency coordinator. As Dale Hatfield, a former Chief Engineer at the FCC, explained, this system works because it encourages the local engineers to "sit down together, solve these problems, and say let's figure out how to do it," limiting the need for the FCC to use its backstop authority. 37

The FTC's partnership with the Better Business Bureau's National Advertising Division ("NAD") operates in a functionally similar fashion to the FCC's use of frequency coordinators. 38 Notably, the NAD has developed an [\*2021] effective model of dispute resolution around misleading advertising issues, deciding an array of issues and referring cases, where necessary and appropriate, to the FTC. 39 Because the NAD has developed such a trusted program, FTC leaders have praised its work and relied on it to carry the laboring oar in this area, 40 leaving the FTC's residual authority as a backstop. In particular, the NAD refers cases to the FTC where a party refuses to participate in its process or comply with a decision. 41

Learning from the NAD model, the European Union is working with the European Advertising Standards Alliance to develop a similar approach to overseeing false advertising claims. 42 In this case, however, the governmental authority is actively involved in developing and supporting this body rather than integrating its work after the body developed on its own. 43 In short, government can either embrace existing bodies as part of a co-regulation strategy or stimulate and steer the development of new ones.

C. The Role of Best Practices and Agency Convened Efforts

For many regulatory agencies, the opportunity to act as a "convenor," to develop best practices, and to create "soft law" or norms is an important part of their mission. As former FTC Chair Bill Kovacic explained with regard to the FTC, "Congress gave the FTC capacity to serve as a convenor - to engage in a diverse array of activities that facilitate norms development," including "what we now call "soft law' measures (e.g., self-regulatory standards, proposed guidelines)." 44 In particular, Congress specifically authorized the FTC to collect information and develop reports on topics not immediately related to cases or regulatory matters before the Commission. 45 In Kovacic's view, the FTC has used its convening authority effectively, "improving understanding, building consensus, and supplying focal points for norms development" through thoughtful reports that distill key issues. 46

[\*2022] For a range of agencies, the role of developing and championing best practices is on the rise, 47 reflecting a number of trends. First, many agencies find themselves without sufficient authority to promulgate binding rules as new technologies emerge. Second, even where an agency may have formal authority, it might be reluctant to use it in the face of an emerging technology where it needs to act more quickly than formal notice-and-comment rulemaking allows. Third, the agency may lack sufficient confidence that a prescriptive rule is warranted and thus leaves open a range of options, merely narrowing the field of possibilities and pointing entities in the right direction. 48

To develop best practices effectively, an agency must invest significant resources in the enterprise. Stated generally, this effort involves "horizontal modeling rather than hierarchical direction" and is "a method of regulation in which central administrators provide advice and disseminate information, instead of mandating a one-size-fits-all regulatory scheme." 49 In an increasing number of cases, best practices focus not only on U.S. firms, but also those across the world, requiring that the regulatory agency coordinate its international counterparts. 50 Moreover, to develop emerging best practices, it is important that agency staff take the time to learn the details of "the regulated entities first-hand, develop a strong sense of emerging processes, and … [share] knowledge of these processes with staff at other locations." 51

Where an agency (or a private entity) identifies and disseminates a best practice, it acts as a "norm entrepreneur." 52 As discussed in Part III, the FTC has performed this role in the online privacy and data security contexts, articulating and recommending a set of best practices. 53 One virtue of this role - like soft law more generally - is that it may well make the adoption of more formal regulation less necessary. 54 To the extent that the articulation of the relevant [\*2023] norm itself does not overcome the collective action problem and catalyze compliance with a norm, a certification regime (like Energy Star) for those who are compliant (along with naming and shaming) might do so.

One path for catalyzing compliance, which can be labeled as "jawboning" or "threats," involves the use of apparent legal authority - say, opening up an investigation - to achieve a desired result. In a provocative article, Professor Tim Wu defends the use of "threats," calling for norm entrepreneurship by agency leaders and the development of limiting principles for the practice. 55 In criticizing Wu's argument, some commentators have characterized it as condoning lawless conduct. 56 In that spirit, I previously criticized the FCC's use of its merger review authority to secure outcomes in other contexts that were not specifically related to the merger. 57 I also called the FCC's use of "arm twisting" controversial when done without full transparency and a willingness to take formal action. 58 Finally, I noted that the tactic is "dangerous" if the agency is not willing and able to follow through with formal regulation if the called-for behavior does not take place, as the meaningless nature of the threat will become plain and the agency will lose credibility. 59

Any agency that develops best practices should be aware of the potential risks of such an effort. For starters, if an agency's identified best practices are allowed to become stale, some private actors might stick with them and fail to improve their practice. Second, given that there is no judicial oversight of best practices development, 60 it is important that agencies pre-commit to a level of procedural regularity and fairness in how they develop them. Third, without either carrots or sticks related to best practices, an agency may find it difficult to generate attention or catalyze compliance. 61

[\*2024]

D. Private Regulation

As exemplified by the LEED building standard, a private regulatory initiative can drive behavior toward a social goal. Given the need to respond to emerging issues more adaptably than traditional regulatory processes allow, public agencies may be tempted to rely on private bodies. 62 In the internet environment, for example, a range of issues are managed by multi-stakeholder organizations, which use "dialogue to develop voluntary norms and best practices." 63 Similarly, in the environmental field, a range of "private activity generates pressure on environmental behavior without resulting in a statute, regulation, agency enforcement action, or court decision for review by scholars and policymakers." 64

The role of private, multi-stakeholder efforts in internet governance is the U.S. government's official policy. 65 Since the development of the internet's basic technical standards in the 1980s and 1990s by groups like the Internet Engineering Task Force ("IETF") and the World Wide Web Consortium ("W3C"), "these entities have largely established the norms and standards for the global internet, but they are little known to the general public." 66 The U.S. government recently fully embraced this model, recognizing the need for internet policy and governance issues to be developed in an adaptable and global fashion. 67 This embrace includes supporting the Internet Corporation for Assigned Names and Numbers ("ICANN") as an independent, international body to oversee the internet's numbering system. 68

In the internet context, two private regulatory efforts bear notice, as both exist in tandem with legal and regulatory oversight. First, the Copyright Alert System (overseen by the Center for Copyright Information) was a cooperative effort between broadband providers and content providers focused on addressing [\*2025] piracy in peer-to-peer networks. 69 This initiative, which existed for four years, 70 provided some measure of guidance to the broadband industry on what sort of "repeat infringer" policy was reasonable. 71 In light of recent court decisions holding a broadband provider liable for failing to develop an appropriate repeat infringer policy, the guidance from this organization could be considered best practice and protect a provider from liability, 72 although its cessation of operations may limit its impact. Second, the Broadband Internet Technical Advisory Group ("BITAG") is a multi-stakeholder organization that seeks to define best practices and broadband network management ahead of any FCC action under its network neutrality regime. 73 In its most recent regulatory decision on network neutrality, the FCC highlighted its openness to "obtaining objective advice from industry standard-setting bodies or similar organizations," specifically citing BITAG as an example. 74

Both the Center for Copyright Information and BITAG relied on a mix of industry representatives and public interest advocates and operated in an open, transparent, and consensus-based manner. 75 Like frequency coordinators and the [\*2026] NAD, the bodies confronted the challenge of earning their legitimacy and claim to regulatory authority. If such efforts succeeded, the FCC and copyright courts would regard their guidance as meaningful, just as the FTC and courts do with respect to the actions of the NAD. 76

In the environmental realm, the Marine Stewardship Council ("MSC") is an instructive case study on how a multi-stakeholder private regulatory initiative can have a major impact. The MSC, founded by the World Wildlife Fund and Unilever, was launched to address the concern about fisheries operating in a sustainable fashion. 77 As one commentator explained, "the MSC administers standards for sustainable fisheries, updates the standards periodically with input from a stakeholder advisory group, evaluates fisheries, and allows those fisheries that meet certain criteria to label their fish as MSC-certified." 78 The MSC standard focuses on three core concerns: (1) maintaining sustainable fish stocks; (2) minimizing any adverse environmental impact; and (3) managing the fishery effectively, including compliance with relevant legal requirements. 79 Under the MSC-administered regime, independent private auditors must assess compliance with the relevant standards and compliant products can be labeled as such. 80 Indeed, the MSC regime allows any organization with concerns related to certification to make a formal objection during the certification process. 81

[\*2027] The MSC provides a powerful example of how private regulation can work even when not reinforced by public regulation. 82 By 2012, sixty percent of the fish caught in U.S. fisheries for human consumption were MSC-certified and major corporations, such as Wal-Mart and McDonald's, had committed to selling only MSC-certified, wild-caught fish. 83 Moreover, the MSC's private regime drove compliance with the nonbinding Code of Conduct, developed by the United Nations Food and Agriculture Organization, by making it part of its requirements. 84 After surveying this regime and formal regulatory efforts to address the issue, one commentator concluded that the MSC model was more successful than traditional regulatory efforts in this area and that "private regulation is best situated to address the complex problem of fisheries depletion." 85

In short, private regulatory efforts, such as those led by multi-stakeholder organizations, can influence private behavior whether they operate in tandem with public regulatory oversight or in a vacuum created by a lack of regulatory oversight. Whether they operate in the backdrop of public oversight or as a standalone effort, private bodies need to establish their legitimacy to influence behavior on the ground. To do so, they must have sufficient independence from those they oversee, enabling both regulators and consumers to trust their judgments (including determinations of compliance). 86

[\*2028]

E. Hacking the Bureaucracy

In most situations, Congress and agencies think along traditional lines and agency leaders continue on the established path of agency regulation, under-utilizing the alternative models discussed above. 87 There are a number of reasons for this dynamic, including the power of "path dependency and bureaucratic entrenchment." 88 Even more powerfully, the incentives for policymakers are often to avoid Type 1 errors - those visible errors of commission - that arise when trying a new strategy that might fail. By contrast, the hidden Type 2 errors - ones of omission - are permissible and a regular feature of bureaucratic inertia. 89

On one account, the challenge of leading a bureaucracy is captured by the reality that governmental employees, who enjoy civil service protection, can tell their politically-selected leaders, "I was here long before you arrived and will be here long after you are gone." In practice, such explicit defiance is the exception. Regardless of whether bureaucratic inertia is willful or based on an entrenched tradition governmental agencies are built to continue the same course. Consequently, any course corrections require energetic leadership. 90 And governmental employees are generally conditioned "to be quiet, take orders, and do their jobs in a repetitive way." 91 On the positive side, governmental employees tend to have a service orientation and are mission driven, meaning [\*2029] that effective engagement around the mission and purpose of the agenda can catalyze innovation and collaboration. 92

Bureaucratic inertia and autopilot administration not only prevent innovative programs from being developed, but also can lead existing programs to be administered badly. Take, for example, the development of the healthcare.gov website. After Congress passed the Affordable Care Act, a health care economist, David Cutler, encouraged the White House to treat the administration of the law more like "launching a start-up than passing a law." 93 In particular, Cutler made clear that the default strategy - using the existing personnel at the Center for Medicare and Medicaid Services ("CMS") - for administering the law was a recipe for failure. 94 In an assessment ignored by the White House, he explained that CMS "is demoralized, the best people have left, IT services are antiquated, and there are fewer employees than in 1981, despite a much larger burden." 95

Cutler's call for an entrepreneurial approach to implementing the Affordable Care Act was rejected by President Obama. 96 Perhaps fearing the need to manage political warfare with House Republicans or responding to the HHS' interest in protecting its turf, President Obama agreed to, in Cutler's words, pile "new responsibilities onto a broken system." 97 As this episode underscores, even when the current system is flawed, the pressure to use it is powerful. As a result, the healthcare.gov website cost $ 800 million to develop, whereas Twitter, which serves a similar number of users and is of comparable complexity, cost only $ 60 million. 98

The redeeming part of the healthcare.gov story is that it demonstrates that treating a government project like a startup can work. After the failed rollout of healthcare.gov (which only enabled six people to sign up for insurance on its first day), President Obama essentially embraced Cutler's recommendation, [\*2030] authorizing Todd Park, Mikey Dickerson, and a team of entrepreneurs to operate in a new structure that was called "tech surge." 99 This project, like a good startup, approached the challenge of building an effective website from first principles. Rather than ask how the government had done IT projects before, the team innovated (for government) in a number of important ways, including using Amazon Web Services to support the site. 100 In developing the new website, it broke from the traditional bureaucratic process of "waterfall" development (where every step is prescribed and locked-in) and used "agile" development (where the process is iterative and evolves along the way). 101 Finally, the team built a login system for $ 4 million (with annual maintenance costs of $ 1 million) to replace the initial version that did not work well and cost $ 250 million to build (with $ 70 million annual maintenance costs). 102

In an important legacy of this effort, Park and Dickerson continued to work in government after fixing healthcare.gov, developing the new U.S. Digital Service ("USDS"). 103 The goal of the USDS is to lure a range of talented technology professionals to the federal government, including data scientists, product managers, and product designers. 104 The USDS, in turn, provides guidance to government agencies on questions like how they can use Amazon Web Services. 105 In short, the USDS supports entrepreneurial leadership in government; and as Park said, it develops "people who can hack the technology, as well as people who can hack the bureaucracy." 106

The healthcare.gov story now has two parts. The first is the cautionary tale about government's traditional inertial default setting - that is, to do things as they were done before. The second underscores that entrepreneurial leadership [\*2031] in government is both possible and important, and can lead to transformative results. 107

The positive legacy of the healthcare.gov story is that entrepreneurial leaders in government can free their agencies from "the mental grip of conventional structures on the capacity to consider alternatives." 108 In so doing, such leaders can facilitate the development of alternative regulatory strategies. Similarly, governmental agencies face the challenge of overcoming the institutional bias that "experts may myopically focus on issues within their area of expertise and thereby fail to recognize that a decision would benefit from accessing other bodies of knowledge or ways of thinking." 109 In short, an important role of entrepreneurial leadership in government is to examine issues through the lens of first principles. 110

The concept of policy entrepreneurship recognizes that an entrepreneurial mindset and skillset can be applied to governance to foster innovative results. Professor Adam Sheingate, for example, defines the concept as the "skillful manipulation of politics [that] somehow results in the creation of a new policy or a new bureaucratic agency, creates a new institution, or transforms an existing one." 111 This type of leadership can also be seen in the development of, for example, the MSC program, the FTC's oversight of online privacy, and the Energy Star program. In a world where the best solutions may well require new models of regulation, it is critical that agency leaders experiment with new solutions. 112

[\*2032] A significant hurdle for entrepreneurial leadership in government - and a foundation of the inertial default setting - is the lack of acceptance of failure as an outcome. In practice, this means that governmental agencies often reflexively turn to traditional regulatory models and do not consider untested alternatives (often out of fear of failure). 113 This instinct mirrors the old private sector saw that "nobody got fired for buying IBM." 114 Citing the fear of failure and risk aversion, former Massachusetts Governor Deval Patrick explained, "there may be no industry less susceptible to innovation than government." 115 There are, however, exceptions, including the Defense Advanced Research Projects Agency ("DARPA"), which makes a conscious effort to promote a "risk-taking and failure-tolerant culture." 116

In the entrepreneurship environment, failure is a normal state, providing data, an opportunity to iterate, and a spur to refine a product offering. 117 Consequently, entrepreneurs celebrate the need to "fail fast" on new experiments by trying them on a small scale and determining as quickly as possible whether they can work. 118 As two advocates of innovation in government put it, "[a] [\*2033] culture of innovation means continuously exploring and adopting new processes in an ecosystem where risk is incentivized, not precluded." 119 Similarly, entrepreneurial leadership in government authorizes calculated risk-taking and, more importantly, provides cover for trial-and-error learning when the trials do not produce the envisioned results. 120 Unfortunately, leaders who support experimentation and are willing to accept the inevitable failures, are the exception, not the rule. 121

The basic entrepreneurial methodology of experiment-measure-iterate is captured in Eric Ries's classic book, The Lean Startup. 122 A core thesis of the book, widely accepted in the entrepreneurial community (and ignored by most legal scholars), 123 is that companies should develop and market a "minimum viable product," solicit feedback from actual customers, and improve it based on that data. 124 At Facebook, this philosophy was adopted and embodied in its mantra, "done is better than perfect." Citing that mantra, one commentator explained that "had Facebook waited so much as a year to perfect its model, the company might very well be where MySpace is today." 125

The Ries philosophy is famously captured in a feedback loop representing the cycle of innovation. 126 The core idea is to embrace experimentation, gather data [\*2034] (whether it signals success or failure), and iterate. 127 The lean startup model, represented by the following diagram, focuses on taking ideas from prototype to feedback to improvement: 128

This lean startup model echoes the style of software development championed by open source software, which calls for releasing code that can be viewed and improved by a community of users and developers. In what Eric Raymond dubbed "Linus's Law," in honor of the founder and coordinator of Linux, the open source maxim is "given enough eyeballs, all bugs are shallow." 129 This approach has spread far beyond open source, enabling "business webs where focused companies partner others to innovate and create value." 130 Although this [\*2035] approach and a commitment to prototyping and testing solutions is novel in government, it is starting to take root, with promising results. 131

With respect to the fear of failure, government operates quite differently than the entrepreneurial world. In government, the perceived costs of failure are sufficiently high that many governmental leaders decline to introduce a new initiative for fear it will fail or refuse to admit that an existing program is failing, even though that admission is a necessary predicate for improvement. To be sure, there are cases like the initial healthcare.gov rollout where the failure is readily apparent and must be fixed. In other cases, however, governmental leaders stand by programs where the data backing up its effectiveness is either uncertain or doubtful.

For an instructive case of governmental leaders refusing to acknowledge the limitations of a program, consider the case of the EPA's Performance Track program. When created, the program was supposed to highlight those companies with stellar environmental records. 132 In practice, however, it ultimately became, as EPA Administrator Lisa Jackson put it, "just one of those window-dressing programs that has little value." 133 Similarly, the EPA Inspector General criticized the program as ineffective, noting that it did not provide "a new model for achieving" its stated goals and very few companies met their stated goals. 134 Nonetheless, the Bush Administration did not make any real changes to the program before the Obama Administration cancelled it. 135

The Performance Track program story, like the failure to acknowledge the failings of the healthcare.gov website earlier, underscores that the hesitancy to acknowledge failure is a major challenge in governmental administration. If governmental leaders refuse to acknowledge failures, they undermine the ability to learn - and iterate - from mistakes and instead allow failed programs to [\*2036] continue during a period of denial. 136 Or, as Lawrence Summers put it while reflecting on the healthcare.gov debacle, it is crucial to resist the "overwhelming temptation for everyone involved [in a project] to circle the wagons and promise rapid repair so as to hold critics at bay." 137

Another challenging dynamic for governmental leaders to address is the impact of unconscious bias. It is normal for those involved in a project to believe that it is working, following what Nobel Laureate Daniel Kahneman calls "confirmation bias." 138 As one commentator put it, a challenge for those evaluating regulatory experiments is that those "deeply involved in the implementation of a particular regulation are likely to see the benefits of such a project far more clearly than the costs." 139 As commentators have explained, there are a number of strategies for overcoming this bias, including using red team-blue team exercises, appointing a Devil's Advocate, and creating a process for deliberate decisionmaking. 140 Of course, as happened in the Performance Track situation, new leadership is able to bring a fresh perspective. Ideally, however, existing leaders can step back and ask, "if a new leader came in and took a fresh look, what would she do?" 141

[\*2037] The role of entrepreneurial leadership in encouraging candid reflection and criticism is essential. As former FTC Chair Bill Kovacic and David Hyman explain, agencies develop an institutional culture and a reputation (or a brand, as they put it). 142 In some cases, that brand can be one of reliability and commitment to data-driven decisionmaking. An important role of an entrepreneurial leader is to develop and maintain that commitment. In the case of Underwriters Laboratory ("UL"), for example, its early leadership did just that, building up "UL's reputation for reliability by creating organizational structures, administrative routines, and oversight systems designed to prevent mistakes and misconduct." 143 To get past the natural status quo bias, an entrepreneurial leader should welcome diverse ideas, criticism, different options, and experimentation. 144 In Part II, to explain how policy entrepreneurship can earn regulatory authority, I discuss how experimental initiatives need to establish their effectiveness, legitimacy, and accountability to be embraced as lasting regulatory regimes.

#### AND improves resource efficiency and investigation accuracy.
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C. Transparency for regulators

Implementing transparency in the network design can improve regulators' ability to investigate claims of antitrust violations. First, blockchain networks could be designed to provide antitrust investigators with a clear audit trail of the life cycle of an asset as it moves through a firm's supply chain, providing critical information to investigators as they assess when and how a firm's products transformed from raw materials to a finished good. Second, networks can be designed to provide investigators with more accurate, reliable, and comprehensive transaction data across an entire firm, rather than the piecemeal and inconsistent data that regulators often receive. Last, we could imagine the development of a blockchain, potentially accessible only by select parties or regulators, that contains industry-wide transaction data, which could provide an unmatched tool for investigators. Furthermore, the standardized data format in a blockchain may lead to faster resolution of potential antitrust investigations.

Whether or not these particular strategies would be effective in a real-world setting will depend on the industry or business context, the design of the blockchain network at issue, and the effectiveness of governance and regulatory oversight.

V. CONCLUSION

Because of its potential to change the way many governments' and firms' services currently operate, blockchain technology has attracted extensive press coverage. Although antitrust concerns exist in relation to blockchain adoption and data sharing between competitors (including access to information, collusion, abuse of dominance, and enforcement), blockchain serves mainly as a data management tool. How it affects competition will depend on network design and regulatory oversight, among other things. When examining antitrust concerns, industry observers as well as regulators should assess blockchain technology according to its specific implementation and its role in the wider framework within which it is used.

### 1AC---Plan

#### Plan: The United States federal government should prohibit private sector anticompetitive practices by participants in the blockchain nucleus.

### 1AC---Solvency

#### Contention 3 is SOLVENCY.

#### Prohibiting anticompetitive practices by the blockchain nucleus creates a principled basis to apply antitrust to distributed ledgers without overbroadening liability for all users.

Dr. Thibault Schrepel 21, PhD in Antitrust Law from Université Paris-Saclay, LLM in International Law and Legal Studies from the Brooklyn Law School, Associate Professor of Law at VU Amsterdam University, Faculty Affiliate and Creator and Director of the Computational Antitrust Project at the Stanford University CodeX Center, Blockchain + Antitrust: The Decentralization Formula, p. 110

2 BLOCKCHAIN’S LEGAL FICTION

In this section, I introduce the theory of granularity and outline how it enables the application of antitrust law to blockchains. Transactional by nature, that theory aims to explain public permissionless blockchains beyond the simple cost reduction framework. It seeks to translate accurately the governing reality of such blockchains, creating for the purpose a new legal fiction that encapsulates blockchain without forcing it into inadequate boxes.

2.1 Dynamics of Blockchain Governance

The theory of granularity, to which one may want to provide a semantic explanation, frames blockchain governance as a new transactional institution. By doing so, it fills the gap created by the impossibility of applying the theory of the firm to public permissionless blockchains.

2.1.1 Semantic explanation

In “The Nature of the Firm”, Ronald Coase distinguished between organizations and organisms.3 While firms are organizations, blockchains are clusters of organisms that, by nature, are spontaneous. Their functioning must be analyzed and understood this way so that antitrust and competition law can be properly applied when necessary.

The present chapter introduces the theory of granularity for the purpose. Generally, the notion of granularity defines the size of the smallest element in a system - that is, an organism. Thus, this theory aims to analyze the role played by each component of a blockchain. Unlike the firm, where vertical control is exercised over its components, blockchains are made up of horizontal governance mechanisms. This reinforces the importance of each organism, as one cannot merely assume that they will follow one coordinated direction.4 One must then study blockchain’s smallest organisms, the role they play and their dynamism.5 It is only by analyzing the granularity level that blockchain governance can be properly understood.6

2.1.2 Understanding blockchain governance

Blockchain is a space in which different forms of power are being exercised. However, unlike the firm, in which one exercises a power of command and control, I have explained that no single actor can entirely control a public permissionless blockchain.7 As a result, multiple interests can compete within the same blockchain; they may even be opposed. Blockchain “contribute[s] to the realization of a number of individual objectives which no one knows in their totality”8 For that reason, one must study the different types of power that are generally found within public permissionless blockchains to understand which interests may eventually prevail over others. In doing so, we should keep in mind that “people who think the purpose of blockchains is to completely expunge soft mushy human intuitions and feelings in favor of completely algorithmic governance (emphasis on ‘completely’) are absolutely crazy.”9

I study blockchain power games by analyzing what I have described as the fifth blockchain level in Chapter 4: the governance layer. That level sits on top of more technical ones, and it appears to be central in defining the activities at the levels above. Furthermore, different constraints come into play in blockchain governance - namely, economic, political, logical, sociological, architectural and legal ones. Understanding how these constraints interact is a challenge; but it is essential in order to get a grip on who holds control over blockchain layer 1 and how that power is exercised over other participants.

A distinction between all three categories of public permissionless blockchain participants is helpful in this regard - namely, between founders or core developers (I will often present them together for the sake of simplicity), users and miners. I show that although each blockchain has its specificities, the above-mentioned groups will use the same mechanisms to express their preferences,10 and will encounter the same limits if they act on their own. Eventually, their powers may suffer from four constraints that Lawrence Lessig described with his “pathetic dot theory”: law, markets, social norms and architecture.11

As for private blockchains, I have explained that they mimic that structure to different degrees, depending on their original design. The closer they are to public permissionless blockchains, the less the theory of the firm will be transposable to them. The following developments then become relevant for public permissionless as well as private blockchains.

2.1.2.1 The power of founders and core developers'2

Blockchain founders and core developers are those who implement the original rules of a blockchain.13 They design the code software and determine which consensus protocol will be used.14

Although core developers work on the fourth level of blockchain - its infra- structure - they interact with other blockchain participants at the fifth level. Indeed, one may stress that the blockchain architecture limits their power, as they lose any form of direct control over other participants once they put the blockchain online.15 For most blockchains (but not all!),16 founders and core developers cannot unilaterally impose any changes17 or control who may propose protocol updates.18 For instance, any Bitcoin Improvement Proposals must be voted upon, according to miners’ computing power, before they get implemented.19 Indeed,“[t]he nature of Bitcoin is such that once version 0.1 was released, the core design was set in stone for the rest of its lifetime,”20 unless the majority agrees to change it.

The more participants are included in those voting procedures, the more decentralized that blockchain layer is.21 The opposite is also true. For instance, Decred22 and Tezos23 are cryptocurrencies with more centralized governance systems. One of Tezos’ principal characteristics is the ability to amend its consensus when necessary.24 The presence of off-chain and side-chain governance mechanisms, usually controlled by developers, should also be closely studied.25

It remains that core developers do not control who can use the blockchain at the platform layer26 or who can build applications on top of it.27 That is because blockchain founders and core developers cannot impose changes on the blockchain code, interface, application, data or benefice.28 Their main role is thus close to that of “advisors,”29 but their influence is limited by blockchain participants’ desire to maximize their own benefit, which may lead them, should they disagree with core developers, to refuse the implementation of new rules, to move to a rival ecosystem or to fork the blockchain.30 Social norms further limit them because they may fear not being influential enough to prevent hard forks.

Hard forks result in backward-incompatible software updates. When they do not obtain a sufficiently broad consensus among miners,31 hard forks cause the chain to split in two, permanently. Indeed, miners who do not follow the new block validation requirements will be unable to add their blocks to the latest version of the blockchain, as the core client will automatically reject them as non-compliant. Instead, a new chain of blocks will form, creating a split: two chains following different rules. These forks limit the core developers’ willingness to act against the interests of other participants.32 And core developers may also fear soft forks, although to a lesser degree. Soft forks happen when new rules are implemented, but when the blocks following the original rules are not rejected from the chain. These modifications are backward-compatible, accommodating miners who implement the change and those who do not. Nevertheless, one should underline that these limits on core developers’ power are linked to the decentralized nature of blockchain governance, which is not a necessary feature, but needs to be enacted.33 New blockchains may appear in which greater power is given to the founders and core developers.34

However, such blockchains will suffer from two inherent limits. First, the extent to which a (re)centralized blockchain could thrive remains to be seen.35 Such blockchains could deplete trust by confining power in the hands of a few, thus disincentivizing users from joining them. Second, a (re)centralized block- chain could function less efficiently than a truly decentralized one, because all its participants would no longer be in a position to improve it. This lack of efficiency, even if it only concerned certain types of transactions, could hinder these blockchains - which probably explains why, to this day, they have not prospered.

2.1.2.2 The power of users36

On permissionless public blockchains, users propose new transactions. Anyone can become a user.37 Users exercise substantial power over the blockchain, since their decision to use it (or not) is central to the blockchain’s economic and social value.38 Their influence extends from influencing transaction fees39 to providing additional value by developing and using applications running on top of the platform layer.40 They can also force hard forks on the blockchain.41 However, their power is limited by the fact they cannot (easily) exercise coordinated control, as their actions are highly decentralized and spontaneous.42 This creates an architectural limit and makes their behavior primarily dependent on prices.43

2.1.2.3 The power of miners44

On permissionless public blockchains, miners validate transactions assembled into blocks. Any participant can become a miner.45 Miners follow the rules encoded in the fourth blockchain level (e.g., the Bitcoin Core client).46 They can comply with a different set of rules, but they will then waste computing power by producing an orphaned block, thus losing potential rewards. Following the main client’s rules is miners’ dominant strategy.47 If they coordinate their behavior, miners can influence a blockchain by realizing a 51 percent attack,48 thus forcing a soft fork.49 The risk is higher when miners are grouped into mining pools.50 In such a scenario, the blockchain protocol is changed to loosen the rule-set enforced by full nodes.51 Such a change occurs when enough hashing power, or energy expended to mine a cryptocurrency, is devoted to it.52 The power of miners to start soft forks is nonetheless limited by both the blockchain’s architecture53 and social norms - they must convince blockchain participants operating as nodes to run the new version of the software.54 Miners also suffer from market constraints, as initiating a soft fork may decrease the value of the tokens they own.55 The price mechanism also guides their actions, creating a strong market-related constraint. Finally, even if a fork were created, the new community would have the strenuous task of convincing other users to join it.56 For example, Bitcoin had been forked over 100 times at the time of writing. Over 30 of them are considered failures, while another 29 projects are no longer capable of transacting. Among the remaining forks Just a few are considered valuable.57

2.1.3 The blockchain power game

This overall balance of power, common to all public permissionless block- chains, is the general analytical framework (as illustrated in Figure 7.1) within which to analyze whether one of these groups, on a case-by-case basis, has sufficient influence to qualify as control under antitrust or competition law.

On top of all that, core developers, users and miners may also store a copy of the blockchain ledger. When doing so, their computers are labeled as light nodes if they store only a subset of the blockchain ledger and full nodes if they store a copy of the entire blockchain.58

Although these nodes are passive and cannot be designated as actors in the blockchain, they ensure its integrity. This role carries power. First, blockchain participants who are nodes may alter their copy of the blockchain.59 Second, they may also (threaten to) validate blocks in which there is double spending.60 Their job is indeed to prevent users from spending the same token twice by allowing miners to verify the proposed transaction against a list of previous unspent transaction outputs. They protect blockchains value. However, their power is mainly limited by the fact that they cannot either control or influence transactions.61

This is the blockchain power game. It is well balanced, and technical solutions (called “layer 2” solutions) are constantly provided to maintain that balance. But these solutions are insufficient to maintain balance when different groups of blockchain participants come together to escape these constraints to the detriment of the broader ecosystem. When this occurs, they are exercising control over the blockchain.

2.2 The Blockchain Nucleus

Thus far, the theory of granularity has allowed me to determine the different forms of power enjoyed by blockchain participants. I must now detail how to identify a legal fiction controlling the blockchain.62 To this end, I explain what a blockchain nucleus is and then analyze its influence over other blockchain participants. 1 then describe how to define such a nucleus.

2.2.1 Usefulness and challenges

2.2.1.1 The nucleus

None of the three types of blockchain participants - core developers, users and miners - can impose their power on other groups to the point of taking complete control over the blockchain. Blockchains are indeed decentralized. They prevent the exercise of vertical power, and this differentiates them from firms in which a group, or sometimes even an individual, can control the other participants and “force them to collaborate,” so to speak.

That being said, even with horizontal and decentralized governance, a group of participants may achieve a form of control over the blockchain by collaborating, by circumventing (some of) the constraints imposed on them,63 and by changing them in the long run.64

I contend that such a coalition exists for each blockchain (at least, for the surviving ones),65 and I call it the nucleus. The nucleus includes all the participants who have a personal interest (albeit transiently) to collaborate toward the same long-term goal: ensuring the blockchain’s survival.66 Its members do not compete as they are, together, trying to maintain and expand their blockchain. Their short-term interests may diverge from time to time67 - for example, when two miners are racing to mine new blocks.68 Still, they seek to ensure blockchain integrity and systematically promote the same blockchain instead of other ones.

2.2.1.2 Usefulness

Assessing which participants have joined forces and are thus part of the nucleus is essential to determine who ultimately controls the blockchain. Put differently, it leads to identifying the participants that can be held liable for a breach of antitrust law when it is shown that they have anticompetitively exerted their influence.69 Identifying the nucleus amounts to creating a legal fiction to which the law can be applied, but also to which rights can be granted (see Figure 7.2).

The nucleus should indeed become a legal fiction that can be liable for anticompetitive practices, but also able to claim damages. In that regard, determining the nucleus size will prove central. It will prove useful in cases of anticompetitive practices directed at a blockchain nucleus. When a legal entity - whether a blockchain nucleus or a firm - infringes antitrust law and causes damages to another nucleus, the latter must have the means to introduce a legal action, stand by its rights and claim damages. Assigning liability and granting rights to blockchain ecosystems are thus two sides of the same coin.

3 DEFINING THE NUCLEUS SIZE

Courts and antitrust agencies will face the task of determining the nucleus size. The further away a participant will be from the nucleus’s center, the more difficult it will become to genuinely include her or him in the nucleus. With distance, it will prove harder to show that she or he could have influenced other participants’ behavior. Only a case-by-case analysis can elucidate this question. This analysis should nevertheless be based on concrete and quantifiable frameworks to ensure legal certainty, limit legal errors and reduce regulatory costs. To this end, agencies should focus their investigation on economic agents’ ability to exert a horizontal power of command and control. They should also consider their capacity to interfere with the blockchain’s economic value and influence norms.70

Let me be more specific. The first element that should be factored in to determine which participants are part of the nucleus is the technical ability to exert a horizontal quasi-power of command and control. One must assess each blockchain’s architectural characteristics to determine whether a few users may impose such decisions on others. The more a group of users can control others, the more they can single-handedly contribute to the block- chain’s survival, and therefore be considered part of the nucleus. In fact, the original design of a blockchain can give one of the three groups of users more or less power. It can put them in charge of implementing the execution of transactions, designate them as miners or even enable them to change the design a blockchain’s design unilaterally. Some blockchains might also use several mechanisms based on the platform layer to create governance (whether off-chain or side-chain).71

The second element is the ability of each participant to interfere with the blockchain’s economic value.72 When some users govern the pricing structures, the blockchain’s attractiveness or economic incentives, they have indirect control over the blockchain. This ability can be assessed by looking at technical elements. For instance, the capacity to change the size of each block, which may alter the number and types of transactions, is a sign of control. The same goes for the power to propose modifications to the core code to attract new participants. Finally, the more a participant has invested in the blockchain, the more he has an incentive to control its economic value.73 For that reason, previous investments in a blockchain can show agencies where to look for the nucleus.

The third element is the ability to influence a blockchain’s norms.74 Here, “norms” are defined as the “constraints imposed not through the organized or centralized actions of a state, but through the many slight and sometimes forceful sanctions that members of a community impose on each other”75 - that is, the unwritten rules that one often feels compelled to follow.76 The more a participant can incentivize others to behave in a certain way - on pain of rejection from the community - the more they exercise control over the blockchain’s general direction.77 For example, when core developers can influence other participants into accepting all of the modifications they would like to apply to the core (e.g., by arguing about the necessity for technical upgrades, security failures, bugs...), they effectively pilot part of the blockchain.

4 THE THEORY OF GRANULARITY IN ACTION

The theory of granularity would enable agencies to identify a blockchain’s nucleus. It would thus permit the creation of a legal fiction to which antitrust can be applied. In turn, this would impose new obligations upon blockchain participants while simultaneously giving them new means to challenge anti- competitive behavior. This theory would make it possible to analyze relevant markets and market power in antitrust proceedings. The theory of granularity would also make it possible to impute anticompetitive practices to a given set of blockchain participants.

#### Antitrust is limited by application only to the ‘firm’, defined by vertical control---modifying this with targeted prohibitions prevents blockchain centralization.

Dr. Thibault Schrepel 21, PhD in Antitrust Law from Université Paris-Saclay, LLM in International Law and Legal Studies from the Brooklyn Law School, Associate Professor of Law at VU Amsterdam University, Faculty Affiliate and Creator and Director of the Computational Antitrust Project at the Stanford University CodeX Center, Blockchain + Antitrust: The Decentralization Formula, p. 79-94

The second part of this book is dedicated to artificial centralization - namely, anticompetitive behaviors that take place on blockchains or are facilitated by them. 1 contend that studying these practices is essential to make blockchain and antitrust law function as allies; indeed, no sustainable cooperation is possible without addressing (and preparing for) the situations in which mutual aggressions will occur.

To this end, I first analyze the extent to which antitrust laws are currently applicable to blockchains. I show that the theory of the firm is central to modern antitrust (Chapter 6) and that it cannot be transposed to all blockchains. For that reason, I propose a new approach - dubbed “the theory of granularity”- which allows for the creation of a legal fiction, placing blockchain’s activities (back) under the rule of law (Chapter 7). I explain that implementing that approach would benefit all the players in the blockchain ecosystem. This would clear the way for law enforcers to apply the rule of law and, in turn, would help eliminate the most harmful practices and encourage investments. Once the question of applicability has been cleared up, I turn to how antitrust law could be applied to anticompetitive practices. To this end, I begin by looking at collusive practices, whether they concern the blockchain itself (Chapter 8) or make use of the blockchain to affect the “real space” (Chapter 9). 1 explain that these practices tend to centralize decision making power and thus contribute to the “artificial” centralization of different levels of block- chain ecosystems and the economy.

Part 2 closes by examining abuses of market power. I first show that the analysis of market power on blockchain raises several difficulties, and I offer suggestions to overcome them (Chapter 10). I then analyze the practices that may result from such power and show that they are heterogeneous (Chapter 11). I draw a risk map. Finally, I conclude by studying different forms of blockchain concentration (Chapter 12). I draw a distinction between hostile and mutually agreed concentrations and explain how these may recentralize blockchain.

6. The theory of the firm

1 LEGAL FICTIONS

The concept of “legal fiction” is central to all legal systems, although regulation and court decisions refer to it only infrequently. I first explain its meaning by taking a brief detour through... trees and forests. I then show why it is useful for the present study.

1.1 Trees as a Legal Fiction

Christopher D. Stone is a law professor in the United States. In 1965, after a stint at the University of Chicago,1 he joined the University of Southern California Law School, where he taught several subjects, including public international law and property law. One day in the fall of 1971, as he was nearing the end of a class, he asked his students the following question: “What would a radically different law-driven consciousness look like?” As he walked out of the classroom, down the corridor to his office, he wondered why he had asked such a strange thing. “How could a tree have rights,” after all? Days went by, and still he continued to wonder. He soon became convinced that the answer to his question should be positive and decided to make it known.

In October that same year, he got in touch with the Southern California Law Review's editor in chief. The Supreme Court had taken up a case, Sierra Club v. Morton, that touched upon his question. Although Stone did not think he would be able to publish his article before the case went to trial, he hoped that Justice William O. Douglas - who had agreed to write the preface to a symposium issue of the Review - would at least see the draft of his article. His strategy paid off. Although the Supreme Court decision did not follow his thesis, Justice Douglas wrote a dissent in which he held that: “Contemporary public concern for protecting nature’s ecological equilibrium should lead to the conferral of standing upon environmental objects to sue for their own preservation. See Should Trees Have Standing?”2 In 1974, Stone published a book in which he developed his theory further.

1.2 The Concept of Legal Fiction

Christopher Stone’s book is a pillar of modern thinking on the subject. Of course, the argument concerning what is a legal person - or a legal object to which rights are attributed - did not originate in the 1970s. Since medieval times, scholars have considered what rights should be attributed to corpo- rations3 - a debate they centered on the question of legal fictions. A “legal fiction” is presumably defined as a fact created by courts or legislation to help legal ruling.4 Stone poses three conditions for the creation of a new one:

They are, first, that the thing can institute legal actions at its behest, second, that in determining the granting of legal relief, the court must take injury to it into account; and, third, that relief must run to the benefit of it.5

A company meets these criteria. Legal systems have recognized them as a legal fiction for hundreds of years.6 Corporations are, in the words of John Sherman, “artificial person[s] without fear of death, without a soul to save or body to punish;”7 and yet they are at the center of our modern economies. Not only has the law “been able to exploit to its advantage and to maximize for its needs” the fact that corporations are persons; but also, they can file legal actions, suffer from damages and benefit from relief. One can find traces of that recognition in the Rolls of British Parliament in 1444: “they [the Master and Brethren of the Hospital] by that same name mowe be persones able to purchase Londez and Tenementz of all manere persones.” Here, the Hospital was recognized as a legal fiction.

As for the process of establishing legal fictions - once the criteria are known to be met - three methods have been used,8 whether by the courts (in common law) or by the legislature (in civil law). The first is by assertion, where one thing is declared to be true. For instance, one may say that corporations are persons. The second is by assumption - more specifically, by an irrefutable presumption that may morph into a legal fiction. For instance, one may say that corporations are presumed to be persons. The third is by deeming. Here, X is deemed to be Y, which creates a disconnect between the reality before deeming the fact, and after.

1.3 Legal Fiction and Blockchain

If legal fictions are so convenient, why not create a multitude of them? The first objection is the necessity to agree on the desirability of the objective they ought to achieve. When courts use legal fictions to deny minorities their fundamental rights, the objective is achieved, but society does not come out better.9 The second objection relates to the balance of power. Bentham called legal fictions “the stealing of legislative power” when courts create them. The third objection relates to the difficulty of creating a coherent legal system. Companies are legal persons, and although they can be charged with criminal activity, these crimes are committed by physical entities (persons). One must therefore put in place adequate measures to ensure that any illegal activity by a firm can be put to an end (that its perpetrators cease to act). The fourth and final objection concerns the systematization of the law. The creation of legal fictions leads to the elimination of case-by-case analysis, at least partially. For instance, a firm will always be a legal person. That may create difficulties because it entails giving the firm all the fundamental rights given to us, humans.

On the other hand, creating legal fictions significantly improves legal certainty. First, this applies to the entities directly concerned, which as legal fictions may bring actions under their own name and can thus be compensated for any damage they might unjustly suffer. It also creates legal certainty for all those who interact with these legal fictions, as trading partners can indeed bring legal actions against them. It helps when legal fictions rather than individuals benefit from illegal practices and cases where several individuals are responsible for a behavior. In short, although the creation of legal fictions is an exercise that requires precision, it unlocks a range of potential interactions that can greatly benefit society.

I intend to explain that creating a new legal fiction for blockchains is essential to their decentralization. I have argued that decentralization is the capacity of subjects to determine their competence. That requires recognizing their legal existence before transferring such capacity. Doing so will also allow them to introduce proper legal actions and prevent illegal behaviors being turned against them.

2 THE FIRM IN ANTITRUST

Antitrust’s most common legal fiction is the firm. That legal fiction has developed little since the 1930s and Ronald Coase’s work. For that reason, one may wish to understand its premises to get a grasp of modem antitrust law.

2.1 The Theory of the Firm

The economic literature regarding the emergence of firms emphasizes the importance of transaction costs and the ability to reduce them thanks to top-down control. To this day, that theory has provided the bedrock for modem microeconomic analysis.

2.1.1 Highlights of Ronald Coase’s article

In 1937, when he was 21 years old, Ronald Coase published “The Nature of the Firm.”10 It contains no mathematics and is just 20 pages long, but it remains one of the most-cited publications in economic theory today." One can hardly overstate its impact.12

In it, Coase sought to answer the following question: if markets are efficient, why do firms emerge? Coase responded simply and elegantly, stressing that firms make it easier to organize certain exchanges. Coase introduced the concept of transaction costs without naming it - referring to all the expenses the parties must incur to complete a transaction - and explained that firms exist to minimize these costs.13 Indeed, a transaction involves different costs - the costs of finding economic agents on the market, negotiating, drafting a contract and so on. By internalizing these various externalities, firms reduce the cost of economic transactions. Firms were thus seen as an institutional device for the first time.14 Coase opened the firm “black box.”15

He then explained why firms reduce these costs. His explanations came down to the power of command and control.16 Firms are hierarchically organized: orders and directions are given from the top and trickle down the hierarchy. This reduces the scope for costly opportunistic behavior that might otherwise make transaction unprofitable. Put differently, the reduction of these costs is often achieved by collaboration between employees, while market participants outside the firm are compelled to compete.

In Coase’s words, “in place of the complicated market structure with exchange transactions is substituted the entrepreneur-coordinator, who directs production.”17 Reductions of costs follow, as “by forming an organisation and allowing some authority (an ‘entrepreneur’) to direct the resources, certain marketing costs are saved.”18 Coase thus defines the “firm” as “the system of relationships which comes into existence when the direction of resources is dependent on an entrepreneur.”19 On the contrary, this kind of efficiency is not found in the market, where free economic agents compete under emergent orders. One can thus define the boundary between the firm and the market: where control stops, the firm’s perimeter stops.

Coase particularly emphasized the firm’s ability to deal with contingencies during the performance of a contract. While firms manage long-term relationships, the market mainly permits short-term contracts based on the price mechanism.20 Thus, Coase argued, “it seems improbable that a firm would emerge without the existence of uncertainty”21 in the market. This assumption is based on the theory of incomplete contracts, according to which the contracting parties cannot anticipate all the situations that may arise during their contract’s performance.22 The firm helps in creating a way to settle disputes, which as a result reduces all the upfront costs related to the management of potential conflicts. Here again, Coase put the firm’s ability to exercise control at the center of his demonstration. He was awarded the 1991 Nobel Prize in Economics for “his discovery and clarification of the significance of trans- action costs and property rights for the economy’s institutional structure and functioning.”23

2.1.2 Coase’s impact

Coase’s article put transaction costs at the center of modem economics, making them “the ultimate unit of microeconomic analysis.”24 Although Coase complained in 1988 that the concept was “largely absent from current economic theory,”25 it has transformed the perception of the firm from a pro- duction function into a governance structure.26

This transformation of economic thinking heavily influenced Oliver Williamson, among many others.27 He researched the optimal design of firms28 and helped to open the firm “black box” even further, putting the firm’s “control instruments”29 and the “means by which to infuse order”30 at the center of his analysis. Williamson was awarded the Nobel Prize in Economics in 2009.

Alternative theories to those of Coase have also developed. For instance, incentive theory portrays the firm as an incentive system that uses various instruments combining authority, ownership and compensation to ensure that all employees contribute their best to the firm’s interests.31 The theory holds that firms must adopt institutional arrangements that ensure survival by aligning these incentives. They are thus a nexus of written and unwritten contracts between different economic actors in which each contractual relationship is an agency relationship, whose optimal configuration must be discovered. According to the proponents of this theory, there is no difference in nature between firms and the market. Both are said to depend on contractual relationships that do not imply any exercise of authority or control. As I will explain, none of these alternative theories is currently being used in antitrust and competition law.32

2.2 A Pillar of Modern Antitrust

Although Coase’s theory was developed in the 1930s, modem antitrust is still constructed on the basis of this theory and has not adapted to changes in the nature of firms. Why is that? One may find a satisfying explanation in the fact that the nature of economic hierarchies has changed little to this day. Even the apparition of online platforms and aggregators has not changed the structure consisting of minimizing transaction costs thanks to vertical power. In a nutshell, Coase’s theory is here to stay. As a matter of fact, and as we are about to see, all modem antitrust case laws and regulations are based on the above-mentioned article, whether in the United States or Europe. More specifically, Coase’s theory helps point out where control is being exercised and, therefore, where the firm’s boundaries are. Antitrust and competition law applies to all entities defined accordingly.

2.2.1 The firm’s boundaries in antitrust and competition law

The Sherman Act in the United States and the TFEU in Europe are both the subject of extensive case law. The vast majority of the jurisprudence is not concerned with the question of the firm - that is, the person that is the subject of antitrust and competition law. The firm’s structure has transformed very little since the introduction of these two texts; it has become more complex, but has not changed in nature.33 For that reason, litigation generally involves other issues subject to further disagreement. Nevertheless, blockchain’s emergence forces us to reassess the definition of a “firm,” to analyze whether decentralized groups can be captured by antitrust law as currently conceived or if blockchains should be captured through another theory. In the United States, antitrust provisions apply to all “persons”34 affecting trade and commerce by unlawful restraints and monopolies.35 According to Section 7 of the Sherman Act:

the word ‘person,’ or ‘persons,’ wherever used in sections 1 to 7 of this title shall be deemed to include corporations and associations existing under or authorized by the laws of either the United States, the laws of any of the Territories, the laws of any State, or the laws of any foreign country.36

The text does not further define the term “person”; it simply establishes exemption regimes for which antitrust is not applicable - mainly concerning federal government agencies and instrumentalities.37

The case law is more informative. In *Copperweld*,38 the Supreme Court stressed that although “[n]othing in the literal meaning of [the Sherman Act] excludes coordinated conduct among officers or employees of the same company,”39 there is “general agreement that § 1 is not violated by the internally coordinated conduct of a corporation and one of its unincorporated divisions.” On that basis, the Court held that “there can be little doubt that the operations of a corporate enterprise organized into divisions must be judged as the conduct of a single actor,” therefore exempting these operations from Section 1 of the Sherman Act.

The Supreme Court was dealing with possible intra-group collusion for the first time with this decision.40 One can only guess what would have been its reasoning before Coase’s article (1937). The fact remains that *Copperweld* follows a Coasian logic:41 the firm uses vertical control to save transaction costs; antitrust law must recognize the fact and exempt from Section 1 of the Sherman Act all agreements between two legal entities bound by such a control relationship42 In the words of the Supreme Court:

The intra-enterprise conspiracy doctrine looks to the form of an enterprise’s structure and ignores the reality. Antitrust liability should not depend on whether a corporate subunit is organized as an unincorporated division or a wholly-owned subsidiary. A corporation has complete power to maintain a wholly-owned subsidiary in either form. The economic, legal, or other considerations that lead corporate management to choose one structure over the other are not relevant to whether the enterprise’s conduct seriously threatens competition.

In the end, “courts must examine whether the conduct in question deprives the marketplace of the independent sources of economic control that competition assumes” “when making a single-entity determination.”43 Only when “general corporate actions are guided or determined” by “separate corporate consciousnesses” can two entities be seen as two separate firms in antitrust law.44 One must make no mistake about it: only control makes the firm and defines its scope.45

In Europe, the theory of the firm as defined by Coase is also the basis of modern competition law.46 Article 1 of Protocol 22 to the European Economic Area Agreement defines the “firm” as “any entity carrying out activities of a commercial or economic nature,” but the concept is not properly delimited in the black letter of EU law. However, the case law defines “undertakings” as “every entity engaged in an economic activity, regardless of the legal status of the entity and the way in which it is financed.”47 The legal form of the entity offering the economic activity does not matter.48 In fact, as the CJEU made clear in Shell, “undertakings” are economic units rather than legal units.49 Here again, the concept of undertaking takes Coase’s path-breaking article as a starting point.50

That definition of the “firm” is still incomplete, as it does not define its boundaries. For instance, in Imperial Chemical Industries, the CJEU ruled that the degree to which it carried out “the instructions given” by a company was essential in analyzing the independence of a subsidiary; and that “where a subsidiary does not enjoy real autonomy in determining its course of action in the market,” the prohibitions set out in Article 101 of the TFEU were inapplicable.51 The CJEU further held in Akzo Nobel that “the actual exercise of decisive influence”52 defines firm limits in competition law; and that “it is sufficient for the Commission to prove that the subsidiary is wholly owned by the parent company to presume that the parent exercises a decisive influence over the commercial policy of the subsidiary.”53 In the end, a firm encompasses all the elements over which control is exercised, as in the United States.54 For instance, in Hydrotherm, the CJEU found that a natural person, a limited partnership and another undertaking made up a single economic unit when they were all controlled by the same natural person.55 That logic derives from Coase’s “The Nature of the Firm.”56

2.2.2 The firm as a pillar of antitrust and competition law

The definition of the firm’s boundaries helps in three fundamental steps of antitrust and competition law: (1) determining whether the law should apply; (2) assessing practices; and (3) and assigning liability. First, establishing the firm’s boundaries helps determine the extent to which antitrust and competition law applies. U.S. antitrust law provides several exemptions to different types of entities, which require both the identification of the firm and an understanding of its activities. European competition law applies only to undertakings that carry out an economic activity. Once again, it is then necessary to identify the firm’s boundaries to determine the activities carried out.

Second, establishing the firm’s boundaries is essential when agencies assess the legality of business practices.57 In terms of collusion, U.S. and European courts have recognized that two legal entities that are part of the same eco- nomic unit - that is, the same firm - cannot be held guilty of collusion, as one cannot agree with oneself.58 Antitrust prohibits several forms of cooperation outside the firm, while it always permits cooperation within the firm. The logic is similar in terms of monopolization and abuse of a dominant position. As a company cannot abuse its market power against itself, abuses of power are illegal only when they affect other firms. Above all, defining the boundaries of firms is essential to analyze market power (and thus whether Section 2 of the Sherman Act or Article 102 of the TFEU is applicable to a given case) and the ability to engage in anticompetitive practices. Control indeed confers the firm with the power to implement practices - including the ability to raise prices, which is often central in antitrust cases.

Finally, identifying the boundaries of firms is essential to assign liability.59 Liability for anticompetitive practices rests with the parent company that ultimately controls other entities if such control has been exercised.60 This logic stems from the classic distinction between ownership and control.61

It is safe to assume that antitrust law will capture the activities of blockchain participants at their individual level.62 For example, one could imagine that a miner is considered a company on his own; after all, miners are operating an economic activity. Nevertheless, analyzing whether the entire blockchain layer 1 could be deemed a firm for the purpose of antitrust law is essential if agencies are to understand and apprehend anticompetitive practices that are carried out beyond the simple framework of the individual. For example, suppose a blockchain is implementing practices to exclude another blockchain from the market. In that case, one will want to punish these practices rather than each individual action leading to the entire scheme. I will return to these practices in the coming chapters.

In other words, defining the firm’s boundaries is a necessary step in understanding competitive dynamics, in analyzing practices and eventually, in assigning antitrust liability to the blockchain when, as an entity, it seeks to achieve survival through anticompetitive ways. It is thus essential to carefully consider the elements that are taken into account when defining “firms” under antitrust law. I showed that in the United States, as in Europe, only one element matters: control. This reasoning is problematic when it comes to blockchain.
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#### Distributed ledgers are key to reach Net Zero emissions.

Daniel Knight 21, Digital Marketing Team at SICCAR, “Can Blockchain Save the Planet? The Role of Distributed Ledger Technology on the Road to Net Zero”, Digital Leaders, 9/29/2021, https://digileaders.com/can-blockchain-save-the-planet-the-role-of-distributed-ledger-technology-on-the-road-to-net-zero/

The latest IPCC report into climate change is yet another reiteration of the urgency of humanity’s dire need to reduce greenhouse gases emissions and invest in sustainable technologies, processes, and infrastructures.

Technologies such as reforesting, rewilding, and direct air capture have showed promise. Governments around the world have also set the target of nations achieving Net Zero, where no more harmful emissions are produced than the amount reabsorbed (most likely through a combination of natural processes such as photosynthesis, and man-made solutions such as carbon capture devices).

Blockchain technology does not have the best reputation when it comes to the environment. Cryptocurrency, the most well-known application of blockchain, has caused a boom in highly energy-intensive activities such as bitcoin mining and producing NFTs. However, blockchain is a technology with many other potential uses and could be a useful tool in achieving Net Zero.

The challenges of achieving Net Zero

To have a shot at achieving Net Zero, let alone the ideal “carbon-negative”, we cannot rely solely on technologies—emissions must also be reduced as quickly and as much as possible. This means that public and private organisations of all sizes must review every single process and appliance used to carry out operations and replace them with sustainable ones.

This includes not only internal processes, but those of any suppliers or partner organisations. Every aspect of an organisation’s effect on the environment must be audited. Accessing the vast amount of data that this entails is not only practically difficult, but also risks violating data protection regulations.

Even with technologies and infrastructure that would solve these particular challenges, achieving Net Zero is a difficult task. Without these technologies, however, it may be an impossible one.

How do blockchain technology and DLT work?

Although the terms are often used interchangeably, blockchain technology is just one type of DLT—or Distributed Ledger Technology. DLT describes technologies that store data in decentralised ledgers, with access managed by administrators and/or programmed authorisation rules. Blockchain, and its continually verified encrypted data blocks, is a type of DLT, as is the newer DAG (Directed Acrylic Graphs).

The environmental uses of DLT

The applications of DLT for secure and reliable data sharing are established, with the technology enabling decentralised yet secure data storage. This could minimise the security and logistical challenges of sharing emissions data between organisations, with immutable data accessible for every step of a supply chain and by any organisation that needs it.

With data stored using DLT platforms, transparency could be increased, organisations empowered to make informed decisions on their suppliers and partners, and unscrupulous actors prevented from falsifying data. For example, wealthier nations could be prevented from excluding overseas emissions (such as those from agriculture or manufacturing outsourced to poorer countries) from their national recorded emissions.

Carbon offsetting, one of the procedures that has been explored to help organisations reach Net Zero, has been plagued by practical issues. “Double-counting”—when multiple people or organisations claim ownership of an offset, causing it to be re-used without more carbon-reducing measures being taken—is a particular problem.

Double-counting could become much more difficult with data stored using DLT. Tokens could be created to represent carbon offsets and tracked reliably in a tamper-proof ledger. In fact, a decentralised ledger of carbon credits has been trialled by the Partnership on Transparency in the Paris Agreement.

It is not just accountability and transparency that DLT could provide. Reliable ledgers could enable more efficient and sustainable resource management in energy and water systems. Especially when combined with smart sensors, waste could be curbed and energy use tracked and monitored in real-time across large-scale infrastructures. The potential implications for disaster relief are also significant, with decentralised shared information enabling faster and more targeted responses.

DLT and the future

No technology is likely to reverse climate change alone. As well as tracking emissions, they must be hugely reduced.

DLT is one of numerous tools at our disposal. However, we must have the collective will and organisation to use it the right way. Even decentralised technologies require human input, and those granted access must be trained, knowledgeable, and willing to put the planet above any other short-term interests.

The international collaboration required to save the planet will take immense effort. This is no easy task, but technologies like DLT could make this collaboration more informed, practical, and focused.

#### Cryptocurrency will reach a wide rollout---that builds resiliency to survive inevitable existential filters

Alex McShane 21, Writer and Head of Video for Bitcoin Magazine, BA from the University of Iowa, Degree from the University College Dublin, Degree from Kirkwood Community College, “Bitcoin and Existential Risk”, Bitcoin Magazine, 9/5/2021, https://bitcoinmagazine.com/culture/bitcoin-and-existential-risk-alex-mcshane

TL;DR - An existential risk is the possibility of an event or series of events that could drastically curtail humanity’s potential. A hypothetical global catastrophe could be anthropogenic or non-anthropogenic and internal or external in nature. The adoption of Bitcoin will better position us to address these risks as a society.

EXTERNAL NON-ANTHROPOGENIC

A catastrophic collision with an astronomical object, such as an asteroid impact would be an external non-anthropogenic risk. This has already occurred here several times. During the Permian Triassic period (ending 250 million years ago) an astronomical impact killed 90 percent of the species on Earth. It took tens of millions of years for life on Earth to repopulate and Earth’s intelligence potential to recover.

One interesting external non-anthropogenic risk is Earth’s reflected light, which could be measured by an external intelligence who then come to extinguish us. (The topic of our own signal bringing about this death by misadventure is discussed further below.)

What does this have to do with Bitcoin?

Generally, hard money facilitates greater innovation and technological process. At this point one might argue that if we do not migrate to some degree from Earth as a species, and are subsequently wiped out by an astronomical object impact or a super-volcanic event, the risk becomes anthropogenic in nature. We are a centralized species on a grand scale, and at this point one could say we have through consensus chosen to remain vulnerable to a single vector of attack by staying here.

Bitcoin is not only the hardest money known to man, it is the most responsible from this standpoint. Bitcoin as it currently operates is currency that can provide a monetary framework on which humans can achieve greater capital growth, collaboration, resource allocation, and therefore technological progress. Because the terminal supply of Bitcoin is capped, we can store value in it indefinitely as a society.

66 Million years ago the Cretaceous-Paleogene Extinction Event extinguished the life and intelligence potential of the non-avian dinosaurs. This series of events was external, and broadly non-anthropogenic in the sense that no form of life on Earth at the time contributed to its own demise, but more specifically, at the time of those astronomical impacts the first humans hadn’t split from chimpanzee lineages. This split is thought to have occurred between between 4 and 8 million years ago.

An important distinction between astronomical impacts or super-volcanic events of the past and such events if they were to happen today is that one could argue that our intelligence potential is now mature enough to tackle certain of the external existential risks. Today, the risk posed by an asteroid impact or something similar would still be external in its origin, but at what point does the burden of responsibility to migrate off of the planet fall upon our population? We can surely solve for some external existential risks, and in any case, no one is going to do it for us. You could say that failing to collectively pursue a solution when technically we could have would recategorize a civilization-extinguishing asteroid impact as an external but anthropogenic risk.

At what point do innovation dampening authoritarian states and their mandated broken money cause society to stall at a local optimum? Surely the government has already caused this. It’s only a matter of time before another object strikes the Earth with devastating consequence. I would argue it is irresponsible to continue life here with government money. Government money is an existential risk. Bitcoin is not only a solution, it is a societal responsibility.

INTERNAL ANTHROPOGENIC

Nuclear war is one example of an internal anthropogenic risk. That is, should nuclear war arise, it would be both self destructive, and relatively self contained on a cosmic scale. It follows that biological warfare is an internal anthropogenic risk, the reality of which we as a species can surely understand now. If I were to hazard a guess I would say virtual emergencies and cyber pandemics are next. These self constructed catastrophes are the government’s misguided attempts at proof of work. This is a topic for another time. Do not surrender your ability to think and speak freely.

The second law of thermodynamics can summed thus, processes that involve the transfer or conversion of heat energy are irreversible. The law indicates we have not observed a spontaneous transfer of energy from cold to hot. Another way to think of this is that there is no such thing as cold, only lesser degrees of hot. Nothing cannot transfer. So broadly, within a closed system, the second law of thermodynamics would indicate that all differences tend to level out.

So what has this got to do with Bitcoin?

Well firstly, all hardware is subject to entropy. The distributed nature of the blockchain increases the probability that it will survive centralized entropy. At Bitcoin’s inception, imagine a failure because Satoshi’s computer randomly crashed. Distributed networks are inherently hedged against this particular centralized form of existential risk.

The second law of thermodynamics also suggests that on a grander scale, relatively isolated (centralized) systems will degenerate more and more into disordered states. Proof of work, and network growth are two ways Bitcoin fights against falling into disrepair.

Bitcoin uses proof of work to stave off entropy. The system cannot stay dormant. It must continue to use proof of work to advance the state of the chain, and to fight entropy to secure the monetary value all of the users have stored in the network. The U.S. dollar, as many have pointed out, relies on proof of war, or distributed political energies to maintain dominance. Its methodology can be described as haphazard at best.

INTERNAL NON-ANTHROPOGENIC

One internal non-anthropogenic risk is that of a super-volcanic eruption, provided it wasn’t humans who brought about the eruption. Just like with external non-anthropogenic risks, Bitcoin alone cannot prevent them, but it can help humans prepare for them such that we may survive these relatively small intelligence filters the universe throws our way.

Bitcoin allows for fundamental capital accumulation and human innovation, and promotes collaboration to such a degree that we will find an increased collective problem solving power as humans the further Bitcoin adoption spreads. It is worth mentioning that Bitcoin also maintains and appreciates wealth to such a degree that often those of us to chose to live our lives on a Bitcoin standard will experience relatively greater freedoms, and vastly greater amounts of free time than our peers who chose to continue their lives on a fiat standard, and are perpetually working to outpace their chronic debt. Many Bitcoiners will likely forego that newfound free time to work and continue to provide value to others in whatever area interests them, because Bitcoin incentivizes the collaborative accumulation of capital but also the responsible reallocation of it.

EXTERNAL ANTHROPOGENIC

An external anthropogenic risk has the least probability of occurring. This is a problem of reach. Imagine human intelligence being sent into the cosmos and signaling or generally causing an external intelligence or astronomical object to come back to extinguish us. This is a most improbable extinction by misadventure.

The probability that we send messages of consequence into the cosmos that in turn cause some other far-flung intelligence, with knowledge enough to reach us, to come and bring about our own destruction is next to zero, but it isn’t zero.

I would posit that the probability increases every day that Bitcoin survives, with each person that chooses to hold Bitcoin over fiat, because on a fiat standard we are again, stuck at a local optimum at best, and each day the global monetary system devolves further into chaos. The fiat world may continue to be habitable chaos, but our technological progress and our greatest capacity for innovation cannot be achieved on a fiat standard.

A Bitcoin standard is not only our current best bet, it is the only monetary vehicle that will take us from here, or enable us to build technology that can effectively communicate with places in the universe where other intelligence has emerged. The other reason this fatal miscommunication is unlikely to occur is that once through a Bitcoin standard we have manage to build a society that can effectively reach and communicate at greater depths of the cosmos we will at that time have already become a multi-planetary, if not transitory, if not multi-solar system species. The topic of Bitcoin in space and planetary interoperability will be discussed in a later essay.

The most distant human made object from the earth is the Voyager 1, which is over 13 billion miles away. (For perspective, Apha Centuri, the nearest star system to Earth, is 25 trillion miles away.) Human radio signals have announced our presence and our intelligence to the cosmos since around 1900. The first human radio signals have all ready traveled 114 light years, that is 681,920,540,000,000 miles. Although the reach of our radio signals is very great, the probability of us being heard and subsequently extinguished is negligible. External anthropogenic risks are the least of our concerns at the moment.

As Bitcoin adoption grows, it serves to promote advances in artificial intelligence and nanotechnology. External anthropogenic risks will become more relevant to human intelligence at a much later time. External non-anthropogenic risks are similarly out of our hands for the time being. That is, at the moment there is nothing we can do to prevent the Sun from becoming a red giant star and subsuming the Earth.

But we do already have the monetary technology upon which to engineer solutions to some of these problems. We have the potential as humans to prevent internal global catastrophes, both those set on by us and not. Survival and longevity is arguably our greatest task as a species. Adopting Bitcoin, and protecting this network is proceeding with diligence and a long eye toward the future in all of our political and scientific affairs. The existential risks of living are great, though it is human nature for our ambitions to out pace our current abilities. The only evidence of life is change. To change is to exit fiat currency, it is to use Bitcoin instead.

## FTC ADV

## OFF

### T Scope Exemptions---2AC

#### Blockchain is exempted---antitrust is not applicable

Dr. Thibault Schrepel 21, PhD in Antitrust Law from Université Paris-Saclay, LLM in International Law and Legal Studies from the Brooklyn Law School, Associate Professor of Law at VU Amsterdam University, Faculty Affiliate and Creator and Director of the Computational Antitrust Project at the Stanford University CodeX Center, Blockchain + Antitrust: The Decentralization Formula, p. 107-108

4 CHAPTER SUMMARY AND BEYOND

I have explained that legal fictions achieve specific objectives by granting rights to subjects and entities. Their creation is a strenuous exercise, and for this reason courts and legislatures are reluctant to design new ones. Antitrust law, for instance, has been based on the same legal fiction as was theorized the 1930s. Ronald Coase’s early work defines the “firm” as a zone in which vertical control is exercised to reduce transaction costs.

Over the last several decades, the theory of the firm as developed by Coase has become a crucial part of antitrust analysis. It is used to define entities to which antitrust laws apply and to characterize and assess anticompetitive practices. The creation of an “inside” and “outside” the firm thus guides both collusion and monopolization cases.

But one cannot transpose the theory of the firm to blockchain layer 1, as it does not feature the same vertical control. The absence of vertical control averts antitrust law, meaning that most of the behavior within that layer cannot be sanctioned. This is problematic for blockchain communities, as applying antitrust could benefit them by eliminating illegal practices. It is thus necessary to create a new legal fiction around that layer - Chapter 7 makes a proposal along those lines.

#### ‘Expanding the scope’ increases the general range to which antitrust applies. Their distinction is totally arbitrary.

Christopher L. Sagers 21, James A. Thomas Distinguished Professor, Cleveland State University. Law & Faculty Director, Cleveland-Marshall Solo Practice Incubator, "Sagers Email," JDi Debate, December 2021, https://jdidebate.blogspot.com/. brackets inserted for readability.

Jordan Di <jordandi505@gmail.com>

Fri, Dec 3, 11:17 AM

to C.SAGERS

Hi Jordan!

It's very nice hearing from you, and I'm sorry I'm just getting back to you. Your question was stimulating for me to think about, and I'm glad you've had a chance to review and think about that old book I edited.

So, I wound up writing a really long answer that I am afraid will be counter-productive. It seems very possible that you are asking a much simpler question than I thought, and I just misunderstood it. I'm sorry if that's the case, but the following is what I've got to share.

It turns out I've heard about this competition and its reliance on that book, but only because another participant also asked me for clarification. I wasn't involved in setting up the competition or designing the resolution, and questions from participants were the first that I heard anything about it. I also should say that I've never participated in debate and don't know anything about it, so I don't know how useful the following feedback will be.

But I will confess that I don't think the resolution was a very good idea, at least not as it is written.

A. What I Really Think

To me, the problem is that this idea of the "scope" of antitrust has no established legal meaning and very little practical significance. It isn't used in actual practice and it would have no real, legal significance in any actual antitrust case. It was a convenient shorthand that I came up with for organizing the materials in that book, and it also had one theoretical value to me, but that's it. Most antitrust lawyers I've worked with understand it what I meant by it, but it doesn't have any precise meaning or doctrinal significance. I don't think the term was even really used before that book. I almost literally made it up.

So, it sounds like participants in this competition are getting hung up on whether particular exclusions from antitrust liability are issues of "scope" or issues of something else, but I don't believe there is any good reason to worry about it. It almost literally doesn't matter, except maybe in the one theoretical sense that I mentioned. (I'll say something about that in a second.) For example, you mentioned the "investment" exception from the Clayton Act, and you ask whether it should be thought of as a "limit" on the "scope" of antitrust. But I find myself asking . . . so what? What difference would it make if that is a matter of "scope" or it is something else?

Moreover, what even is a "scope" issue? If antitrust is held not to apply in a given case, is it because that conduct was beyond the "scope" of antitrust, or was it because, even though antitrust applied to the challenged conduct, the conduct just wasn't illegal? For example, say that a manufacturer enters into an exclusive distribution agreement for 6 months with a distributor, prohibiting the distributor from carrying the products of a competitor. Contracts like that are so plainly not illegal--because it is for such a short period of time--that some lawyers say they are "per se legal." So, are 6-month exclusive distribution contracts outside the scope of antitrust, or are they subject to antitrust but legal? We could ask the same question about investment purchases under the Clayton Act. They are automatically legal so far as [Section 7] s. 7 is concerned. But does antitrust not apply at all, or does antitrust apply and just hold those purchases legal?

(I can answer these questions for myself, because I have a working definition of my own of what "scope" means. In my mind, the manufacturer and its sales are subject to antitrust, because it is exchanging a thing of value for money, but not all of its conduct is illegal. Likewise, I think of purchases of stock as always being subject to the Clayton Act, but sometimes legal under it. But my working definition in itself has no legal or policy significance, really.)

Like I said, I did have one theoretical purpose for thinking about antitrust "scope" as one, unified doctrine, and encouraging other lawyers to think of all the various doctrines that govern antitrust applicability as one doctrine, that should be made theoretically coherent. But the purpose I had in mind was different than what participants in the competition seem to be thinking about.

I thought that thinking of a "scope" of antitrust could force judges and lawyers to think more coherently or holistically about the several different doctrines that can be used in particular cases to exclude conduct from antitrust applicability. It would make them think about the fact that the different doctrines often clash with one another theoretically--they generate different results on similar facts for no good reason. As one example, the McCarran-Ferguson Act mostly exempts insurance from federal antitrust so long as a given insurance company's conduct is subject to some state legal requirements in a given case. Courts typically don't require active state oversight of the company in order for MFA immunity to apply. The question is just whether there is some regulation. But in non-insurance cases, the mere fact that a defendant is subject to some state law is definitely not enough to exempt it from antitrust. Usually, in those cases, the so-called "state action immunity" requires that a state statute explicitly authorizes the challenged conduct and​ a state actor actively oversees it. So very similar cases could come out with opposite results for no better reason than that one case involves insurance and the other does not.

But a problem, as you might see from this example, is that thinking through the differences in different scope doctrines gets extremely​ complex. Just that one example requires you both to really understand the McCarran-Ferguson Act and its caselaw and​ the law of state action immunity, and​ have a reasonable understanding of substantive antitrust in general, before you can even reasonably think about whether and how the doctrines should be revised for greater coherence. Because I think most practicing antitrust lawyers would find that a challenge, I can't imagine how non-lawyer undergraduate debate competitors are supposed to do it.

OKAY, so, all of that said, I would like to add one other sense in which it does actually kind of matter in real cases whether a legal rule goes to the applicability of antitrust or merely goes to the legality of the underlying conduct. As I'm sure you know, lawsuits can be dismissed before they go to trial. If a defendant moves to dismiss and persuades a court that antitrust doesn't even apply to the defendant's conduct, then the case can be dismissed at a very early stage in the litigation. If the court believes that antitrust applies to the defendant's conduct, but there is some substantial reason to believe that the conduct doesn't violate antitrust, then getting pre-trial dismissal will probably take longer and be more difficult. Real-world parties care about this kind of thing a lot​, because getting early dismissal is much cheaper for defendants and leaves plaintiffs with much less hope of securing any sort of settlement. But I can't believe that procedural niceties like that are actually of interest in your competition.

So, with my apologies, I think it would have been a lot better if the organizers of the competition wrote the resolution in a way that is much more specific. It should have asked something like, "should federal antitrust prohibit XYZ conduct by online commerce platforms" or something like that. Just asking whether the "scope" should change is hardly asking any question at all, because the word has so little clear meaning or significance.

B. What Is Probably More Useful

All of that was probably not hugely useful to you, since it's my background navel-gazing.

I hope the following might be more practical advice, though again I was never involved in debate, so you'll have to be the judge of whether it's useful or not.

If I were to talk about the resolution you quoted, I would begin by saying what I mean by the "scope" of antitrust. To me, it means the general range of conduct to which the Sherman, Clayton, and FTC Acts apply, which roughly means exchanges of things of value within the domestic United States and imports. That is very broad, but then I would point out that that scope is and always has been riddled with specific exceptions. And then I would say that I do (or do not) favor reining in those exceptions. That is, I wouldn't argue about "scope" in some abstract sense, and instead would say that we should read all of the existing exemptions as narrowly as possible. You wouldn't necessarily have to argue about individual exemptions, although discussing particular examples might be helpful. Anyway, to argue that I favor narrowing the existing exemptions, I would point out that when antitrust applies to particular conduct, it effectively requires that conduct to be regulated by the ordinary market forces of capitalism. It requires leaving that conduct to the whims of supply and demand, without interference from private agreements, exclusionary conduct, or anticompetitive consolidations. I would argue that that is generally a good thing--markets do a pretty good job of allocating resources, and ordinarily work better than either government or private intrusions. If you were going to make that kind of argument, you would say that we should generally narrow and limit all those dozens of statutory and caselaw rules that say that antitrust should not apply to particular cases. We should make it really hard, in all cases, for defendants to argue that their conduct should be exempt from antitrust. (Btw, that is nominally what the courts say. Though they now honor it only in the breach, the courts still constantly repeat rote platitudes that markets are great, Congress wants markets to regulate conduct without the interference of private parties, and for those reasons that all exemptions and immunities are narrowly applied.)

If I were required to argue that I disfavor it, I would say that in fact the forces of supply and demand are often ill-suited to regulate particular kinds of conduct. I don't personally believe that, but it's an easy enough argument to make. You say that markets are clumsy, that they have negative and unanticipated consequences in all kinds of ways, and so we have to apply antitrust carefully. You would argue that we should make it relatively easy for a defendant to say that in a particular case it should enjoy protection under some statutory exemption or the statute action immunity or the labor exemption or whatever, because imposing antitrust and the full force of unbridled price competition often harms other values that we care about.

================

So, I have a bad feeling that this is too long, too beside the point, and to confusing, and I'm afraid I may have done more harm than good. I hope that some of it was helpful to you, and if I can be of any more help, I will try.

Best of luck to you, and thanks for reaching out.

Chris

### Private Enforcement PIC---2AC

#### Private litigation is crucial to overall deterrence

AAI 21, American Antitrust Institute, Washington, D.C.-based non-profit education, research, and advocacy organization, citing research conducted by Professor John Davis at the University of San Francisco School of Law, “The Critical Role of Private Antitrust Enforcement in the United States,” American Antitrust Institute, 8/4/21, <https://www.antitrustinstitute.org/wp-content/uploads/2021/08/Huntington-Report-FINAL-1.pdf>

I. Introduction

With all of the attention currently focused on public enforcement and legislative reform of the antitrust laws, less attention is being paid to private enforcement.1 But Congress considered private antitrust enforcement indispensable for promoting competition. The judiciary has so recognized time and time again. In California v. American Stores Co., for example, the Supreme Court proclaimed, “Private enforcement of the [Clayton] Act was in no sense an afterthought; it was an integral part of the congressional plan for protecting competition.”2

Private enforcement is not a substitute for vigorous public enforcement. Both are necessary to foster competition. But private enforcement plays an important part, one that becomes more significant when public enforcement recedes.3 And, unlike public enforcers, private enforcers can obtain significant damages on behalf of the victims of antitrust violations.4 This serves as a crucial source of deterrence for illegal anticompetitive conduct and the primary means of compensating victims for harms suffered at the hands of cartelists and dominant firms.5 The importance of the antitrust class action, a major private enforcement device, is clear. The recently released 2020 Antitrust Annual Report: Class Action Filings in Federal Court (“2020 Report”)6 by Huntington National Bank and the University of San Francisco School of Law (“USF Law”) reflects that the cumulative total settlement amount recovered for victims in antitrust class actions from 2009-2020 was over $27 billion.7

Antitrust class actions recover damages from companies engaged in harmful, illegal conduct, such as price fixing and attempted monopolization, in markets for important and essential products and services. The most active defendants during the period, for example, included companies providing financial services, pharmaceuticals, automobile parts, and electronics parts. 8 In light of the vital role played by private antitrust enforcement, and the antitrust class action in particular, continued empirical analysis of trends in activity is essential. This analysis aids in understanding and evaluating proposals for reforming the antitrust laws in the U.S. and such proposals’ impact on private enforcement, the public-private partnership, and ultimately on competition and consumers.

II. Overview of the Commentary

The American Antitrust Institute (AAI)9 and Professor Joshua P. Davis at USF Law10 evaluated the 2020 Report with the goal of identifying its major implications for private enforcement in the U.S. The 2020 Report builds and expands on the 2019 Antitrust Annual Report: Class Action Filings in Federal Court (“2019 Report”)11, which assessed private enforcement activity from 2009-2019. Like the 2019 Report, the 2020 Report relies largely on data for private U.S. antitrust class actions available through Lex Machina, as well as supplemental data analysis.12 The 2020 Report extends the dataset to the eleven-year period covering 2009-2020, thus allowing for a deeper analysis of private enforcement trends and their implications. The analysis provided in this Commentary highlights the importance of private antitrust enforcement in the U.S. system and the particularly important role played by the antitrust class action.

III. Observations and Implications for Private Enforcement

The 2020 Report provides further evidence of a divergence between public and private enforcement trends. As public enforcement has waned, private filings have waxed, undermining the notion that class actions simply ride the coattails of public enforcement. On the contrary, the data suggest that as lax public enforcement fosters higher market concentration and invites bad behavior, private filings may compensate for underenforcement in an effort to address the resulting antitrust violations.

Looking beyond the number of enforcement actions filed and focusing on the results of the actions, the rich data reveal more nuance to this narrative. Despite increased private actions in the face of decreased public enforcement, the amount of money recovered from violators by both public and private enforcers has diminished. For public enforcers, this diminution is to be expected, as fewer cases have been brought. For private enforcers, though, the explanation likely lies with other trends, most notably the increasing headwinds faced by private enforcers due to heightened pleading and class certification standards. If these explanations are correct, the clear implication is that for private enforcement to fulfill its increasingly vital role as a complement and a backstop to public enforcement, these trends must be reversed.

A theme we noted in the 2019 Report, and that continues to feature in the 2020 Report, is the tremendous variability in the data on some measures related to settlement size. Aggregate settlement amounts over the period vary widely from year to year. By disaggregating the settlements by size, however, we are able to observe that settlements at different levels trend somewhat independently. Very large settlements, which are few in number, drive most of the variability in the aggregate data. But trends and anomalies in very small settlements cannot be entirely discounted, as they are the force behind one of the highest recovery years in the period, 2018.

Finally, building on analysis from our 2019 commentary, we take a deeper dive on attorneys’ fees and how they correspond to settlement amounts. Our findings reinforce the tentative conclusion from last year’s analysis that the so-called “megafund doctrine”—a dramatic decrease in attorneys fee percentages on settlements above a threshold of about $100 million—does not operate in federal antitrust cases in a significant way. Rather, decreases in the fee award percentage in antitrust cases are not discrete and drastic, but rather gradual, much like marginal tax rates in the United States. In what follows, we discuss each of the above observations in more detail and provide analysis of their implications for private enforcement, many of which suggest fertile areas for additional study.

A. The Relationship of Private to Public Enforcement: Riding on Coattails or Stepping into the Breach?

A long-running antitrust policy debate centers on the value that private enforcement adds to the antitrust enterprise as a whole. Critics of private actions maintain that private plaintiffs often follow an easy trail blazed by government enforcers, and that private enforcement therefore does not supplement worthwhile public actions as much as it should. Proponents of private actions have sought to debunk this claim with empirical evidence suggesting that many large and successful private antitrust cases often precede, or else expand the scope of relief sought in, any overlapping government actions.13

### Court Clog DA---2AC

#### Private action is increasing---BUT, the plan reduces the incentive.

Diana L. Moss 21, President, American Antitrust Institute; Joshua P. Davis, Professor, University of San Francisco School of Law. Director, Center for Law and Ethics, University of San Francisco School of Law. Dean's Scholar, University of San Francisco School of Law; Randy Stutz, Vice President of Legal Advocacy, American Antitrust Institute; Laura Alexander, Vice President of Policy, American Antitrust Institute, "Antitrust Experts Review New Data On Private U.S. Antitrust Enforcement, Identify Trends That Must Be Reversed For Private Enforcement To Fulfill Its Increasingly Vital Role," American Antitrust Institute, 08/04/2021, https://www.antitrustinstitute.org/work-product/antitrust-experts-review-new-data-on-private-u-s-antitrust-enforcement-identify-trends-that-must-be-reversed-for-private-enforcement-to-fulfill-its-increasingly-vital-role/.

The American Antitrust Institute and Professor Joshua P. Davis at USF Law have released a Commentary on the 2020 Antitrust Annual Report: Class Action Filings in Federal Court (2020 Report). The goal of the Commentary, The Critical Role of Private Antitrust Enforcement in the United States, is to identify major implications for private enforcement in the U.S. Like the 2018 and 2019 Reports, the 2020 Report relies largely on data for private U.S. antitrust class actions available through Lex Machina, as well as supplemental data analysis. The 2020 Report extends the dataset to the eleven-year period covering 2009-2020, thus allowing for a deeper analysis of private enforcement trends and their implications. The analysis provided in the AAI-USF Commentary highlights the importance of private antitrust enforcement in the U.S. system and the particularly important role played by the antitrust class action.

The Commentary explains that the 2020 Report provides further evidence of a divergence between public and private enforcement trends. As public enforcement has waned, private filings have waxed, undermining the notion that class actions simply ride the coattails of public enforcement. On the contrary, the data suggest that as lax public enforcement fosters higher market concentration and invites bad behavior, private filings may compensate for under enforcement in an effort to address the resulting antitrust violations.

#### Courts reject progressive antitrust.

John Newman 19, Professor of Law at the University of Miami School of Law and Former Attorney with the U.S. Department of Justice Antitrust Division, JD from the University of Iowa College of Law, BA from the Iowa State University of Science & Technology, “What Democratic Contenders Are Missing in the Race to Revive Antitrust”, The Atlantic, 4/1/2019, https://www.theatlantic.com/ideas/archive/2019/04/what-2020-democratic-candidates-miss-about-antitrust/586135/

But the federal courts represent a massive stumbling block for any progressive antitrust movement. Reformers have identified two paths forward; both lead eventually to the court system. The first is relatively moderate: appoint regulators who will actually enforce the laws already on the books. Warren’s plan rests in part on this straightforward idea. The second, more audacious path requires congressional action to amend and strengthen our current laws. Warren’s call for a new ban on technology companies’ buying and selling via their own platforms falls into this category. Klobuchar has also proposed new antitrust legislation that would make it easier to block harmful mergers and acquisitions.

But no matter its content, enforcing a law requires persuading a judge. When it comes to U.S. antitrust laws, federal judges—not Congress, and not regulatory agencies—are the ultimate arbiters. The Department of Justice Antitrust Division, one of our two public enforcement agencies, files all its cases in federal courts. And although the Federal Trade Commission (the other) can decide cases internally, the inevitable appeals eventually end up in court as well.

No matter how strongly worded a law may be, ideologically driven judges can usually find a way around enforcing it. The cyclical history of U.S. antitrust law is proof that judges wield nearly limitless institutional power in this area.

Soon after Congress passed the Sherman Act in 1890, a conservative Supreme Court began to chip away at its effectiveness. Congress reacted in 1914 with the Clayton Act, which sought to ban anticompetitive mergers. In 1936, at the height of the New Deal era, Congress passed the Robinson-Patman Act, which prohibits price discrimination (charging different prices to different buyers for the same product). These laws were actively enforced for decades.

But starting in the late 1970s, conservative judges began to erode the Clayton Act. Today, megamergers among competitors such as Bayer and Monsanto barely raise eyebrows. So-called vertical mergers, which combine suppliers and their customers, are now all but immune from antitrust enforcement—see the DOJ’s failed challenge to AT&T and Time Warner’s recent tie-up.

Under the business-friendly Roberts Court, the Robinson-Patman Act has similarly been eviscerated. By the 2000s, the ideas of the conservative Chicago School had become mainstream in antitrust circles. Robinson-Patman, a law intended to protect small businesses, was an easy target for Chicago School critics narrowly focused on efficiency and low consumer prices. Their attacks found a receptive audience in the federal judiciary. Among insiders, Robinson-Patman is now known as “zombie law.” It remains on the books, but regulators no longer bother trying to enforce it.

### Capitalism K---2AC

#### It’s strategic duplicity that implodes capitalism from within. Direct rejection fails.

Dr. Brian Massumi 18, Professor in the Department of Communication Sciences at the University of Montréal, Ph.D. in French Literature from Yale University, and Dr. Erin Manning, Professor of Philosophy and Cinema at Concordia University, Ph.D. in Political Philosophy from University of Hawaii, “A Cryptoeconomy of Affect”, The New Inquiry, 5/14/2018, https://thenewinquiry.com/a-cryptoeconomy-of-affect/

It would be very naive of us to think you could just walk out of capitalism. We’re not that naive. Neoliberalism is our natural environment. We therefore operate with what we call strategic duplicity. This involves recognizing what works in the systems we work against. Which means: We don’t just oppose them head on. We work with them, strategically, while nurturing an alien logic that moves in very different directions. One of the things we know that the university does well is that it attracts really interesting people. The university can facilitate meetings that can change lives. But systemically, it fails. And the systemic failure is getting more and more acute. And so what we imagine is that the Institute, assisted by the 3E Process Seed Bank, will create a new space that might overlap with some of the things the university does well, without being a part of it (or being subsumed by its logic).

MASSUMI.— Going back to the question of value, we want to create an economy around the platform that does not follow any of the usual economic principles. There will be no individual ownership or shares. There will be no units of account, no currency or tokens used internally. The model of activity will not be transactional. Individual interest will not be used as an incentivizer. What there will be is a complex space of relation for people to create intensities of experience together, in emergent excess over what they could have created working separately, or in traditional teams. It’s meant to be self-organizing, with no separate administrative structure or hierarchy, and even no formal decision-making rules. It’s anarchistic in that sense, but through mobilizing a surplus of organizing potential, rather than lacking organization. You could also call it communistic, in the sense that there is no individual value holding. Everything is common.

MANNING.— Undercommon.

MASSUMI.— Yes, undercommonly. The undercommons is Fred Moten and Stefano Harney’s word for emergent collectivity, which is one of our inspirations. We want to foster emergence and process, but at the same time find ways of making it sustainable. That means that the strategic duplicity has to extend to the economy as we currently know it. We have to be parasitical to the capitalist economy, while operating according to a logic that is totally alien to it.

What we’re thinking of is making the collaborative process moving through the platform function according to the radically anti-capitalist principles we were just talking about, centering on the collective production of surplus values of life, and separating that from the dominant economy by a membrane. A membrane creates a separation, but at the same time allows for movements across. It has a certain porosity. The idea is that we would find ways, associated with the affect-o-meter we were describing earlier, to register qualitative shifts in the creative process as it moves over its formative thresholds, and moves back and forth between online operations and offline events. What would be registered is the affective intensity of the production of surplus value of life, its ebbs and flows. The membrane would consist in a translation of those qualitative flows into a numerical expression, which would feed into a cryptocurrency. Basically, we’d be mining crypto with collaborative creative energies—monetizing emergent collectivity. The currency would be “backed” by the confidence we could build in our ability to keep the creative process going and spin it off into other projects, as evidenced by the activities of the Three Ecologies Institute as an experiment in alter-education.

On the side of the membrane facing the monetary economy, we would be producing a recognizable, quantifiable movement of value. But the membrane would shelter the creative process going on inside the platform from being colonized by that logic. We’d try to have the best of both worlds. It would be essential that the currency not be just a speculative vehicle that joins the crowd of coins. Our economic space would have to inhabit an ecology of other economic spaces experimenting with adapting blockchain and post-blockchain autonomous organization to cooperative endeavors. The key, once again, is finding workable solutions to the problem of how to use qualitative analysis to register movements of creative intensity—how to coax numbers into an alliance with qualities of experience. There is a new concept being developed by Nora Bateson that she calls “warm data” that has a similar goal, in relation to basic science, that we’d like to hook into.

MARC.— You want to use blockchain to create a parasitic economy that reappropriates speculative finance to generate profit from collaborative events. You are working within the immaterial level that the movement to occupy public spaces only gestured at, and uses the collaborative spirit common to any movement. Do you consider yourself to be “occupying” the abstract?

MANNING.— If we’re “occupying an abstraction,” we’re doing it in a way that is extraterritorial. All of this is a thought experiment that we want to help sow, but needs to be continued by others, and with others. It will be interesting if it manages to produce process seeds that get away from us and end up going beyond anything that we could have imagined. I’m not sure what Brian would say, but my feeling is that if we’re occupying anything, it’s the imagination. The postcapitalist imagination.

MASSUMI.— Another way of saying it is that we are talking about creating what’s often been called a temporary autonomous zone, but recognizing that we’re all complicit with capital, and not pretending we can just step outside that and go our merry way. If you do that, you only end up carrying unexamined presuppositions with you, and everything breaks down. We want to work from and with that complicity, using strategic duplicity. That doesn’t mean being deceptive. It means working in two registers at once.

We want to create a temporary autonomous zone (TAZ), following anarcho-communist logic, while at the same time being able to articulate it to the existing neoliberal economy, because like it or not, those are the conditions under which we live, and its grip is so tentacular, reaching not only all around us but inside of us, that you have to work hard and with great technique to start loosening the grip. You have to find ways of inhabiting the present, while setting off sparks of futurity that prefigure a postcapitalist world to come. So it’s an occupation in the sense that it’s a cohabitation. The TAZ isn’t a world apart. It’s a pore in the world as it is, in which something else can grow. It’s a relational space that you can enter without the conceit that you’re leaving the existing world. It starts by supplementing, rather than purporting to replace right away. Hopefully that supplementation grows and takes more and more of our cohabitation in, to the point that it can rival the dominant economy.

#### Blockchain empowers indigenous communities AND foments a transition from exploitative economics---it can be scaled up without crypto-colonialism---their author!

Peter Howson 21, Professor in the Department of Social Sciences at Northumbria University, “Distributed Degrowth Technology: Challenges for Blockchain Beyond the Green Economy”, Ecological Economics, Volume 184, June 2021, ScienceDirect

5. Scaling-up degrowth without crypto-colonialism

Solutions to growth-induced environmental crises rooted in positivism, reinforce a colonial perspective (Nirmal and Rocheleau, 2019). Favouring a pluralism of values, a growing coalition of degrowth scholar-activists are aiming to transform degrowth into a scaled-up international field, bridging networks of social and environmental justice movements (Liegey and Nelson, 2020). To avoid a colonial approach to the bridging process, a primary concern must be to avoid one branch of ideas being imposed on vulnerable groups, especially technological ideas, like blockchain. Escobar (2018: 65) argues that to positively design tools for degrowth requires the deconstruction of the colonial divide – “the us-versus-them divide that was introduced with the conquest of America, slavery, and colonialism and is alive and well today with modernizing globalization and development”. For degrowth technology to be decolonising, it should not exhibit a propensity for deployment towards neocolonial projects, and it must be useful for reparative justice. If distributed technologies limit freedoms of vulnerable groups and leave intact the legacies of colonial dispossession, whether they were ‘co-produced’ or not, then their design is not decolonising.

Howson (2020a) explores how environmental crises are used to justify ‘crypto-colonialism’, where blockchain technology is used to extract economic benefits from peoples suffering scars of colonialism in the Global South. These benefits include land, labour, data and other resources needed to facilitate capital interests elsewhere. One of the starkest manifestations of this blockchain-based neocolonialism is observed in the exclusive crypto-enclaves of Puerto Rico. As Crandall (2019) explains, degrowth visions from Puerto Rico’s women-led and grassroots groups, to exercise collective sovereignty over their land, energy and resources, conflicts with the growth-oriented visions conjured up by crypto-enthusiasts (primarily men in fintech and venture capital from the United States) looking to establish their own cryptoutopia.

Blockchain applications can connect diverse groups, but often involve attaching automated conditions to interactions, inevitably leading to power asymmetries, whilst limiting the freedom of some users (Howson, 2020d). The Indonesia-based blockchain project, SEEDS,5 aims to provide fledgling communities, often relocating from the Global North, with tools for constructing local economies, including UBI schemes, whilst incentivising community-based ecologically regenerative tasks, like tree planting. As well as being potentially colonising, SEEDS maintains a hierarchical multi-level structure and an associated governance framework which is likely to promote homogeneity, rather than diversity of interests.

In some cases, blockchain initiatives are being used to promote indigenous customary land claims. But indigenous, does not always equate with degrowth. Some initiatives like the Honduran blockchain land registry, designed with indigenous communities in mind, has been criticised for leaning heavily towards the growth-orientated business interests of their developers (Eder, 2019). The Canadian non-profit organisation, Blockchain for Reconciliation, aims to ensure blockchain project promotions account for local interests and are sympathetic to local struggles for reparative justice and reconciliation from colonialism. The project advocates on behalf of Treaty Four Cree and Saulteaux First Nation communities. The blockchain-agnostic group6 asserts that there is no better place for ‘trustless’ systems than between indigenous peoples and the Canadian government. The group describe themselves as ‘a filter layer’ encouraging distributed application developers to start working with indigenous communities in a spirit of collaboration, not colonisation.

Other indigenous blockchain projects, such as IDGO aims to create tourism and blockchain-based community economies for local indigenous peoples. Indigenous ID cards are verified by indigenous community nodes globally to strengthen local autonomy and ethnic identity. Tourists can buy digital passport permits, the revenue from which is returned to indigenous communities to pay for environmental protection, education, and cultural continuity (Ringuette, 2020). These projects may help empower some communities in the short term. They may encourage meaningfully engaged visitation. But such projects also support the conventional growth economy if they entertain alienated workers looking for eco-touristic voyeurism (Higgins-Desbiolles et al., 2019). In localised degrowth economies, the need for such escapism is less likely (Howson, 2020c), but the need for building international alliances between marginalised communities will remain. Dislocated communities, including indigenous perspectives, will continue to benefit from cultural exchange, even within a sustainable degrowth society.

Despite these mixed results, critical degrowth scholars should not be too keen to wholly reject blockchain. This technology foments political and economic change by circumventing growth-orientated interests, rather than fighting them (Russo, 2020). Continuing this fight maintains a crisis of imagination, blinkering the degrowth movement from seeing alternative post-capitalist futures (Thwaites, 2020). A distributed network of global infrastructure supporting more direct, deliberative, and democratic forms of governance, owned by a network of networked communities, could help transcend that crisis.

6. Conclusions

Centralised digital technology is destroying human freedoms and the environment (Bihouix, 2020). With new blockchain platforms for surveillance capitalism, green growth tools for environmental management are becoming increasingly more automated (Howson et al., 2019). Despite these concerns, some scholars understand blockchain as a potentially useful tool for transitioning towards a post-capitalist society (Huckle and White, 2016; Raworth, 2017; Büscher and Fletcher, 2020). Others argue that explorations around distributed technology point to a red herring, diverting attention away from degrowth’s target adversaries (patriarchy, racism, environmental destruction, and class conflict).

This commentary has offered a critical exploration of blockchain solutions to start discussions concerning how (or if) these technologies could be useful in facilitating sustainable degrowth economies. The exploration has focused on three key challenges for the technology. If blockchain is ever to prove useful for degrowth it would need to: 1) help build (re)distributive economies, 2) regenerate the environment without commodifying it, and 3) help facilitate international alliances without imposing a particular set of values. There are many other litmus tests besides those explored here that require research. What is certain is that these technologies on their own will not transcend political struggles ‘away from keyboard’. They might, however, make those struggles more effective, enabling a transition away from market capitalism locally and/or at scale.

#### It’s comparatively better than fiat currency AND will drive global sustainability

Brian Armstrong 21, Master’s Degree in Computer Science from Rice University, et al., “7 Biggest Bitcoin Myths”, Coinbase, https://www.coinbase.com/learn/crypto-basics/7-biggest-bitcoin-myths

Myth #7: Bitcoin is bad for the environment

Bitcoin mining is an energy-intensive process. But determining the environmental impact is hard. For one thing, all aspects of the digital economy require energy. Consider the entire global banking system, and all of the energy required to process bank transactions and power office buildings, ATMs, local branches, and much more.

The real story:

* Recent research by New York-based fund Ark Investment Management concludes that “Bitcoin is much more efficient than traditional banking and gold mining on a global scale.”
* A significant portion of Bitcoin mining is powered by renewable-energy sources (including wind, hydro, and solar). The actual number ranges from 20 percent to more than 70 percent, according to Cambridge Bitcoin Electricity Consumption Index.
* The Cambridge researchers concluded: “Bitcoin’s environmental footprint currently remains marginal at best.”
* An argument can even be made that the economic incentives inherent to Bitcoin mining are helping drive sustainable energy innovation, as miners constantly seek to increase profits by lowering their electricity costs — in a world where renewable energy is fast becoming the cheapest option.

#### Profit-centric innovation solves their impacts---BUT, limits are wrong.

---T = dirty technology.

---A = affluence.

Stijn Bruers 21, PhD, Researcher, Physics & Philosophy, KU Leuven, "The Case Against Degrowth," Stijn Bruers – Word Press, 12/29/2021, https://stijnbruers.wordpress.com/2021/12/29/the-case-against-degrowth/.

Economic degrowth is not necessary, because it targets the wrong enemy. GDP is not the enemy; environmental impact is the enemy. Environmental scientists are able to determine upper bounds on environmental impacts such as pollution. For example, climatologists have determined the carbon budget: how much greenhouse gases can still be emitted that keep the atmospheric temperature increase below 1,5°C. But GDP is measured in dollars, a totally different quantity than kg CO2. Hence, none of the economic degrowthers are able to say what is the upper bound or true limit on affluence. There are no scientific studies that estimate the maximum level of GDP that is still permissible.

In the very end, it all comes down to computation (information processing). Everything we value, such as the feelings of well-being created by our computing brains or the biological diversity created by ecosystem processes, is based on computation. The true limits to growth, are the limits of computation, and these are extremely far away. GDP can still grow by an extremely huge amount before hitting these limits.

Economic degrowth is not an effective strategy to reduce environmental impact. First, from a global social justice perspective, economic degrowth should apply only to the high-income countries. Poorer countries should be allowed to grow in order to reduce poverty. However, most (more than 50%) of the global environmental impact (for example global greenhouse gas emissions) occurs in non-high-income countries with high levels of poverty, where degrowth is not appropriate. Suppose degrowth results in a reduction of 50% of the average GDP per capita in the high-income countries. This will reduce the total impact with less than 25%. Such a small reduction in greenhouse gas emissions is not sufficient to meet climate targets and keep the temperature increase below 1,5°C. Hence, reducing affluence has only a small potential. In general, reducing the total impact all the way to zero by only reducing affluence requires a 100% reduction of affluence, which is not feasible.

Economic degrowth is not so politically feasible, as it requires a lot of international cooperation between high-income countries. Reducing GDP is an objective of economic degrowth, but that does not immediately translate into a concrete policy. To study the effectiveness and feasibility of economic degrowth, we have to look at specific policy proposals made by degrowthers.

The most obvious degrowth policy proposal that targets economic growth and affluence, is the implementation of an income ceiling or maximum income level (e.g. a 100% income tax rate above a certain threshold). Degrowthers argue that the relationship between what is measured (income or GDP per capita) and what matters (e.g. well-being, life satisfaction, flourishing), is non-linear and concave. That means increasing the income or wealth of a poor person strongly increases that person’s well-being, but increasing the income of a rich person does not much increase that person’s well-being. If a population becomes very rich, increasing GDP is no longer an effective means to increase the well-being of those people. Hence, setting a maximum income level where the relationship between income and well-being breaks down, should be feasible. But degrowthers neglect the also non-linear and concave relationship between environmental impact (e.g. ecological footprint per capita, greenhouse gas emissions per capita) and GDP per capita. Richer people have a higher propensity to save, which means a smaller fraction of their income goes to consumption. Richer people also make use of more clean technologies that are more expensive. Hence, someone with twice as much income, has less than twice as much environmental impact. This non-linear relationship between GDP and environmental impact means that choosing a high maximum income level does not reduce the total environmental impact that much.

In general, choosing the maximum income level is difficult. If the maximum income level is high, it still allows for a lot of growth, as many people can increase their incomes. If on the other hand the maximum income level is low, it becomes politically unfeasible, as many people will consider that income level as poverty.

A more problematic aspect of a maximum income, is that it can decrease innovation and technological progress, because it reduces the incentive to earn more money by taking risks and invest in innovation. The same goes for another degrowth proposal: a maximum size on (for-profit) companies. This regulation would imply that companies cannot grow and take advantage of their increasing returns to scale. This reduces efficiency. Many small companies are often not able to produce the same things as efficiently as a fewer number of larger companies.

Another degrowth policy proposal that intends to target affluence, is a reduction of working hours. Income and affluence can be reduced by reducing hourly wages, but this faces political resistance, or reducing working hours. However, in free market capitalist societies, we already see a reduction in working hours per worker. Due to increasing productivity and income levels, which corresponds with economic growth, people increasingly value leisure time and prefer to work fewer hours. As a consequence, further government interventions to regulate working hours, for example by setting a maximum that people are allowed to work, would be less effective. And such regulations are too economically disruptive. For example, some highly productive people are willing to work more hours and employers are willing to pay them for those extra hours, but they would be prevented from doing so. This is an infringement on liberty.

Finally, economic degrowth can be harmful. A policy to reduce economic growth risks having negative economic side-effects, for both richer and poorer countries. The rich countries that degrow could face for example increased unemployment and increased government debt (due to lower tax revenues). There are at present no economies that show a decrease in their GDP while at the same time not increasing unemployment or government debt. There is no clear consensus among economists how to safely degrow as a country. Degrowth can be considered as a risky experiment to figure out how to avoid unwanted economic problems while reducing GDP. Also poorer countries can be harmed if richer countries degrow, because of reduced international trade and decreasing export levels towards degrowing richer countries.

Reducing resource consumption: the resource degrowth objective

A third strategy to reduce environmental impact, is to reduce the resource consumption intensity C. This can be very cost-effective, as it saves energy and resource costs, but it has limited feasibility. Just like the previous two factors, reducing the impact all the way to zero by reducing consumption intensity to zero, is not feasible. This unfeasibility is not because of political reasons, but because of physical limits (in particular the second law of thermodynamics).

Due to its cost-effectiveness, we already see a decrease in the global average energy intensity (kWh energy used per dollar GDP) with 1% per year over the past two decades.

Instead of focusing on the factors A and C separately, the degrowth movement focuses on the product AxC. What is needed according to resource degrowth, is neither merely a reduction in economic activity as measured in GDP, nor merely a reduction in consumption intensity, but a reduction in resource throughput, as measured in GDP times consumption intensity.

As with economic degrowth, resource degrowth is not necessary, not effective, not politically feasible and potentially harmful.

The major criticism against resource degrowth policies, is its lack of necessity. First, the real limits to growth are still far away. Consider energy scarcity. The amount of solar energy that hits the earth is almost 10.000 times more than the energy used by all humans. Add the solar energy that can be captured in space (e.g. on the moon), all geothermal energy that can be captured, and nuclear energy from both fission and fusion, and it becomes clear that there is an abundance of energy. Limits on materials (e.g. metals and minerals) are less stringent, because given enough energy, materials can be recycled or mined at hard-to-reach places (e.g. the ocean floor, the moon, asteroids,…). The physical limits of resource use are not yet reached, so why would we need a self-declared, political limit on resource use that is much lower than the physical limit that sets the true boundary?

Second, even if we hit the limits, planned policies are not required. Private property rights on resources (energy, land, minerals) are feasible. These rights are already in place or easily implementable. With such property rights, there is no market failure, which means that free markets solve the scarcity problem through the price mechanism. In other words; markets will automatically indicate whether resource growth and GDP growth are no longer possible. In particular, if the prices of resources increase so fast that resource use or GDP no longer grow, then the market indicates that the limit to growth is reached. As the market will not let the economy grow any further, extra government interventions to stop the growth are superfluous.

But at this moment, there are no indications that we are near the limit. For example, energy expenditure accounts for less than 10% of GDP in high-income countries. That means that the energy prices need to increase really a lot before they impact economic growth. But the prices of resources do not increase so fast that growth becomes impossible. In fact, the prices of most resources (adjusted for inflation) are not even increasing. There is more evidence for a general decreasing trend of resource prices the past decades. This is the opposite of what one would expect if we reached the limits to growth.

Next to their lack of necessity, the resource degrowth policy proposals are not so effective. The two most relevant proposals are an advertisement ban and a resource taxation.

Suppression of advertisements from the public space might be effective, as it could decrease overconsumption. However, this effectiveness is very limited. First, there is some economic evidence that advertisement does not increase consumption that much. Second, an advertisement ban could decrease the prices of products, which results in higher consumption levels. Commercial advertisement is economically inefficient, because it is a zero-sum game: if one company advertises, the competing companies have to spend advertisement budgets to promote their products. In the end, the competing companies are pulling on a rope in opposite directions. The rope is not moving that much and the rope pullers waste energy. Similarly, the competing companies waste costs on advertisement. An advertisement ban would save the companies these costs, which means they can lower their prices.

Degrowthers argue that technological innovations that increase resource efficiency and decrease resource use are not so effective, due to possible rebound effects. For example, households save energy costs when they use more energy efficient appliances. That means they have more money left for extra consumption of other things. Their use of energy efficient appliances also decreases energy demand, which means the price of energy decreases, which means other people will buy (and waste) more energy. These concerns for rebound effects are legitimate. But degrowthers underestimate or neglect similar rebound effects of their policy proposals, such as an advertisement ban.

A second resource degrowth policy proposal is a resource taxation. We have to make a distinction between a resource tax and a pollution tax. When there are negative externalities, such as pollution, a taxation is very effective (although its effectiveness is mitigated due to a lower political feasibility, as it requires international cooperation). A pollution tax internalizes the external costs of pollution into the price of the product. However, when there are property rights on resources, there are no such negative externalities. Furthermore, the supply of resources is inelastic (independent of the price). Consider a tax on land use. As the land is already there (i.e. it is not being produced), a land tax does not decrease land use (unless the tax would be really high, which is politically unfeasible). In general, a resource taxation does not decrease resource use and hence is not effective to reduce the environmental impact.

But a resource tax remains important, though, because it increases fairness through redistribution. A resource tax allows to redistribute the unearned income (resource rent) from owning resources. A resource tax-and-dividend system, where resource tax revenues are distributed to all citizens as a universal dividend, is both fair and efficient. A resource tax is efficient, because resources are created by nature and not by the resource owners. The resource owners will not be disincentivized by the tax: they will not produce less resources when resources are taxed, because the resources are not produced by the owners. And a resource dividend makes the system fair: as no-one produced the resources, the value of the resources belongs equally to everyone. A dividend is a method to equally distribute the value (resource rent) of the resources among citizens.

Improving technology; the ecomodernist objective

In contrast with the degrowth movement, the ecomodernist and effective environmentalist movements primarily focus on the fourth factor in the ImPACT-equation. This T-factor represents technology. A high T-factor means a lot of dirty technology is being used in the economy. Ecomodernists and effective environmentalists campaign for increased government funding in clean technology research and development.

There are several reasons why ecomodernists and effective environmentalists focus on reducing the T-factor by increasing government spending on clean tech innovation.

A first reason is that of all factors in the ImPACT-equation, T is the only factor that can feasibly (according to the laws of physics, without much political resistance) be reduced all the way to (almost) zero, such that the environmental impact becomes (almost) zero. For example, there are clean energy technologies, such as nuclear energy and renewable energy, that have (almost) zero greenhouse gas emissions per energy unit.

Due to technological innovation (research and development of clean technology that has a low environmental impact), we already see a decoupling of climate impact and economic growth in most high-income countries. The consumption-based per capita CO2-emissions in almost all high-income countries (e.g. EU, US,…) dropped by about 25% the past 15 years (since 2005), whereas their levels of GDP per capita kept increasing. Degrowthers are skeptical about such decoupling, and argue that such decoupling is not fast enough to meet climate targets and avoid 1,5°C global warming. But at least we have evidence that decoupling due to technological innovation is possible. In contrast, degrowthers believe in the feasibility of another kind of decoupling, between economic wealth and human well-being or life satisfaction. But there are no countries that show an increase in well-being (e.g. an increase in living standards or flourishing) and a decrease in GDP or resource use. There is strong evidence that GDP is positively correlated with measures of well-being. Degrowthers should be more skeptical about the decoupling of well-being and GDP, than about the decoupling of GDP and environmental impact.

A second reason for the effectiveness of reducing the T-factor, is the interdependence between the factors A and T. In particular, with appropriate policy, the T-factor can be made a decreasing function of A. And this function could even be steeper than 1/A. That means an increase in A could reduce the total environmental impact, because the factor T decreases stronger than the increase in A. Suppose the affluence A increases with 10% (which can be reasonably expected after 5 years of growth at the average growth rate of the past two centuries). If only 1% of that increase in GDP is used for funding of clean technology innovation, which should be politically feasible, the global budget for clean technology R&D more than doubles (currently less than 0,1% of global GDP goes to clean tech R&D). A doubling of R&D could roughly correspond with having the clean technologies on the market twice as fast. If a clean technology has zero CO2 emissions per kWh energy or dollar GDP, it doesn’t matter if the economy grows with 10%, because zero times 10% is zero. Reducing GDP, on the other hand, is dangerous, because there will be less money available for funding of clean tech R&D and for paying for the new clean tech infrastructure.

Third, technological innovations have positive returns to scale. Technology has large spillovers: once invented, the whole world population can adopt the clean technology without extra R&D costs. The innovation is a public good. The provision of public goods is a market failure, because markets are not sufficient providers of public goods. Therefore, it is important that governments invest in this public good by increased funding of clean tech R&D.

Fourth: technological innovation is politically feasible. It does not require international cooperation. It does not face much societal resistance.

Degrowthers argue that clean tech innovation introduces rebound effects that make this policy less effective. For example more clean tech could decrease the price of dirty technology and hence increase the use of dirty technology. However, a rebound effect is mitigated if a pollution tax (or a tax on dirty technologies) is introduced, and if the R&D focuses on clean technologies that are sufficiently substitutable (instead of complementary) with dirty technologies. If clean tech is a good substitute, it can automatically outcompete dirty technologies from the market. Compare it with the transition from horse carriages to motorized cars. The cars outcompeted the horse carriages from the market, even without a horse carriage tax or other government policies to regulate horse carriage use. Horse carriages were considered a big environmental problem in 19th century cities, because of the horse manure and horse cadavers on the streets. And these carriages created other negative externalities, such as the noise of the horse hooves and accidents by unexpected movements of horses. But economic or resource degrowth policies were not necessary to solve these problems. Technological innovation, in particular the invention of the car, solved it.

#### 1. It solves climate mitigation.

Eduard Soler et al. 21, Senior Research Fellow, CIDOB. PhD, International Relations, Universitat Autònoma de Barcelona; Hannah Abdullah, Senior Research Fellow, Global Cities Programme, CIDOB; Inés Arco, Visiting Fellow, CIDOB; Anna Ayuso Pozo, Associate Professor, Public International Law, Universitat Autònoma de Barcelona, "The World In 2022: Ten Issues That Will Shape the International Agenda," Barcelona Centre for International Affairs, December 2021, https://www.cidob.org/en/publications/publication\_series/notes\_internacionals/265/the\_world\_in\_2022\_ten\_issues\_that\_will\_shape\_the\_international\_agenda.

Are we better prepared for a new way of doing things? Time will tell if the reassessment of the priorities of public administrations and societies that occurred in the pandemic has lasting effect. The measures imposed to tackle the health emergency accelerated processes of economic and social transformation. Readjustments may occur when it comes to teleworking, but the change of habits that has taken place in mobility, consumption and information processing and the intensive process of learning digital tools will be difficult to reverse. Another of the legacies of the health crisis has been the focus on science. Ostensibly contradictory phenomena have emerged. Science’s social prestige has grown (the latest global State of Science Index (SOSI) suggests that 79% of people believe that science will improve life in the next five years), but so have the dynamics of politicisation and contestation mentioned above.

If this trend continues it may have a densifying effect, with more collaboration projects between research teams, alliances forming between public administrations, scientists and the private sector, and a closer relationship between the public and science. Meanwhile, science budgets will be notably larger: the Next Generation EU funds allocate 37% and 20% to financing the green and digital transitions, respectively, while the US stimulus plans will spend $250 billion on innovation.

On the other hand, this will exacerbate the concentration of scientific production in just a few countries. Global investment in artificial intelligence (AI) and quantum computing is led by the United States, China and a small group of developed countries, as well as India in certain fields. When it comes to new patents China is the undisputed leader and a wider shift towards Asia is underway. This scientific asymmetry adds a new dimension of inequality to a world advancing at multiple speeds, even in innovation.

Alongside health, the environment is the second major field where efforts are being concentrated. In 2022, pressure will rise on scientific communities, businesses and public administrations to find innovative solutions to the climate crisis. This includes research into advanced technologies to reduce emissions associated with energy use, such as carbon capture and storage, small modular nuclear reactors and options for decarbonising energy-intensive industries. Another challenge is the search for technical solutions to anticipate and prevent the worst impacts of natural disasters and increase resilience.

#### 2. It caps numerous existential risks.

Philip Trammell 21, PhD, Economics, Oxford University. Researcher, Global Priorities Institute, Oxford University, "Existential Risk and Exogenous Growth," ResearchGate, 01/17/2021, pg. 12-13.

Aschenbrenner (2020) explores the possible relationship between economic growth and existential risk, using an endogenous growth model in which sustained output growth requires sustained population growth, and an existental risk model in which the production of consumption goods increases existential risk and the production of “safety goods” lowers it. He finds that, as society grows richer, it should allocate ever more of its resources from consumption to existential risk mitigation efforts. Furthermore, he finds that this policy can render (at least anthropogenic) existential catastrophe permanently avoidable under circumstances in which it would be inevitable under a “rule of thumb” policy in which a fixed proportion of output is spent on risk reduction. Finally, he finds that if there is a sufficiently large “scale effect” of existential risk, existential catastrophe is unavoidable: lowering the hazard rate steeply enough to render the probability of long-run survival positive would require a consumption sacrifice so large that life would no longer be worth living, and which would therefore in itself constitute a kind of existential catastrophe.

Here, we have seen that the last of these findings, but not the rest, disappears when we use the same risk model but move to a simple exogenous growth model. The intuition for this divergence is straightforward. Fixing consmption at some positive-utility level, exponential exogenous productivity growth allows for an exponential increase in risk-mitigation efforts, which delivers a positive probability of survival. Exponential population growth with fixed consumption per capita, on the other hand, creates exponential increases in output only at the expense of corresponding exponential increases in the risky production of consumption goods.

Since we are unlikely to sustain population growth in coming centuries, but may nonetheless sustain productivity growth, the above is good news for those concerned with humanity’s long-term survival. It also illustrates the potential importance of growth theory from a longtermist perspective, even if we believe with Bostrom (2003) that existential risk is the primary determinant of the expected value of the future. Our beliefs about the feasibility of containing existential risk may be sensitive to our beliefs about the mechanisms driving economic growth.

#### 2. Socialist blockchain disproves solvency---Venezuela proves it.

Paul Mason 16, Visiting Professor at the University of Wolverhampton, BA in Politics from the University of Sheffield, Postgraduate Degree from the Second Viennese School at the University of Sheffield, PostCapitalism: A Guide to Our Future, Kindle Edition, p. 6-17

What started in 2008 as an economic crisis morphed into a social crisis, leading to mass unrest; and now, as revolutions turn into civil wars, creating military tension between nuclear superpowers, it has become a crisis of the global order.

There are, on the face of it, only two ways it can end. In the first scenario, the global elite clings on, imposing the cost of crisis on to workers, pensioners and the poor over the next ten or twenty years. The global order – as enforced by the IMF, World Bank and World Trade Organisation – survives, but in a weakened form. The cost of saving globalization is borne by the ordinary people of the developed world. But growth stagnates.

In the second scenario, the consensus breaks. Parties of the hard right and left come to power as ordinary people refuse to pay the price of austerity. Instead, states then try to impose the costs of the crisis on each other. Globalization falls apart, the global institutions become powerless and in the process the conflicts that have burned these past twenty years – drug wars, post-Soviet nationalism, jihadism, uncontrolled migration and resistance to it – light a fire at the centre of the system. In this scenario, lip-service to international law evaporates; torture, censorship, arbitrary detention and mass surveillance become the regular tools of statecraft. This is a variant of what happened in the 1930s and there is no guarantee it cannot happen again.

In both scenarios, the serious impacts of climate change, demographic ageing and population growth kick in around the year 2050. If we can’t create a sustainable global order and restore economic dynamism, the decades after 2050 will be chaos.

So I want to propose an alternative: first, we save globalization by ditching neoliberalism; then we save the planet – and rescue ourselves from turmoil and inequality – by moving beyond capitalism itself.

Ditching neoliberalism is the easy part. There’s a growing consensus among protest movements, radical economists and radical political parties in Europe as protest movements, radical economists and radical political parties in Europe as to how you do it: suppress high finance, reverse austerity, invest in green energy and promote high-waged work.

But then what?

As the Greek experience demonstrates, any government that defies austerity will instantly clash with the global institutions that protect the 1 per cent. After the radical left party Syriza won the election in January 2015, the European Central Bank, whose job was to promote the stability of Greek banks, pulled the plug on those banks, triggering a €20 billion run on deposits. That forced the left-wing government to choose between bankruptcy and submission. You will find no minutes, no voting records, no explanation for what the ECB did. It was left to the right-wing German newspaper Stern to explain: they had ‘smashed’ Greece.3 It was done, symbolically, to reinforce the central message of neoliberalism that there is no alternative; that all routes away from capitalism end in the kind of disaster that befell the Soviet Union; and that a revolt against capitalism is a revolt against a natural and timeless order.

The current crisis not only spells the end of the neoliberal model, it is a symptom of the longer-term mismatch between market systems and an economy based on information. The aim of this book is to explain why replacing capitalism is no longer a utopian dream, how the basic forms of a postcapitalist economy can be found within the current system, and how they could be expanded rapidly.

Neoliberalism is the doctrine of uncontrolled markets: it says that the best route to prosperity is individuals pursuing their own self-interest, and the market is the only way to express that self-interest. It says the state should be small (except for its riot squad and secret police); that financial speculation is good; that inequality is good; that the natural state of humankind is to be a bunch of ruthless individuals, competing with each other.

Its prestige rests on tangible achievements: in the past twenty-five years, neoliberalism has triggered the biggest surge in development the world has ever seen, and it unleashed an exponential improvement in core information technologies. But in the process, it has revived inequality to a state close to that of 100 years ago and has now triggered a survival-level event.

The civil war in Ukraine, which brought Russian special forces to the banks of the Dniestr; the triumph of ISIS in Syria and Iraq; the rise of fascist parties in the Dniestr; the triumph of ISIS in Syria and Iraq; the rise of fascist parties in Europe; the paralysis of NATO as its populations withhold consent for military intervention – these are not problems separate from the economic crisis. They are signs that the neoliberal order has failed.

Over the past two decades, millions of people have resisted neoliberalism but in general the resistance failed. Beyond all the tactical mistakes, and the repression, the reason is simple: free-market capitalism is a clear and powerful idea, while the forces opposing it looked like they were defending something old, worse and incoherent.

Among the 1 per cent, neoliberalism has the power of a religion: the more you practise it, the better you feel – and the richer you become. Even among the poor, once the system was in full swing, to act in any other way but according to neoliberal strictures became irrational: you borrow, you duck and dive around the edges of the tax system, you stick to the pointless rules imposed at work.

And for decades the opponents of capitalism have revelled in their own incoherence. From the anti-globalization movement of the 1990s through to Occupy and beyond, the movement for social justice has rejected the idea of a coherent programme in favour of ‘One No, Many Yes-es’. The incoherence is logical, if you think the only alternative is what the twentieth century left called ‘socialism’. Why fight for a big change if it’s only a regression – towards state control and economic nationalism, to economies that work only if everyone behaves the same way or submits to a brutal hierarchy? In turn, the absence of a clear alternative explains why most protest movements never win: in their hearts they don’t want to. There’s even a term for it in the protest movement: ‘refusal to win’.4

To replace neoliberalism we need something just as powerful and effective; not just a bright idea about how the world could work but a new, holistic model that can run itself and tangibly deliver a better outcome. It has to be based on micro-mechanisms, not diktats or policies; it has to work spontaneously. In this book, I make the case that there is a clear alternative, that it can be global, and that it can deliver a future substantially better than the one capitalism will be offering by the mid-twenty-first century.

It’s called postcapitalism.

Capitalism is more than just an economic structure or a set of laws and institutions. It is the whole system – social, economic, demographic, cultural, ideological – needed to make a developed society function through markets and private ownership. That includes companies, markets and states. But it also includes criminal gangs, secret power networks, miracle preachers in a Lagos slum, rogue analysts on Wall Street. Capitalism is the Primark factory that collapsed in Bangladesh and it is the rioting teenage girls at the opening of the Primark store in London, overexcited at the prospect of bargain clothes.

By studying capitalism as a whole system, we can identify a number of its fundamental features. Capitalism is an organism: it has a lifecycle – a beginning, a middle and an end. It is a complex system, operating beyond the control of individuals, governments and even superpowers. It creates outcomes that are often contrary to people’s intentions, even when they are acting rationally. Capitalism is also a learning organism: it adapts constantly, and not just in small increments. At major turning points, it morphs and mutates in response to danger, creating patterns and structures barely recognizable to the generation that came before. And its most basic survival instinct is to drive technological change. If we consider not just info-tech but food production, birth control or global health, the past twenty-five years have probably seen the greatest upsurge in human capability ever. But the technologies we’ve created are not compatible with capitalism – not in its present form and maybe not in any form. Once capitalism can no longer adapt to technological change, postcapitalism becomes necessary. When behaviours and organizations adapted to exploiting technological change appear spontaneously, postcapitalism becomes possible.

That, in short, is the argument of this book: that capitalism is a complex, adaptive system which has reached the limits of its capacity to adapt.

This, of course, stands miles apart from mainstream economics. In the boom years, economists started to believe the system that had emerged after 1989 was permanent – the perfect expression of human rationality, with all its problems solvable by politicians and central bankers tweaking control dials marked ‘fiscal and monetary policy’.

When they considered the possibility that the new technology and the old forms of society were mismatched, economists assumed society would simply remould itself around technology. Their optimism was justified because such adaptations have happened in the past. But today the adaptation process is adaptations have happened in the past. But today the adaptation process is stalled.

Information is different from every previous technology. As I will show, its spontaneous tendency is to dissolve markets, destroy ownership and break down the relationship between work and wages. And that is the deep background to the crisis we are living through.

If I am right we have to admit that for most of the past century the left has misunderstood what the end of capitalism would look like. The old left’s aim was the forced destruction of market mechanisms. The force would be applied by the working class, either at the ballot box or on the barricades. The lever would be the state. The opportunity would come through frequent episodes of economic collapse. Instead, over the past twenty-five years, it is the left’s project that has collapsed. The market destroyed the plan; individualism replaced collectivism and solidarity; the massively expanded workforce of the world looks like a ‘proletariat’, but no longer thinks or behaves purely as one.

If you lived through all this, and hated capitalism, it was traumatic. But in the process, technology has created a new route out, which the remnants of the old left – and all other forces influenced by it – have either to embrace or die.

Capitalism, it turns out, will not be abolished by forced-march techniques. It will be abolished by creating something more dynamic that exists, at first, almost unseen within the old system, but which breaks through, reshaping the economy around new values, behaviours and norms. As with feudalism 500 years ago, capitalism’s demise will be accelerated by external shocks and shaped by the emergence of a new kind of human being. And it has started.

Postcapitalism is possible because of three impacts of the new technology in the past twenty-five years.

First, information technology has reduced the need for work, blurred the edges between work and free time and loosened the relationship between work and wages.

Second, information goods are corroding the market’s ability to form prices correctly. That is because markets are based on scarcity while information is abundant. The system’s defence mechanism is to form monopolies on a scale not seen in the past 200 years – yet these cannot last.

Third, we’re seeing the spontaneous rise of collaborative production: goods, services and organizations are appearing that no longer respond to the dictates of services and organizations are appearing that no longer respond to the dictates of the market and the managerial hierarchy. The biggest information product in the world – Wikipedia – is made by 27,000 volunteers, for free, abolishing the encyclopaedia business and depriving the advertising industry of an estimated $3 billion a year in revenue.

Almost unnoticed, in the niches and hollows of the market system, whole swathes of economic life are beginning to move to a different rhythm. Parallel currencies, time banks, cooperatives and self-managed spaces have proliferated, barely noticed by the economics profession, and often as a direct result of the shattering of old structures after the 2008 crisis.

New forms of ownership, new forms of lending, new legal contracts: a whole business subculture has emerged over the past ten years, which the media has dubbed the ‘sharing economy’. Buzzterms such as the ‘commons’ and ‘peer- production’ are thrown around, but few have bothered to ask what this means for capitalism itself.

I believe it offers an escape route – but only if these micro-level projects are nurtured, promoted and protected by a massive change in what governments do. This must in turn be driven by a change in our thinking about technology, ownership and work itself. When we create the elements of the new system we should be able to say to ourselves and others: this is no longer my survival mechanism, my bolt-hole from the neoliberal world, this is a new way of living in the process of formation.

In the old socialist project, the state takes over the market, runs it in favour of the poor instead of the rich, then moves key areas of production out of the market and into a planned economy. The one time it was tried, in Russia after 1917, it didn’t work. Whether it could have worked is a good question, but a dead one.

Today the terrain of capitalism has changed: it is global, fragmentary, geared to small-scale choices, temporary work and multiple skill-sets. Consumption has become a form of self-expression – and millions of people have a stake in the finance system that they did not have before.

With the new terrain, the old path is lost. But a different path has opened up. Collaborative production, using network technology to produce goods and services that work only when they are free, or shared, defines the route beyond the market system. It will need the state to create the framework, and the postcapitalist sector might coexist with the market sector for decades. But it is postcapitalist sector might coexist with the market sector for decades. But it is happening.

Networks restore ‘granularity’ to the postcapitalist project; that is, they can be the basis of a non-market system that replicates itself, which does not need to be created afresh every morning on the computer screen of a commissar.

### Fascism DA---2AC

#### Refusing antitrust means it’s controlled by capitalists and worse---socialism demands strong regulation

Francis Erdman 21, Society for Humanistic Judaism, IT worker in Massachusetts, “Blockchain for the People? A Progressive Perspective on the Technology”, People’s World, 7/19/2021, https://www.peoplesworld.org/article/blockchain-for-the-people-a-progressive-perspective-on-the-technology/

There are many myths and misunderstandings about blockchain, the technology that underpins cryptocurrencies such as Bitcoin. This largely because many (not all) people who work in that space come at it either from a global capitalist mindset and/or some flavor of libertarian/anarchist mindset. They are seeking to politicize something which is after all just a technology, a tool, that can be used towards one set of ends or another. They want to monopolize this tool all for themselves.

Without getting into too many technical details, blockchain at heart is just the most recent iteration of an old methodology started by bankers in 1400s Italy, who found it was more secure and more resistant to bookkeeping errors to keep at least two sets of ledger books, copies of one another, in order to avoid typos and intentional altering of data by bad actors. So blockchain is just that, essentially, except not just two copies of ledger books, but potentially millions of copies, distributed across computers through the internet all over the world.

And that is really about it—blockchain is just the latest way to avoid fraud and accidental data entry errors by keeping duplicate records. The political aspects of blockchain technology are basically “baggage” brought into it by people with their own agendas, and have nothing to do with the technology itself, which, again, is basically just a computerized form of keeping duplicate records in order to enhance security in recordkeeping.

There are many legitimate uses for this technology. Companies can use it to keep track of inventory and supply chains to reduce costs and avoid errors and waste. Blockchain can also be used to create very ambitious multi-player online games because, as even the casual gamer knows, it is often easy for a bad actor to exploit a vulnerability in a game to win prizes, points, etc. for themselves at the expense of the other players (a situation that was parodied in the South Park episode, “Make Love Not Warcraft”). Blockchain makes cheating in a multi-player online role playing game difficult or impossible to do, basically, because it can make so many copies of the “inventory,” so to speak, of the virtual assets of each player such that no player can find an exploit which would alter this virtual “inventory” of in-game assets to their advantage.

Even states can use blockchain to their advantage as well. Russia, for instance, has a plan in the works to issue a digital version of the ruble underpinned by blockchain technology, with the goal of making fraud and counterfeiting virtually impossible.

So there are many perfectly legitimate uses of this technology which have nothing to do with private individuals or corporations issuing their own wholly unregulated “currencies,” a scheme which hearkens back to the “robber baron” days of the 1800s where there were no regulations on companies issuing stocks or “company currencies” and so fraud ran rampant, mostly at the expense of working people, even worse in some ways than it is today.

Today’s trend of social media “influencers,” such as Kim Kardashian, issuing their own “pump and dump” cryptocurrencies—they “talk up” the price of an asset, only to sell it at the top, leaving everyone else, namely, their followers on social media, holding the bag—is sadly, I think, the end, logical result of the Reagan-Thatcher deregulation era that began in the 1980s. When government abdicates its responsibility to protect people from the excesses of predatory capitalists, it is no surprise that today everywhere one looks on social media there is yet another fraudulent digital “currency” being shilled by some social media “personality” or other. Of course, certainly not all social media influencers are unethical, but as is often the case, sometimes it is the unethical ones who seem to get the most attention.

Widely-used public, open-source blockchains, such as Bitcoin or Ethereum, can be viewed essentially as public commodities, subject to sensible regulation just like any other commodity to protect the public from fraud. Ethereum can be used as a platform to build other applications (such as the above-mentioned example of games), and Bitcoin can be seen as a sort of “store of value” type commodity not too different from precious metals. USDC is a “stable coin” built on Ethereum technology whose value is pegged to the U.S. dollar. I can see a (properly regulated) version of USDC becoming a sort of “digital dollar” similar to the above-mentioned “digital ruble” that Russia is planning.

These things are not good or bad in and of themselves; it is a question of how they are used. Properly regulated, blockchain can be used to the benefit of society, but improperly used, it will only serve to benefit the scam artists and profiteers who can monopolize control of it.

A key component of the concept of socialism is the notion of centralization of the means of production. Technology in general—including computers, the internet, and blockchain—are all types of means of production, that is, they are all tools that help to create economic output. Blockchain is not so unique a situation; it is simply another tool that can be used for the benefit of all, or for the benefit of the few at the expense of everyone else.

There are also environmental concerns which are a little technical to get into, but basically, there are better and worse ways to go about securing blockchain networks. The wrong way is a family of algorithms called “proof of work,” which is very electricity-intensive and thus can contribute to ecological destruction and climate change. A less electricity-intensive family of algorithms that can alternately be used to secure blockchain networks is called “proof of stake,” which from an ecological perspective is preferable but it too has issues regarding fairness in terms of what actors are allowed a “stake” in the network, which is a little beyond the scope of this discussion. There are other alternative methods out there under research as well, so a future challenge of blockchain technology is to find ecologically responsible and economically equitable operating procedures and algorithms which can be used for securing the blockchain networks.

Used properly, blockchain can be a useful mechanism to eliminate fraud in general, be it financial fraud such as counterfeiting, inventory-related fraud in corporations (embezzlement, “cooking the books”, etc.), and even fraud in online gaming, and it can be used to create many applications that can enhance human life. Used improperly, blockchain can be a disaster for the environment and unleash financial malfeasance which harms working people at levels not seen since before President Franklin D. Roosevelt’s banking regulations were put into place to stop some of the extremes of capitalism that led to the Great Depression.

We are at a critical juncture at this time as to which way things will go with this technology. Socialists and progressives generally should advocate for strong oversight and regulation of blockchain technology to ensure it is used to benefit all of us, and not just a handful of unscrupulous financiers and social media influencers.

#### The question is whether blockchain is better regulated or left free from government influence---only an active supervisory role can make it accountable and open.

Dr. Robert Herian 18, Senior Lecturer in Law at the Open University Law School, The Open University, and Co-Founder of the Law, Information, Future, Technology (LIFT) Research Group and Equity and Trusts Research Network (ETRN), “Taking Blockchain Seriously”, Law and Critique, Volume 29, Springer Link

Conclusion

It is clear that ignoring the hype surrounding blockchain is unwise given its rapid proliferation. Echoing trends in technologies that have come before it, blockchain represents an ‘increasingly influential yet subtle force in our lives’ (Brenner 2007, p. 185). Regulators and governments especially need to get a grip on blockchain in order to ensure democratic accountability in the blockchain ecosystem and beyond; to ask whether the technology and the regulatory goals attached to it are ‘proportionate and limited to what is necessary to protect a specific public interest in a democratic society’ (Wright et al. 2006, p. 156). Blockchain is a product of the shifts and tensions in political and socio-economic thought and practice since the financial crisis of 2008. As a discourse or text blockchain recounts a broad matrix of socio-economic and political issues in a constant state of flux. Moreover it is revealing something very important about the evolution of the subject caught in the force-field of neoliberal economic reason both at the macro level of contemporary free-market capitalism, and more intimately. Blockchain further highlights for example: the subject’s encounter with the (im)materialism of digital objects; big data and the digital unconscious; as well as the ability of technologies to produce and distort meaning, as well as (re)constitute being and memory. These issues are technologically informed social, political, as well as psychological, concerns that deserve serious analysis. The consequences of change in communities and the lives of individuals who already lack influence over the technologies, networks, platforms and data that presently shape, control and yet provide meaning, is key to the unravelling story of blockchain. For better or worse, understanding a future with blockchain is imperative. From a critical perspective it may not be *all* about blockchain (Tapscott and Tapscott 2016), but it is certainly the case that *blockchain can no longer be ignored*.

# 1AR

## Capitalism K

### O/V---AT: Agriculture Impact

#### No food wars.

Jonas Vestby 18, Doctoral Researcher at the Peace Research Institute Oslo, Ida Rudolfsen, doctoral researcher at the Department of Peace and Conflict Research at Uppsala University and PRIO, and Halvard Buhaug, Research Professor at the Peace Research Institute Oslo (PRIO); Professor of Political Science at the Norwegian University of Science and Technology (NTNU); and Associate Editor of the Journal of Peace Research and Political Geography, “Does hunger cause conflict?”, 5/18/18, https://blogs.prio.org/ClimateAndConflict/2018/05/does-hunger-cause-conflict/]

It is perhaps surprising, then, that there is little scholarly merit in the notion that a short-term reduction in access to food increases the probability that conflict will break out. This is because to start or participate in violent conflict requires people to have both the means and the will. Most people on the brink of starvation are not in the position to resort to violence, whether against the government or other social groups. In fact, the urban middle classes tend to be the most likely to protest against rises in food prices, since they often have the best opportunities, the most energy, and the best skills to coordinate and participate in protests.

Accordingly, there is a widespread misapprehension that social unrest in periods of high food prices relates primarily to food shortages. In reality, the sources of discontent are considerably more complex – linked to political structures, land ownership, corruption, the desire for democratic reforms and general economic problems – where the price of food is seen in the context of general increases in the cost of living. Research has shown that while the international media have a tendency to seek simple resource-related explanations – such as drought or famine – for conflicts in the Global South, debates in the local media are permeated by more complex political relationships.

### Sustainability---1AR

#### Best study confirms it.

Hideo Noda & Shigeru Kano 21, Tokyo University of Science; The Shoko Chukin Bank, "Environmental Economic Modeling of Sustainable Growth and Consumption in a Zero-Emission Society," Journal of Cleaner Production, Vol. 299, 05/25/2021, pg. 1-2.

Manufacturing activities that pollute the soil, atmosphere, and water have adversely affected the environment. The abatement of pollution is therefore essential to maintaining environmental standards in the future. The purpose of this paper is to examine what kind of economic conditions should be satisfied if an economy adopts a rule stating that pollution must be cleaned up when it is produced, and whether the zero net emission of pollution flow (in the sense of a zero residual amount of pollution created minus pollution abated) is compatible with the continued growth of gross domestic product (GDP) and consumption when the economy experiences cyclical fluctuations.

A detailed understanding of the economic implications of cyclical fluctuations is crucial because actual economies inevitably undergo cycles of expansion and recession. In this respect, on the basis of the laboratory equipment model of Rivera-Batiz and Romer (1991), Matsuyama (1999) constructed a useful model that generates endogenous fluctuations. Notably, under specific conditions, an economy can perpetually oscillate between a capital-accumulation-based (no-innovation) growth phase and innovation-led growth phase. The former phase is called the Solow regime, after the work of Solow (1956), while the latter phase is called the Romer regime, after the work of Romer (1990) and Rivera-Batiz and Romer (1991).

However, Matsuyama (1999) did not pay attention to environmental aspects in a society. We therefore extend the model of Matsuyama (1999) by considering pollution abatement from the perspective of the kindergarten rule model of Brock and Taylor (2005). We thereby expect to obtain meaningful findings by analyzing endogenous fluctuations with pollution abatement, which has not been tackled in earlier studies. The term “kindergarten rule” originates from the title of a book written by Fulghum (1990) and implies that messes be cleaned up as they are created. Brock and Taylor (2005) referred to the proportion of pollution abatement expenditure in GDP for achieving zero net emissions of pollution (i.e., completely eliminating the amount of pollution created minus pollution abated) as the kindergarten rule level of abatement (or just the kindergarten rule).

Ono (2003) extended Matsuyama’s (1999) model to analyze endogenous fluctuations by accounting for environmental variables. Specifically, Ono (2003) incorporated the production structure of Matsuyama (1999) into the framework of the overlapping generations model on the basis of the work of John and Pecchenino (1994) and examined environmental taxation that maximizes the environmental quality and economic growth rate. It is found that there is a critical level of tax, and the economy achieves higher growth rates of GDP and environmental quality by raising (or reducing) tax if the initial tax is below (or above) the critical level. That is to say, the purpose of the present study differs from that of the study of Ono (2003). We analyze the feasibility of the positive growth of GDP with zero net emission that reflects the kindergarten rule of pollution abatement, while Ono (2003) focused on taxation for improving environmental quality and promoting economic growth. Recent efforts toward a zero-emission society, which are an important topic of the Paris Agreement that came into force on November 4, 2016, have received worldwide attention (see, for example, Pauli, 1997; Baumgartner and Zielowski, 2007; Tokimatsu et al., 2014). The present study is therefore of social importance and relevant. Additionally, we consider that the notion of environmental quality is vague and hence difficult to capture empirically. In contrast, the zero net emission of pollution has clear meaning.

Related studies of environment-growth models with endogenous fluctuations include those conducted by Zhang (1999), Chen and Li (2011), and Palivos and Varvarigos (2017). Zhang (1999), for example, examined the possibility of nonlinear dynamics in the model of John and Pecchenino (1994) and showed that cyclically or chaotically fluctuating equilibria are more likely to exist when people’s concerns are more towards greener preferences and the maintenance efficiency relative to degradation is not sufficiently high. Chen and Li (2011) introduced the habit formation of environmental quality and consumption tax to the model of John and Pecchenino (1994). The habit formation of environmental quality in the model of Chen and Li (2011) means that people get used to the environment while they grow up and will compare environmental quality in their old age with that when they were young. As a result, Chen and Li (2011) showed that cyclical fluctuations and entropic chaos may exist if households have a preference towards environmental quality and the maintenance efficiency is sufficiently low relative to degradation and the tax rate. The economy moves from complex to simple dynamics as the tax rate increases. Using an overlapping generations model where life expectancy is positively affected by the provision of public health services and by the environmental quality, Palivos and Varvarigos (2017) showed that, despite the presence of an aggregate learning-by-doing externality, the economy cannot sustain a positive growth rate in the long run if resources are not devoted to environmental preservation. Moreover, an active policy of environmental preservation is not only an important complementary engine of long-run growth but also a powerful tool of stabilization.

Zhang (1999), Chen and Li (2011), and Palivos and Varvarigos (2017), however, did not consider the role of innovation in economic growth. When we consider issues related to recent economic growth, it is noteworthy that the economic activities of industries in developed countries and some developing countries have increasingly become knowledge intensive. The economies of these countries are often termed knowledge-based economies. An important feature of such an economy is that it emphasizes innovation, including the creation of new products and production processes through industrial research and development (R&D), and the innovation is accompanied by accumulated knowledge that drives sustained growth. Accordingly, any study on the actual economic problems of a knowledge-based economy needs to construct a model that endogenously incorporates R&D and innovation. From such a perspective, the above-mentioned earlier studies are inadequate in terms of understanding the relationship between contemporary economic growth and environmental problems.

Our model leads to the theoretical possibility that the zero net emission of pollution flow is compatible with sustainable growth and consumption. In this regard, however, the economy requires GDP above a certain level. Moreover, to simultaneously achieve a zero net emission of pollution and sustained economic growth, the economy requires variability of the kindergarten rule level of abatement. In other words, the kindergarten rule level of abatement must not be fixed at a specific value. The present study makes two main contributions. First, we shed light on the relationship between the zero net emission of pollution and economic growth, which is not well understood, and address theoretically an important subject interesting environmental scientists, economists, and policy makers: whether both a zero net emission of pollution and sustained growth of GDP (consumption) are achievable when economies implement a zero net emission policy. In terms of the association with Sustainable Development Goals (SDGs), which were adopted by the United Nations General Assembly in September 2015 and have received international attention, our considerations are conducive to providing a theoretical basis for a part of SDG 8 (“Decent Work and Economic Growth”). Second, we present a dynamic macro-environmental modeling approach based on an extension to Matsuyama’s (1999) model with the idea of the kindergarten rule of Brock and Taylor (2005). To the best of our knowledge, there have been few studies on the environmental economic modeling of endogenous growth with cyclical fluctuations in a zero-emission society. That is to say, our dynamic macroenvironmental modeling approach can be interpreted as a methodological contribution in the research field of economic growth and the environment.

#### Sustainability---AT: Financialization

‘Financialization’:

#### No impact---it’s too broad to explain structural issues AND inflates its own import---particularity is key.

Brett Christophers 15, Assistant Professor, Social & Economic Geography, University of Uppsala, "The Limits to Financialization," Dialogues in Human Geography, Vol. 5, No. 2, 2015, pg. 184-185.

In response to, and in the face of, this mushrooming financialization literature, the present article constitutes, essentially, a call for caution. With scholars from various disciplinary constituencies having enthusiastically invoked the concept in attempting to understand contemporary capitalism and its specificities, and with a critical mass of increasingly breathless and boosterish scholarship on the phenomenon having crystallized, now is the time, the article submits, to pause, breathe in, and carefully (re)evaluate. Are we—not just geographers but other scholarly communities to have invested in financialization—comfortable with our collective, if contested, theorization of the concept? Is it working for us as we want and need it to? Should we simply plow ahead with mobilization and elaboration of the concept broadly along the lines we have been tracing to date?

Having reviewed the state of the field, the article argues that caution is not just advisable but necessary. It makes this case by invoking a multiply constituted idea of limits. Financialization, it suggests, is limited, both conceptually and empirically. As such, in continuing to use the concept—as surely for the foreseeable future we, as a constellation of scholarly communities, will—it is essential to recognize such limits and to think through their implications for the ways we use the concept and for the work that we expect it to do for us. The limits are sufficiently substantive, and their implications sufficiently material, to warrant a tempering of enthusiasm, if not a turn away from the concept altogether. More specifically, we need to be much more wary of relying on the concept and of mobilizing it for the purposes of both categorization and explanation.

The article proceeds in five sections, which respectively correspond to and delineate the five connected types of limits that attach to financialization. The first such limits are analytic. For a concept to be analytically valuable, it should be possible for scholars to invoke it in such a way that it brings recognizability and clarity to the particular topic of analysis; the critical properties or dynamics of the empirical object of investigation are foregrounded, if not comprehensively accounted for, simply by the use of a term whose reproducible coherence offers ready-made analytical expedience and insight. For a variety of reasons, however, not least unchecked and promiscuous conceptual reiteration, the idea of financialization has by now largely lost any coherence that it previously enjoyed: increasingly standing only for a vague notion of ‘the (increased) contemporary importance of finance’, its enrolment today risks raising more questions than it answers

Does this then mean that the concept is valueless and that it has facilitated no scholarly progress? Absolutely not. But, the article goes on to argue, there are crucial limits to its positive contributions, not least—as discussed in the ‘Theoretic limits’ section—of a theoretic nature. Here the argument is that there are very real limits to the depth and range of genuinely new conceptual insights generated by the positing and theorization of financialization. The central concern in this regard, to be clear, is not so much with the sophistication, rigor, or novelty of theorizations of financialization per se, although as we shall see there are legitimate questions to be asked here, too. Rather, our main concern is with the limits to the power of financialization and its conceptualization to meaningfully advance our theoretical understanding of capitalism’s cultural and political economies more generally.

The third section discusses limits of a very different type. One of, if not the most important contribution of the financialization discourse and ‘movement’ has been of a strategic nature. It has served to make finance a more acceptable, indeed more obligatory, object of study for a range of scholarly communities for whom it historically represented something of an unmentionable and unknowable other. In the process, it has also helped bringing those communities into productive conversation with one another. In other words, it—financialization—has served vital strategic purposes. Yet there are limits to this strategic function, which the third section of the article identifies and reflects critically upon. If financialization’s great contribution has been to alert new constituencies to the significance, broadly defined, of finance, at what point can we say that this contribution is more or less complete?

The latter question of finance’s significance— economic, political, and cultural—is considered explicitly in the article’s fourth section. It argues that notwithstanding the self-evident and demonstrable importance of finance to contemporary social life on all manner of axes, its significance nonetheless risks being overstated, and arguably already has been in influential financialization accounts. The scale of finance’s significance is one aspect of such potential overstatement, and the historical novelty thereof is another. In attempting to understand and account for the possibility of such overstatement, meanwhile, the article invokes, once more, the central trope of limits: a susceptibility to exaggerate finance’s contemporary significance is embedded, it submits, in the limited nature of the optics brought to bear upon contemporary ‘financialized’ phenomena.

To recognize that exaggeration of financialization’s reality as a historical–geographical set of phenomena is conceivable is to recognize, at the same time, that there are material limits—fifth, and finally—to the various processes referred to with that term. In other words, financialization-as- ‘thing(s)’ is no less limited—or, better, no less required to confront limits to its conditions of possibility and its scope for intensification or extension— than financialization-as-concept. But these limits, the article’s last substantive section argues, have ordinarily not been recognized and critically reflected upon, and nor, therefore, have their implications for the discourse of financialization actively been considered. Recognizing and robustly conceptualizing these empiric limits, it is therefore argued, is in fact an indispensable component of the simultaneous process of working through financialization’s analytic and theoretic limits.

### Sustainability---AT: Agriculture

#### No impact.

Peter Kareiva 18 and Valerie Carranza, Institute of the Environment and Sustainability, University of California, Los Angeles, “Existential Risk Due To Ecosystem Collapse: Nature Strikes Back,” Futures, 1/5/2018, ScienceDirect

The interesting question is whether any of the planetary thresholds other than CO2 could also portend existential risks. Here the answer is not clear. One boundary often mentioned as a concern for the fate of global civilization is biodiversity (Ehrlich & Ehrlich, 2012), with the proposed safety threshold being a loss of greater than 0.001% per year (Rockström et al., 2009). There is little evidence that this particular 0.001% annual loss is a threshold—and it is hard to imagine any data that would allow one to identify where the threshold was (Brook, Ellis, Perring, Mackay, & Blomqvist, 2013; Lenton & Williams, 2013). A better question is whether one can imagine any scenario by which the loss of too many species leads to the collapse of societies and environmental disasters, even though one cannot know the absolute number of extinctions that would be required to create this dystopia. While there are data that relate local reductions in species richness to altered ecosystem function, these results do not point to substantial existential risks. The data are small-scale experiments in which plant productivity, or nutrient retention is reduced as species numbers decline locally (Vellend, 2017), or are local observations of increased variability in fisheries yield when stock diversity is lost (Schindler et al., 2010). Those are not existential risks. To make the link even more tenuous, there is little evidence that biodiversity is even declining at local scales (Vellend et al., 2013, 2017). Total planetary biodiversity may be in decline, but local and regional biodiversity is often staying the same because species from elsewhere replace local losses, albeit homogenizing the world in the process. Although the majority of conservation scientists are likely to flinch at this conclusion, there is growing skepticism regarding the strength of evidence linking trends in biodiversity loss to an existential risk for humans (Maier, 2012; Vellend, 2014). Obviously if all biodiversity disappeared civilization would end—but no one is forecasting the loss of all species. It seems plausible that the loss of 90% of the world’s species could also be apocalyptic, but not one is predicting that degree of biodiversity loss either. Tragic, but plausible is the possibility of our planet suffering a loss of as many as half of its species. If global biodiversity were halved, but at the same time locally the number of species stayed relatively stable, what would be the mechanism for an end-of-civilization or even end of human prosperity scenario? Extinctions and biodiversity loss are ethical and spiritual losses, but perhaps not an existential risk.

### Growth Good---1AR

#### AE is coming AND achieves absolute decoupling.

---AE = alternative energy.

Klaas Lenaerts et al. 21, Research Assistant, Bruegel; Simone Tagliapietra, Senior Fellow, Bruegel; Guntram B. Wolff, Director, Bruegel, "Can Climate Change Be Tackled Without Ditching Economic Growth?" Bruegel, Working Paper No. 10, 2021, pg. 11-13.

A decline in energy demand/real GDP can be driven by improvements in energy efficiency from using better technologies for production, transport, isolation etc; by behavioural change towards less energy-intensive consumption (eg increased use of public transport, a larger sharing economy and more re-use of durable goods); and by a changing economic structure towards a more ‘immaterial’ service-oriented economy. A decline in CO2/energy demand is mostly driven by the shift from fossil fuels to renewable energy sources. Changing behaviour also plays a role (choosing to travel by rail rather than by air for example).

So far, energy demand/real GDP has declined more since 1995 than CO2/energy demand. Perhaps this is somewhat surprising as in the long run it seems more likely that energy would be almost completely decarbonised than that the global economy would be completely ‘de-energised’: goods still need to be produced somewhere and transport, heating and lighting will remain necessary. In practise, both factors will have to decline simultaneously to sufficiently reduce gross CO2 emissions. This is also visible in Tables 1A and 1B, which show that if energy demand/real GDP continues to decline at its current rate, a very steep drop in CO2/energy demand will be necessary for both the world and the EU. If energy demand/real GDP is also addressed more strongly, the ‘burden’ can be spread over both factors of the Kaya identity (see for example the different rates depending on which reference period is used for energy demand/real GDP).

The data presented here suggest that an absolute decoupling of CO2 and GDP is possible, but that it is currently still too slow to reach net zero. Note that while the required decoupling rate is higher for the EU than for the world, the EU is closer to its goal: while the overall decoupling rate must increase around five-fold for the whole world, the EU itself only needs less than a three-fold acceleration.

The historical decoupling rate against which to compare also increases if one takes a more recent reference period, as is visible in the table. Speeding-up will still take tremendous effort: if the energy intensity of GDP decreases at the same speed as in the last few decades, even the EU would need to speed up its decarbonisation of energy by a factor of around 11 to reach its required decoupling rate.

The drastic decline in prices of renewable energy technologies suggests that such an accelerated decarbonisation of energy may be feasible. Figure 3 shows that over the last decade, the cost of generating electricity with solar panels has decreased by 85 percent, while the cost of doing so with wind turbines has decreased by 68 percent. The costs of energy from solar and wind have become lower than fossil fuel alternatives even without subsidies. Firms and governments all over the world would therefore have economic incentives to make the necessary investments to save money and at the same time reduce their emissions.

Investment decisions are of course not based solely on market prices but also on government policies and strategies. Money is still being invested in fossil fuels, but volumes are declining. Meanwhile global investments in renewable energy generation have been on the rise uninterruptedly since 2017, even during the pandemic in 2020. Moreover, it takes time before lower costs are translated into larger investments, and other key investments must be made before renewable energy can be used at a massive scale, notably in energy storage capacity and more reliable distribution and transmission. As investments in battery storage are surging while costs are declining and investments in grids are set to recover in 2021, we can expect that the upward trend in renewable energy investment will continue for the foreseeable future (IEA, 2021d).

[Figure omitted]

Already in the earlier literature rejecting degrowth pessimism, the central role of technology was highlighted. Stiglitz (1974) and Kamien and Schwartz (1978) did not yet address GHG emissions, but rather whether continued consumption growth is possible in a world with exhaustible resources. They found that technology-driven efficiency gains allow the limits set by nature to be pushed forward so that continued expansion is possible. Later papers, including Weitzman (1999), Acemoglu et al (2012) and Aghion et al (2016), discussed endogenous and directed technical change with more optimistic outlooks.

#### Anthropogenic risks are numerous, existential, AND compounding.

Nathan A. Sears 20, PhD, Political Science, University of Toronto. Former Professor, International Relations, Universidad de Las Américas, "Existential Security: Towards a Security Framework for the Survival of Humanity," Global Policy, Vol. 11, Issue 2, April 2020, pg. 256.

The ‘anthropogenic’ and ‘existential’ criteria highlight an important class of threats. Put simply, an ‘anthropogenic existential threat’ is a threat that has its origins in human agency and could cause civilizational collapse or human extinction. The spectrum of anthropogenic existential risks is potentially broad and growing, including persistent threats to international security (e.g. nuclear and biological warfare), looming dangers from the large-scale intervention in the natural environment (e.g. climate change, biodiversity loss, and geoengineering), and prospective risks from emerging technologies (e.g. biotechnology, nanotechnology, and artificial intelligence).4

The threats to humanity are exacerbated by the complexity of social, technological, and natural systems, which create lethal combinations (e.g. nuclear war and ‘winter’) (Baum et al., 2013; Ehrlich and Sagan, 1985; Liu et al., 2018), feedback loops (e.g. ‘runaway’ climate change) (Steffen et al., 2015, 2018), small triggers (e.g. cyberattack and nuclear escalation) (Acton, 2018; Gartzke and Lindsay, 2017), chance accidents (e.g. viruses escaping from laboratories) (Merler et al., 2013; Rees, 2003; Torres, 2017), ‘normal’ accidents (e.g. human and/or technical glitches in nuclear command and control) (Blair, 1985; Sagan, 1995; Schlosser, 2013), epistemic uncertainties (e.g. about ‘planetary boundaries’ and climate ‘tipping points’) (Baum and Handoh, 2014; Rockstrom et al., 2009; Steffen et al., 2018), technological diffusion (e.g. terrorists employing advanced biotechnology to release ‘bioengineered pathogens’) (Posner, 2004; Rees, 2003; Torres, 2017), technological disruption (e.g. artificial intelligence destabilizing nuclear deterrence) (Boulanin ed., 2019; Geist and Lohn, 2018; Scharre, 2018), control problems (e.g. an ‘intelligence explosion’ in artificial intelligence) (Bostrom, 2014; Russell, 2019; Shanahan, 2015; Tegmark, 2017), and the cascading collapse of complex systems (e.g. ‘synchronous failure’ of interdependent ecological and social systems) (Diamond, 2005; Homer-Dixon et al., 2015; Kareiva and Carranza, 2018; Manheim, 2018). Perhaps it was this growing spectrum of threats that led the late Stephen Hawking to conclude, ‘I don’t think the human race will survive the next thousand years unless we spread into space. There are too many accidents that can befall life on a single planet.’ 5